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This publication presents for the first time an analysis of the current state of digital economy development in Russia. Much attention is paid to indicators characterizing non-digital factors (government policy, leadership and institutions, human capital, business environment, R & D and innovation, information security and trust) and digital foundations (telecommunications infrastructure, data centers, digital platforms, etc.) of the digital economy development. The maturity level of the digital sector of the economy (including ICT sector and the content and media sector) was separately assessed. Use of digital technologies in the public sector, as well as by business and citizens areas has been investigated, and the economic and social effects of digital transformation in Russia are assessed. Both international and national comparisons have been made.

This work maybe of interest to experts and managers involved in the elaboration and implementation of information society and digital economy development policies.

This report was prepared by the Institute of the Information Society and experts from other Russian organizations with support from the World Bank.
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Introduction

The widespread use of information and communication technologies, and Internet technologies in particular, have resulted in the emergence of the global information society and digital economy. This fundamental process is based on a deep digital transformation of both the economy and society. The digital transformation of the economy plays an important role in accelerating the pace of global economic development, increasing productivity in existing sectors, creating new markets and industries, as well as in achieving sustainable inclusive economic growth through participation of all stakeholders. In addition, the digital transformation of society serves as a powerful catalyst and a factor for strengthening inclusiveness: the transformation establishes faster and more efficient communication among different communities, and creates exchange of information, ideas and products.

At the international level, no unified approach to the definition of “digital economy” has yet emerged because of the complex and dynamic nature of this phenomenon. Recent studies indicate the penetration of elements of the digital economy within the general economy, and assert that it can no longer be described as a separate part or a subset of the traditional economy. The studies also indicate that the digital economy is broader than e-commerce and e-business: it includes entrepreneurship, communication and provision of services in all sectors, including transport, financial sector, manufacturing sector, education, health, agriculture and other sectors, retail, media, entertainment and digital enterprise management.

The distinctive features of the present stage of economic development include not only large-scale use of the new digital technologies (such as artificial intelligence, predictive analytics, additive technology, and the Internet of Things), but also the deployment in creation of the economic value of the accumulated arrays of digital data about the subjects and processes of economic activity. In this case, the pace of development of certain traditional sectors is uneven: erasing the boundaries between adjacent areas, and creating new previously non-existent fields of activity and fundamentally different business models.

1 G20 Digital Economy Development and Cooperation Initiative. URL: http://www.g20chn.com/xwzxEnglish/sum_ann/201609/P020160912341422794014.pdf
It is important that the countries take deliberate steps aimed at the formation of the Digital Economy and gaining the associated benefits to increase the number of jobs, improve national competitiveness, ensure greater diversification of output, create favorable conditions for business and to encourage innovation in the development and improvement of necessary services.

Digital transformation processes are characterized by great complexity and multidimensionality. They are affected by many different factors, the most significant of which require timely detection and measurement in order to make the right strategic decisions, plan development in key areas and to implement corrective action based on feedback.

Globally, considerable experience has been accumulated as regarding measuring of the development and implementation of digital technologies. Alongside this, the entire range of new technologies and phenomena of digital economy is not, so far, getting into the field of statistical observation. Thus, effort is required to revamp the international standards of surveillance and engineering of the metering procedures for different aspects of digital economy, such as defining the scales of the latter.

International organizations are responsible for significant contributions to monitoring the development of the information society in general and the use of ICT in various spheres of activity.

Thus, since the late 1990s a UN specialized agency, the International Telecommunications Union (ITU), regularly conducts research and publishes reports on the global state of affairs in terms of access and use of ICTs, regularly updating the conceptual basis of such observations. Among the monitoring tools created by ITU are the ICT Development Index and the ICT Price Basket Index, which is published since 2009 and included in the annual analytical report on Measuring the Information Society and the Global Cybersecurity Index, published since 2014.

Some of the most important results of monitoring research are contained in OECD materials, in particular in guidelines and reviews on measurement of the digital economy.

Since 2001, the World Economic Forum, in cooperation with the international business school INSEAD, prepares and publishes the annual Global Information Technology Report, which includes the Global Networked Readiness Index. Since 2009, jointly with the Cornell University and the World Intellectual Property Organization INSEAD develops the annual Global Innovation Index and the related analytical report.

In 2004, the Partnership on Measuring ICT for Development, which unites a number of UN agencies, Eurostat and the OECD, began in cooperation with the public authorities of different countries the formation of an agreed core list of ICT development and use indicators. In the period of 2005-2011 the Partnership, based on OECD experience,
provided several basic research outputs devoted to standards and methodology for monitoring the development of the information society and the economy including a universal set of key indicators on access to and use of ICTs.9

These ratings provide an opportunity to gain an initial understanding of the state of affairs in Russia regarding the development of the digital economy and the individual factors influencing its development, compared with other countries. Below are the current positions of the Russian Federation in the above-mentioned and some other global rankings.

<table>
<thead>
<tr>
<th>Rating / Year</th>
<th>Organization</th>
<th>Rank</th>
</tr>
</thead>
<tbody>
<tr>
<td>Global Competitiveness Index10 / 2017-2018</td>
<td>WEF</td>
<td>38 of 137</td>
</tr>
<tr>
<td>World Digital Competitiveness Ranking11 / 2017</td>
<td>IMD</td>
<td>40 of 63</td>
</tr>
<tr>
<td>Networked Readiness Index / 2016</td>
<td>WEF, INSEAD</td>
<td>41 of 139</td>
</tr>
<tr>
<td>Doing Business Index12 /2018</td>
<td>The World Bank</td>
<td>35 of 190</td>
</tr>
<tr>
<td>Human Development Index13 / 2016</td>
<td>United Nations Development Program</td>
<td>49 of 188</td>
</tr>
<tr>
<td>Human Capital Index14 2017</td>
<td>WEF</td>
<td>16 of 130</td>
</tr>
<tr>
<td>Global Innovation Index / 2017</td>
<td>INSEAD, Cornell University, the World Intellectual Property Organization</td>
<td>45 of 127</td>
</tr>
<tr>
<td>ICT Development Index /2017</td>
<td>ITU</td>
<td>45 of 176</td>
</tr>
<tr>
<td>Global Cybersecurity Index / 2017</td>
<td>ITU</td>
<td>10 of 134</td>
</tr>
<tr>
<td>UN E-Government Development Index15 / 2016</td>
<td>UN Department of Economic and Social Affairs</td>
<td>35 of 193</td>
</tr>
</tbody>
</table>

Таблица 1. Russia’s place in the international ratings

The general conclusion that can be made on the basis of Table 1 is that in most cases, Russia lags behind the top ten leading countries, which is not in sync with the stated political objective of becoming one of the champions of the information society development and the digital economy. Understanding the causes of the gap and developing measures to close it requires a more detailed, comprehensive analysis of the country

readiness for digital economy development, use of digital technologies in various sec-
tors of the economy, and assessment of their impact on economic and social processes.

This analysis of the current state of development of the digital economy in Russia was carried out taking into account the accumulated experience, which has been men-
tioned above. The data sources include the main relevant parameters, mainly related to
ICT infrastructure and access to ICT, the ICT market, the information industry, innovation potential, trust and security in the use of ICTs, and use of ICTs for development in key sectors. However, given the emergence of new specific developments and technologies, this list of indicators was significantly expanded and clarified.
Methodology

In order to assess the current situation regarding the development of the digital economy in Russia we used the digital economy assessment methodology developed by the World Bank in collaboration with the Institute for the Development of the Information Society for various countries of the world. The methodology is based on research by international organizations (OECD, ITU, World Economic Forum, and others), leading global consulting firms, industry representatives, as well as the World Bank. The overall conceptual approach for assessment is based on the vision of the processes of development of the digital economy, presented within the World Development Report 2016: Digital Dividends, which examines the socio-economic effects of the development of the digital economy (“digital dividend”), and the conditions for achieving those dividends.

The digital economy – here defined as the economy based on the development and use of digital technologies — is built on three foundations that enable transformation of the economy and society (see Figure 1):

• **non-digital foundations** including policy and strategic planning, leadership and institutions, regulatory framework, human capital, innovations, business environment, trust and security, which provide the enabling environment within which digital transformation can occur;

• **digital foundations** including digital infrastructure, shared digital platforms, and emerging digital technologies are the tools from which transformation can emerge;

• **the digital sector of the economy**, comprising the ICT sector and the content and media sector, is the engine for digital transformation.

The pillars of the digital economy are the economic and social subject areas in which transformation occurs:

• **digital transformation of the public sector**, which includes digital and non-digital foundations for transformation of the public sector as well as use of traditional and emerging digital technologies in the public sector;
• digital transformation of the private sector, consisting of digital and non-digital foundations for transformation of the private sector as well as use of traditional and emerging digital technologies in the private sector;

• digital citizens and consumers addresses citizen access to and use of digital technologies for social and economic activities including work, the purchase of goods and services, education, social networking, political participation, etc.;

• digital transformation has a significant impact on economic and social processes, primarily on economic growth, the labor market and the quality of services.

The methodology is focused on diagnostics of the current situation. The results of the diagnostics can create a basis for strategic planning of digital transformation. In its structure, the methodology is limited in scope, and provides: (i) the basic assessment of the current state of maturity of the digital economy; (ii) identify key gaps, challenges and opportunities in the development of the digital economy; (iii) identification of areas that require more careful analysis before policy measures or investments.

Each of the subject areas of the assessment is characterized by a set of indicators of two types – quantitative indicators (including those used by international organizations) and qualitative indicators/questions that characterize important aspects of development, which do not have metrics. In order to determine the relative strengths and weaknesses and subject areas of the digital economy development, all the indicators were assessed on a 5-point scale based on benchmarking of the international experience and best practices of leading countries.
Conversion into a 5-point scale of quantitative values was carried out in accordance with different algorithms depending on the availability of comparable data for other countries:

1. In cases where international datasets are available (for individual indicators or composite indexes) originating from a recognized source and covering a wide range of countries with different levels of development (e.g. the UN data – ITU, UNESCO, UNDESA, and the WEF data) the scoring on 5-point scale was based on dividing the minimal and maximal value range into five intervals, and assigning a score reflecting the interval for Russia.

2. In cases when comparable statistics are available only for Russia and the developed countries (OECD and/or the EU), the range from maximum and minimum values of the indicator applicable to the OECD or the European Union countries was divided into 4 intervals (for a score from 2 to 5) with scoring reflecting the value assigned to Russia. If the value of the index assigned to Russia was less than the minimum value for the developed countries (which practically was never the case), a score of 1 was assigned.

In cases when for Russia there were no comparable data sources or there were no international statistics on the assessed parameter or the assessed parameter had no metrics ("qualitative" indicators – evaluation of programs and policies, regulatory norms for various sectors, etc.), the score for Russia was based on expert assessment methods, involving the experts familiar with the relevant subject areas in Russia and globally.

The general assessment based on sections and subject domains was defined as the arithmetic means of evaluation of indicators, that described the subject domain.

The methodology of assessment was first applied and further improved upon for the case of Russia during the development of the Russian Digital Economy Program, endorsed by the Russian Government on July 28, 2017. The results of the assessment were also used during the preparation of action plans for the implementation of the abovementioned Russian Digital Economy Program.
1. Non-digital foundations for digital economy development

1.1 Public policy and strategic planning

The development of the digital economy requires the development and implementation of public policy, including the definition of strategic goals and objectives for the use of digital technologies for socio-economic development, preparation and implementation of action plans and programs, assessment and monitoring of the development of the digital economy to provide feedback in the digital transformation of the control system.

1.1.1 Strategy for development of the digital economy

Current strategy for socio-economic development

In 2008, Russia approved the “Concept of Long-Term Socio-Economic Development of the Russian Federation until 2020” [1], which functions as a strategy. This strategy also produced more than 60 sectoral and intersectoral strategic documents. Today it is obvious that some of the existing targets – both general and ICT – will not be met by 2020. For example, the proportion of enterprises engaged in technological innovation is projected to increase to 40-50%, but the actual value of this indicator does not exceed 10% (7.3% in 2016 – see section 1.5.2.); spending on research and development is projected to increase to 2.5-3% of GDP, but the actual share according to the latest data is only 1.1%, etc. [1]. In 2011, in response to changing circumstances, including those associated with the global economic crisis, an updated strategy for socioeconomic development until 2020 [2] was developed at the request of the Russian Government, but never approved. According to the law “On strategic planning in the Russian Federation”, this strategy should be developed by January 1, 2018, and documents adopted earlier must be brought into line with the law before January 1, 2019 [3, p. 47]. As a result, there is no current strategy, and sectoral strategic documents are not all in accordance with the law on strategic planning, are often incompatible with each other, and are descriptive in nature.
**Current digital economy strategy**

In May 2017, the President of the Russian Federation approved the “Strategy for the development of the Information Society in the Russian Federation for 2017-2030” [4], which replaced a previous strategy from 2008. The development of the new strategy took into account the message of the President’s address to the Federal Assembly on 5 December 2016 concerning the need to develop a program for the development of the digital economy [5]. Based on this demand, the new policy can be considered a strategy for digital transformation. There are also a number of private strategic and conceptual documents in the production and use of digital technologies, in particular the “Strategy for development of the information technology industry in the Russian Federation for 2014-2020” [6], “The concept of regional information” [7] and others.

Although the strategy’s priorities include “the development of economy and social sphere”, the digital transformation of the social sphere as presented in the document is insufficient. For example, of possible specific tasks in the sphere of culture, only the creation of a national electronic library “and other state information systems” including “objects of historical, scientific and cultural heritage of the peoples of the Russian Federation” is mentioned. Also not reflected in the objectives of inclusive development strategy for the digital economy is any mention of involvement of persons with disabilities and other vulnerable groups. In addition, there is no proposed solution for the very topical problem of overcoming the digital divide between regions, nor measurable targets for the strategy (these should be developed by government).

1.1.2 Implementation of the digital economy strategy

*Implementation of strategy for socio-economic development*

The Russian government’s annual action plan for 2017 approved and implemented 42 state programs of the Russian Federation [8] and 33 federal special-purpose programs [9], developed and implemented projects in 12 priority areas [10], and accepted road maps (action plans) for the implementation of concepts and initiatives [11], while hundreds of regional programs are also in place. The problem is the weak consistency of these documents with one another and with other strategic planning documents.

*Implementation of the digital economy strategy*

In the field of digital technologies, there are the state program “Information Society (2011-2020)” [12] and other policy documents:

- federal target programs (“The development of the electronic and radio-electronic industry in 2013 – 2025.”[13], etc.);

- road maps (action plans) for the implementation of concepts and strategies (Roadmap “Development of information technology industry” [14], and others.);

- sections on the use of ICT in programs dedicated to the development of individual sectors;

- regulations creating public information systems (Unified State Information System in the Healthcare Sector, Russian Unified e-Service Bus System, and others).
These documents have not yet been updated to reflect the tasks of digital transformation, are not consistent with the adopted Strategy for the Development of the Information Society, and are not arranged in a single, coherent system of documents.

In 2017, the Russian Digital Economy Program was approved by the Presidential Council on strategic development and priority projects [15] and by the Government of the Russian Federation on 28 July 2017 [16]. In December 2017 and February 2018, the Government Commission on the Use of Information Technologies to Improve the Quality of Life and Business Environment approved the action plans for directions “Regulatory Environment”, “Development of Research Competences and Technological Reserves”, “Information Infrastructure”, “Information Security” “Manpower and Education” of the Russian Digital Economy Program [17, 18].

The program documents broadly depict the various areas of ICT production and use (e-government, e-health, e-education, ICT sector and others) but they are in need of an update to take into account new trends in the development and use of digital technologies.

The first version of the Russian Digital Economy Program does not include areas such as the digital transformation of public administration, education, health, industry, and agriculture, among others. It also does not touch on the development of the digital sector of the economy (ICT-sector, content and media sector). In January and March 2018, at the meetings of the Subcommittee on Digital Economy of the Government Commission on the Use of Information Technologies to Improve the Quality of Life and Business Environment, a list of directions for digital transformations of several areas was preliminarily approved to be included in the Russian Digital Economy Program. The President’s Decree of the 7 May 2018 provides for transforming the priority sectors of the economy and social sphere, including healthcare, education, industry, agriculture, construction, urban economy, transport and energy infrastructure, financial services, by means of digital technologies and platform solutions [19]. These areas will be included in the program. Now work is underway to develop action plans for these areas, but so far there have been no officially approved action plans for the sectoral areas.

In international rankings of ICT use, Russian policy documents are not ranked very highly. In the WEF Executive Opinion Survey of business managers, Russia ranked in 76th place on “Having a clear plan for the use of ICT to improve the competitiveness of the country”, with a score of 3.6 on a 7-point scale. [20]

1.1.3 Digital transformation measuring, monitoring and evaluation

Monitoring and evaluation of digital transformation

Russia has developed a branch of government statistics known as the Information Society statistics. Rosstat and line ministries monitor the production and use of ICTs, and the official Rosstat website has an “Information Society” section [21]. At the same time, there is no single methodological approach to the monitoring carried out by various agencies, and the monitoring system has not been modernized to include new objectives for the digital economy, so a number of important indicators are not currently measured.

The set of targets to be monitored in the strategic planning document is not balanced, and there are almost no measurable performance objectives related to the effectiveness and efficiency of digital transformation. Indicators for the digital
transformation of the public sector do not form an interconnected system based on the same conceptual model to allow an estimation the contribution of individual initiatives to the achievement of objectives.

In the Russian Federation in the 2000s and 2010s, work was undertaken to harmonize federal statistical observation with international standards. Based on OECD models, forms to survey the use of ICT by organizations (№ 3-inform 2003 G. [22]) and the population and households (№ IT-1 to 2013 [23]) have been developed and introduced. In 2015, in accordance with OECD recommendations, a collective grouping of economic activities that make up the ICT sector and the content and media sector were approved [24]. The Russian Ministry of Telecom and Mass Communications carries out monitoring of telecommunications at the recommendation of ITU.

At the same time, this harmonization was insufficiently consistent, and methodical peculiarities of Russian statistical observations do not allow for fully valid international comparisons (samples of enterprises and the public do not fully comply with the OECD recommendations: small businesses are not polled, the sampled age group from the population was 15 to 72 years, rather than recommended 16-74, etc.) of all the indicators available. Most importantly, forms focused on digital economy, including a number of questions about the use of new digital technologies (data analytics, cloud computing, among others), have not been modernized in accordance with the latest versions of the OECD model questionnaire [25], [26].

1.1.4 Assessment of the current status and findings

Indicators for the whole section are presented in the diagram below. The specific values are contained in the table in Annex 1.

The Russian Federation has successfully adopted a broad framework of strategies and government programs for the development of the digital economy, including Strategy for the Development of the Information Society in the Russian Federation for
2017-2030 (May 2017), and the Russian Digital Economy Strategy (July 2017). Action plans set out detailed road maps for the implementation of socioeconomic and digital development initiatives. Monitoring and evaluation are carried out by Rosstat and line ministries, which have both made efforts to bring statistical monitoring of ICT use in line with international standards.

Russia needs a new socioeconomic development strategy. Policy documents and action plans should be made consistent with one another and compliant with laws on strategic planning. Policy documents need to be prescriptive and contain balanced set of targets organized into a single interconnected hierarchical system of key performance indicators (KPIs) that would enable effective, results-oriented management of the portfolio of digital transformation projects. Strategic planning documents, road maps, and monitoring instruments need to incorporate the digital transformation of the social sector and access for socially and geographically disadvantaged groups. Monitoring and evaluation need to be updated to the latest OECD standards. Agencies collecting data should develop and adopt a shared methodology.

Overall level of readiness: moderate.
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1.2 Leadership and institutions

Leadership and governance are processes that influence people and organizations to produce a certain result. The direction and results of the digital economy development depend on the competence, behavior and responsibility of decision-makers, as well as the maturity of national institutions. Another significant factor in the digital economy development is participation of main stakeholders, such as representatives of government, businesses, civil society, and academia.

1.2.1 Managing the development of the digital economy

Availability and effectiveness of digital economy management system

Existing Russian Federation strategic planning documents and normative documents cover only some elements of the digital economy governance system. Issues such as the labor market and employment, social protection, productivity, demand generation and other issues that are gaining prominence in the digital economy are either not addressed, or are only dealt with in a very limited way.

A similar situation existed until 2017 in management of digital economy development in that strategies was not included in the tasks to be performed by the current institutions. In order to overcome this situation, the Presidential Council for Strategic Development and Priority Projects in July 2017 decided to form a principally new governance system for the Digital Economy Program [1] and the Russian Government began to set up such a system [4].

At the strategic level, the coordinating body is the Digital Economy Working Group of the Economic Council under the President of Russian Federation [2]; at the tactical level, it is the Government Commission on the Use of Information Technology to Improve the Quality of Life and the Business Environment, and its Digital Economy Subcommittee [3]. At the operational level, these bodies are the NGO “Digital Economy”, digital economy centers of excellence based in leading organizations or development institutions like Agency for Strategic Initiatives or Skolkovo Foundation, and federal authorities with responsibility for particular subject areas [4]. At the strategic and operational levels, key stakeholders from government, business and academia are well represented in management bodies for the digital economy development.

The weakness of the current governance system is the lack of civil society and regional representatives at all levels of the management bodies.
1.2.2 Stakeholder participation

**Stakeholder participation in management of the digital economy development**

In the Russian Federation, there is a practice of involving representatives of main stakeholders in the development of initiatives and strategic planning documents (see, for example, [5]).

At the same time, there is limited stakeholder involvement in the implementation of government programs, projects and initiatives in the Russian Federation, including at the legislative level. As a result, the participation of other stakeholders, particularly from civil society, in the supervision and monitoring of results is minimal.

1.2.3 Digital leadership

**Senior leaders have publicly taken personal ownership and accountability for any digital transformation initiatives**

In accordance with established procedure [6], a high-level executive (not lower than a minister) is given responsibility and accountability for implementing each government strategy, program or action plan and initiative in the Russian Federation.

Within business, those responsible for digital transformation are typically managers in the position of Chief Information Officer, or (more recently) Chief Digital Officer, equivalent to the position of company vice-president or deputy general director.

1.2.4 Regulatory and financial institutions

**Presence of an independent regulatory body in the telecommunications sector**

The Russian Ministry of Telecom and Mass Communications is the regulatory authority in the telecommunications sector and is not an independent body.

**Presence of an institution responsible for regulating the use and protection of data**

In the Russian Federation there is no special regulatory authority responsible for the use and protection of data. At the same time, the regulation of the use and protection of data in the Russian Federation is carried out by several government authorities.

**Provision of financing for the digital economy development**

The main sources of funding for digital economy development are private sources, national development institutions, and state and municipal budgets.

It should be noted that the greatest contribution to funding for the digital economy development comes from the private sector, but existing incentives are too weak to create sufficient motivation for companies’ reorientation of funds towards digital transformation of their businesses.

Financing for digital economy development from state and municipal budgets is fragmented. Separate programs and projects are not united by a common strategy for digital economy development and are poorly coordinated with each other.

Reorientation of funding from state and municipal budgets is limited only by the time frame defined by the legislation on the budget process. If the reorientation will require amendments to the budget law, it can be done twice a year, but in cases stipulated by law [12] reorientation can be done at any time.
Reorientation of funding from private sources is not restricted by legislation and is carried out independently, usually on the basis of the analysis of market conditions.

**Public-private partnerships for the digital economy development**

Mechanisms for public-private partnerships are usually based on concession agreements on the creation of information systems for detecting violations of traffic regulations particularly regarding speed limits and systems for weight and dimensional control of long vehicles, in accordance with current legislation on public-private and municipal-private partnerships [13]. This section of the legislation requires modernization to extend it to other ways of using digital technologies.

1.2.5 International cooperation

**Cooperation with other countries for the digital economy development**

The Russian Federation is actively involved in work being undertaken at the global level on the development of the digital economy.

For example, Russia is a member of the G20 Digital Economy Development and Cooperation [7] and operates within the international association of the five BRICS countries on ICT cooperation [8].

As part of the Eurasian Economic Union (EAEU), the Russian Federation in December 2016 signed the EAEU Digital Agenda Declaration [9], according to which governments of member states, together with the Eurasian Economic Union, developed and submitted for approval to the Supreme Eurasian Economic Council the main directions for the implementation of the EAEU Digital Agenda until 2025 [9].

There are ministerial programs for multilateral or bilateral cooperation in some areas of the development of the digital economy, such as in human development or research. For example, in the federal target program “Research and Development” [10], research is supported by international multilateral and bilateral cooperation. This mechanism, in particular, has helped to support the activities of the Russian national contact point for the priority areas of the EU Framework Programme for Research and Innovation “Horizon 2020.” [11]

At the same time, there is no inclusive state program for cooperation and knowledge exchange in the field of the digital economy development between the Russian Federation and other countries.

1.2.6 Assessment of the current status and findings

The indicators for the section are presented below in the below diagram. Specific values are contained in the table in Annex 1.

In the Russian Federation, there is strong encouragement of leadership and institutions that ensure the development of the economy in general, and the digital economy in particular. Almost all government programs implement activities aimed at developing ICT and creating conditions for the use of ICT in business, which is impossible in the absence of leaders and clear rules aimed at stimulating business.

The main challenges in leadership and institutions relate to the lack of incentives to stimulate business and citizens that are appropriate to the current state of the economy.
As the Russian Federation lags behind the leading countries in this field, the absence of an independent regulatory body for the telecommunications sector and the institution responsible for regulating the use and protection of data should be noted.

In general, the level of development of leadership and institutions in the Russian Federation can be assessed as moderate.
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1.3 **Laws, regulations & standards**

The success of the development of the digital economy in the country is largely determined by the legal basis of the digital economy and society as a whole. The distribution and use of digital technologies requires solving fundamentally new legal problems arising in the digital economy, such as processing and availability of data from the Internet of Things or the ethics of artificial intelligence devices.

It is important at an early stage to determine the principles of legal regulation of the digital economy, as well as the types of entities, activities, relationships, facilities, and legal facts arising from the transformation through the use of digital technologies.

1.3.1 **Regulating digital infrastructure**

*Regulations and policy to support the deployment of broadband and overcoming the digital divide*

Article 57 of the law “On Telecommunications” [1] guarantees the provision of universal communication service in the Russian Federation, such as telephone services (using payphones or similar devices), data transmission services, and the provision of Internet access by means of multiple access points.
In this case, the collective means of access must be within walking distance, and all settlements with a population of 250 people or more must be equipped with at least one access point, providing the ability to transfer data to the user's equipment at a rate of not less than 10 Mbit/s.

**Obligation to provide mobile broadband services in sparsely populated and remote areas, assigned to operator in the provision of radio frequency**

Requirements for mobile broadband coverage to sparsely populated settlements are part of the conditions of competition for the provision of radio frequencies. Operators are free to decide about their interest competing for radio frequencies subject to the announced conditions.

**Regulations ensuring non-discriminatory access and shared usage of passive and active telecommunications infrastructure**

In the Russian Federation, issues of non-discriminatory access and sharing of communication infrastructure have, for the most part, been resolved. What remain partly unresolved are issues of joint use of radio frequencies; use of other operators’ communications infrastructure for the construction of the “last mile” in multi-family housing; transmission of “last mile” from one operator to another when the subscriber changes operators; sharing network operators and their mutual settlements (traffic transmission, virtual operators).

**Regulations regarding use of cloud computing and data centers resources**

In the Russian Federation there are no regulatory legal acts directly regulating these activities.

1.3.2 Regulating the use of data

**Regulations regarding data protection**

There are normative legal acts regulating the use of, access to, or distribution of certain types of data, such as personal data [2], open data [3], state and municipal procurement data [4], and data constituting tax secrets [14] or medical secrets [5].

A significant part of the legal regulation of the use of data based on the fact that these are an integral part of information systems and do not exist as an independent entity [9].

**Regulations allowing government data reuse**

The use by public authorities of their existing data about citizens and organizations is regulated through laws on access to or distribution of certain types of data, for example, federal laws on personal data [2], basic protection of public health [5], state pension provision [7], acts of civil status [8] access to information on national activities of state bodies and local authorities [3], the organization of public and municipal services [6], the Tax Code of the Russian Federation [14] and other laws and regulations.

Sharing by authorities of personal information, tax or confidential information on citizens and organizations is carried out on the basis of statements made by those individuals and organizations, including those submitted in electronic form in order to obtain public services.
Non-personal and non-confidential information about citizens and organizations is shared between authorities in the manner prescribed by the administrative regulations of the performance of public functions.

1.3.3 Regulation of digital interactions

*Regulations on equal or predominant digital transactions, notifications and documents to physical ones*

These types of transactions are largely governed by the laws “On information, information technologies and information protection” [9] and “On electronic signatures.” [10] Individual issues concerning interaction between entities via digital technologies are governed by other laws and regulations [4, 6, 11, 12, 13, 14].

Unresolved issues include the priority of electronic documents (notification) over paper and the mass-free use of e-signatures by citizens.

1.3.4 Regulation of digital payments

*Regulations on digital payment systems and e-payments*

The use of digital payment systems and electronic payments are regulated by the federal laws “On the National Payment System” [11], “On the application of cash registers in the implementation of cash payments and (or) calculations with use of electronic means of payment” [5], as well as numerous regulations of the Russian Federation and the Government of the Bank of Russia.

1.3.5 Incentive mechanisms for digital goods and services

*Incentive mechanisms for the use of digital goods, services, rights to use them*

Incentive mechanisms are used to stimulate the production and use of digital goods and services and rights of use.

In addition, there are forms of stimulus specific to the digital economy, such as a special order of depreciation in respect of computer technology to organizations operating in the field of information technologies (p. 6 Art. 259 of the Tax Code of the Russian Federation [14]) or an exemption from sales tax (as well as transfer, implementation, rendering for their own needs) of exclusive rights to the programs for electronic computers, databases, and the rights to results of intellectual activity on the basis of a license agreement (paragraph 26 h. 2 of Article 149 of the Tax Code of the Russian Federation[14]).

1.3.6 Cybersecurity regulations

*Cybersecurity legislation and policies*

Cybersecurity regulation is carried out by federal laws on information, information technologies and data protection [9], personal data [2], and orders of the Federal Service for Technical and Export Control [15, 16, 17].
These standards are mandatory for use in many cases, in particular for certain types of data (e.g., all personal data, and personal data contained in state and municipal information systems).

**Legal protection for confidential data**
Legal protection of confidential information is regulated by the Federal law “On information, information technologies and information protection” [9]. A feature of the legal protection of confidential information in the Russian Federation is the fact that application of protection is the sole responsibility of the owner of the confidential information in question.

**Legal protection for online users**
Legal protection of online users is governed by the federal law “On information, information technologies and information protection” [9]. It should be noted that it is largely focused on the protection of rights holders, and not consumers of information.

### 13.7 Standards

**Relevance and effectiveness of the national system of standards for the digital economy development**

Standardization in the Russian Federation covers almost all areas of activity, but it has features that reduce the value of its application of standards. This is a lag in the national adoption of international standards. For example, the Russian standard GOST R ISO 15704-2008 was approved 8 years after the prototype ISO 15704: 2000 “Industrial automation systems. Requirements for standard enterprise architecture and methodologies.” Another feature of the processes of technical regulation in the Russian Federation is the non-applicability of the application of standards.
1.3.8 **Assessment of the current status and findings**

Indicators for the whole section are presented in the diagram below. The specific values are contained in the table in Annex 1.

Regulation in the Russian Federation is a new process constructed subject to "baggage" inherited from the Soviet Union. During that era, many regulatory questions did not even arise due to the virtual absence of competition. However, over the past 25 years, legislators and regulators have worked hard to update legislation and Russia now lags behind the leading countries only in the field of standardization.

In general, the level of development of legislation, regulation and standards for digital economy development in the Russian Federation can be assessed as developed.
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1.4 Human capital for digital economy

With the development of the digital economy, the role of human capital is increasing: it is becoming the primary productive force and a key driver of economic growth. Demands on its components and mechanisms of reproduction are changing. The widespread penetration of digital technology, automation and robotics are leading to the decline of jobs requiring medium qualifications and an increase in demand for highly skilled creative professionals, and are making the possession of digital skills and related competencies a necessary condition for employment in any professional activity.

1.4.1 Digital competencies

ICT specialists in employment

The development of the digital economy and the ICT sector in Russia is not provided with the necessary number of people with professional competences in the field of digital technologies. The share of ICT specialists (higher and secondary qualifications) among the employed population of the country is small, amounting to 1.5% in 2017 according to Rosstat [1], 2.5 times less than the EU average (3.7%) and 4.5 times inferior to the European countries-leaders in the development of the information society and the digital economy (Finland – 6.8%, Sweden – 6.6%) [2]. Representatives of ICT companies, educational institutions and authorities interviewed during the survey spoke about the shortage of staff. A particularly problematic situation with qualified specialists is in the public sector, which is connected with the personnel migration to the commercial sector, where the level of salaries is higher, and “enticement” of university graduates who prefer to work in the business sector instead of teaching, for example, in secondary professional educational institutions, universities or at school.

Secondary and tertiary education enrolment rate

Russia ranks high in terms of involvement of young people in education – in the rating of 130 countries assessed under the WEF Global Human Capital Index, Russia ranks 12th in the secondary education enrolment rate (98.7%, leaders are Japan, Norway and Lithuania) and 16th place in tertiary education enrolment rate (78.7%, leaders – Greece, South Korea and Australia, the USA with 85.8% ranked 8th) [3].

Digital competencies requirements in professional standards

In Russia, ICT competence is included in the professional and educational standards for both ICT professionals and professionals in other fields. Professional standards have been developed under the general program of development of professional standards, initiated by presidential decree of May 7, 2012 No 597 [4]. But for now, of the more than 7,000 jobs, as reflected in the Single Tariff-Qualifying Directory of Works and Professions of Workers and the Unified Qualification Schedule of Managers, Professionals and Employees, only 1,000 categories of jobs have developed professional standards, meaning a coverage of
about 14% [5]. This is clearly not enough, moreover, the absence of professional standards is an obstacle in development of vocational training programs, since the latter, in accordance with the legislation on education [6] should be developed on the basis of established qualifications (professional standards).

1.4.2 Efficient use of talent

**Country capacity to retain talent**

Experts interviewed during the creation of the World Economic Forum Executive Opinion Survey: The Voice of the Business Community assessed the ability of Russia to retain talented people as rather lowly. Russia with its value of 3.5 on a 7-point scale occupies 59th place in the ranking of WEF Global Competitiveness Index [7]. The problem of the “brain drain” common for the entire post-Soviet period has been exacerbated recently. According to data provided by the Russian Presidential Academy of National Economy and Public Administration (RANEPA) based on foreign statistics and interviews, in the current decade there was a real increase in skilled (intellectual) emigration from Russia. About 100 thousand people annually emigrate to developed countries, of which about 40% have a higher education. In general, RANEPA estimates the number of Russians with higher education abroad at around 800 thousand people at present. One of the main motives for emigration is “a noticeable change in the economic situation after 2014, leading to difficulties in the labor market, a reduction in salaries, and a reduction in opportunities for career development”; many leave for educational purposes; about a quarter of those polled by RANEPA indicate political reasons [8].

**Country capacity to attract talent**

Experts estimated the ability of the country to attract talented people from other countries even lower: 77th place in the ranking of the WEF Global Competitiveness Index with a score of 3.5 (on a 7-point scale) [7]. Russia remains an attractive place for labor migration from the CIS countries, but this is mostly a low-skilled labor force. Labor migration from developed countries is much less.

1.4.3 Training of personnel for the digital economy

**Compliance of educational programs of all levels with the requirements of the digital economy**

In Russia, educational programs for the development of knowledge and skills in ICT have been implemented at all levels of education. At the same time, work on forecasting and modeling competencies of the digital economy and upgrading educational standards and programs for all levels of education to take into account the requirements of competence for the digital economy is just beginning in Russia. Appropriate measures are provided in the Russian Digital Economy Program [9]. Updates to the federal state educational standards to meet the requirements for the formation of competencies of the digital economy for all levels of education are planned before the end of 2019 and updates to the educational programs of all levels of education by the end of 2020.
Training of specialists in digital technology

The output of specialists trained in computer technology is growing: in 2016, numbers reached 7 people per 10 000 population (in 2013 – 2 persons). Growth will continue since the numbers admitted as students to this specialty is consistently higher than the number graduating each year (in 2016, 11 people per 10 000 population). [10] Those skilled in the ICT are prepared not only for their field, but for other adjacent specialties (applied mathematics and computer science, and others.). Although the numbers are growing, the demand for them remains high: in 2014 about a third of companies experienced a need for such specialists [11]. According to the estimates of the Russian Ministry of Telecom and Mass Communications, the increment of the number of specialists in 2015-2016 was only 3.6% while the annual demand, according to HeadHunter, is growing by 25% [12].

Quality of math and science education

An important prerequisite for the formation of digital competence is the level of mathematics and science education in the country.

In the Program for International Student Assessment (PISA) in reading, mathematics and science, Russia occupies 26th place out of 71 with an index value of 491.8, well behind the leaders, Singapore and Hong Kong [13].

According to the WEF Executive Opinion Survey, in an assessment of the quality of mathematics and natural science education, Russia occupies 51st place out of 137 with a value of 4.4 on a 7-point scale. The global leaders are Singapore (6.5), Finland, and Switzerland [7].

14.4 Assessment of the current status and findings

Indicators for the whole section are presented in the diagram below. The specific values are contained in the table in Annex 1.

Russia has traditionally high scores in international rankings of human capital development, which is considered to be its competitive advantage. The strengths of
the country are the level of education of population, education enrolment rate, and a relatively high level of training in mathematics and natural science majors. However, the adaptation of the education system to the skills and needs of the digital economy has not yet occurred. Most of the educational program is not updated and does not allow the formation of core competencies for digital transformation.

In general, we can assess the level of human capital development in the Russian Federation as moderate.
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1.5 R&D and innovation in the digital economy

The digital economy is inherently innovative, since it is based on the most advanced technologies. The success of some of the successful global digital services, such as Facebook, Google, Amazon and others, creates the illusion of lightness promoting digital innovation without serious research. However, the experience of existing digital industry giants and new start-ups in the digital industry says that the scientific foundation (R&D) for modern innovations in the field of ICT is mandatory and determines the success of the digital economy.

1.5.1 Research and development

Researchers per million people

In 2015 Russia was ranked 29th in the Global Innovation Index 2017 in terms of the number of researchers performing R&D per 1 million (3.131 thousand people) [1]. Estonia and Greece have close values; Israel, Denmark and the Republic of Korea are leaders in this indicator, Russia's indicator is 38% of the maximum.

Gross expenditure on R&D

In Russia the share of R&D expenditure is 1.1% of GDP (in 2015 and 2016), which corresponds to 34th place in the Global Innovation Index 2017 [1]. By comparison, Canada spends 1.61%, China 2.09%, Germany 2.88%, and the leader Israel 4.3%.

Gross expenditure on R&D financed by business enterprise

The percentage contributed by Russian businesses to total expenditure on R&D is very low and amounted to 28.1% in 2016 and to 26.5% in 2015, which corresponds to 34th place in the Global Innovation Index 2017 [1] and confirms the low level of interest in commercial sector innovations. By comparison, in Canada, the value of this index is over 45%, Germany 65% and in China almost 75% [1].

R&D expenditure in ICT as a share of all domestic expenditures on research and development

The proportion of R&D expenditure in ICT as a percentage of all domestic expenditures on research and development in the country's GDP is an important indicator. These figures characterize the country's capacity for self-development in the production of digital technology. Domestic expenditure on priority “Information and telecommunication systems” was worth 77.9 billion rubles in 2015, 8.3% of the total R&D expenditure [2]. In 2012, R&D of 60 billion rubles was allocated in the sphere of ICT from a total GDP 66.9269 trillion rubles. It amounted to 0.09%. A similar calculation for 2015 showed the same 0.09%.

Cooperation between universities and businesses in R&D

The level of cooperation in R&D between universities and local businesses is rather low, and in the Global Competitiveness Index 2017-2018 Russia is in 42th place [3]. Universities have an average of 4.3 agreements with tech companies based on 100 academic staff [4]. Off-budget R&D is on average 10% of the budget of the University, indicating weak integration of universities in research activities related to innovation.
1.5.2 Innovation Infrastructure

The share of innovative enterprises

In Russia, the aggregate level of innovation activity of enterprises (the share of enterprises engaged in innovation activity in the reporting period) was 8.4% in 2016, with technological innovation carried out by 7.3% of the organizations. This is much less than in developed countries and most developing countries: in Switzerland, 75.3% of companies were innovative (52.7% implementing technological innovation), Brazil 73.1%, and Germany 67% (implementing technological innovation 52.6%). According to this indicator Russia lags behind all EU countries, and is ahead in technological innovation only of Romania, where the figure is 6.3% [5].

Maturity of the national innovation infrastructure

Russian national innovation infrastructure supports innovation at all stages. [6] There are venture capital funds, and private equity financing is available both as early seed funding and in later stages. Crowdfunding and angel investing are developing. There are numerous parks (created in different regions), coworking centers, and accelerators.

At the same time, according to the WEF Global Competitiveness Index [7] the availability of venture capital in Russia has a very low value, which places Russia below the 89th place in the global ranking.

ICT-related patents applications filed under the Patent Cooperation Treaty

According to the number of ICT-related patents applications per one million population (2.8), Russia ranked 38th in the Networked Readiness Index 2016 ranking [8], having similar values to Portugal and Greece, but by almost 2 orders of magnitude behind the leaders – Sweden (153.1) and Finland (149).

1.5.3 Assessment of the current status and findings

Indicators for the whole section are presented in the diagram below. The specific values are contained in the table in Annex 1.
Russia needs to prioritize improving the performance of its R&D and innovation efforts in the digital economy. The existing elements of the innovation ecosystem should be integrated under a federal strategy. Russia's universities and national R&D organizations need to be incentivized to collaborate with business. Efforts are needed to raise levels of ICT research to match overall national levels of scientific research and encourage R&D within the ICT sector and cybersecurity. Russia needs to improve measures of innovation such as R&D expenditure as a percentage of GDP, business share of R&D, business innovation, ICT-related patents applications filed under the Patent Cooperation Treaty and the availability of the venture capital needed to fund startups.

In general, the level of research and development and innovation in the digital economy in the Russian Federation can be assessed as moderate.
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1.6 Business environment

The development of any sector of the economy requires institutional conditions that contribute to the discovery of new forms of entrepreneurship, and innovative development of existing companies. In the digital economy, a conducive business environment is particularly important. In Russia, development of a robust private sector environment
is due to the activity of both large private corporations as well as small innovative firms. Successful activity of the latter depends heavily on a favorable tax environment, transparent and impartial law enforcement, availability of borrowed financial instruments, and other key characteristics. With a limited arsenal of instruments of financial support to companies, an unfavorable institutional climate may become an insurmountable barrier for the development of the digital economy.

1.6.1 Economic factors

**Doing Business overall ranking**

According to the World Bank’s 2018 Ease of Doing Business Index, Russia ranked 35th place [1, p.4], after rising 5 places from the previous year. The strongest positions are in the area of Getting Electricity (10th place), property registration (12th place) and Enforcing Contracts (18th). Among the most problematic aspects of doing business in Russia are dealing with construction permits (115th place) and the ease of international trade (100th). The Ease of Doing Business index is taken into account at the highest level of public administration: in accordance with the Presidential Decree on May 2012, Russia must rise to 20th place in 2018.

**Intensity of local competition**

Competition on the domestic market is still not sufficiently developed, as evidenced by Russia’s 72nd ranking on the WEF Global Competitiveness Index [2]. After rapid growth in 2013 and 2014, this figure has stabilized at 5 points out of a possible 7. To strengthen the position of domestic ICT companies’ government agencies are implementing a number of protectionist measures: the register of domestic software maintenance, the purchase of state-owned equipment by domestic processors “Elbrus” and “Baikal”, and others.

**The total tax rate**

In terms of the overall tax burden (47.4% profits) Russia lags behind its global partners (101th on the WEF Global Competitiveness Index) [2]. The reason for this is the rapid global trend towards reducing the overall tax rate. In Russia, there continues to be a moratorium on the increase in the business tax burden imposed by the Russian President.

**Availability of financial services**

The ability of the financial sector to provide the products and services that meet the needs of businesses is an important feature of the business environment. Experts interviewed in the course of the Executive Opinion Survey: The Voice of the Business rated this parameter rather low – Russia ranks 101st in the rating of 137 countries, behind Kyrgyzstan, Brazil, Senegal and Tanzania [2].

**Affordability of financial services**

Answering the question “In your country, to what extent does the cost of financial services (e.g. insurance, loans, trade finance) impede business activity,” managers of Russian enterprises evaluated this parameter of the business environment by 3.4 points out of 7, which corresponds to 94th place globally in the WEF Global Competitiveness Index 2017-2018 [2]. The drop of the value (in 2014-2015, Russia ranked 69th with 4.1) is
associated, inter alia, with the sanctions imposed in 2014 which introduced restrictions on borrowing on foreign markets for Russian financial institutions.

**Ease of access to loans**
The recent global financial crisis and sanctions also affected the assessment of how easy it is for Russian businesses to obtain a bank loan. In the Global Competitiveness Index 2014-2015 Russia ranked 56th, but in the 2017-2018 rating it moved to the 110th place [2]. It is easiest to obtain a bank loan in New Zealand, the USA and Singapore.

1.6.2 **Rule of law**

*Intellectual property protection*  
Despite the proactive stance of public authorities in the development of the intellectual property market, intellectual property protection is still at a low level (93th place in the WEF Global Competitiveness Index 2017-2018) [2]. Among the significant measures to strengthen the intellectual property protection system is the allocation of subsidies to compensate part of the costs of patenting Russian development abroad [3].

*Software piracy rate*  
The damage for the legal owners on account of pirated software usage by Russian customers is estimated at about USD $1.3 billion., which is one of the largest worldwide [4] and influences the market of Russian legal software negatively. In the World Economic Forum's global rankings, Russia is in 56th position in the Networked Readiness Index by the share of pirated software (62% unlicensed program units of the total number of installed software units) [5].

*Judicial independence*  
It is a customary problem in Russian society to attribute partiality and bias to the judicial system, which has an extremely negative impact on business services with the environment. This is confirmed by Russia's 90th place ranking on this indicator («independence of the judicial system from influences of the government, individuals, or companies») of the WEF Global Competitiveness Index 2017-2018 [2].

*Efficiency of legal framework in challenging regulations*  
Legal efficiency also impedes business development. Now Russia occupies 77th place in the WEF Global Competitiveness Index for this indicator [2], whereas it was 91st in the previous year.

1.6.3 **Institutional factors and support for entrepreneurs**

*Availability of the latest technology*  
The tense geopolitical situation greatly complicates the availability of new technologies (Russia is at the 84th place in the WEF Global Competitiveness Index 2017-2018 between Colombia and the Gambia) [2]. The most destructive effect is observed in the fuel and energy sectors: for example, an embargo on deliveries of Russian technologies for deepwater drilling, development of the Arctic shelf and the exploitation of hard-to-recover oil resources has negatively impacted Russian industries in this field.
High status to successful entrepreneurs

According to the rating of trust in professional groups (VTsIOM) [6], Russian society has a greater distrust of politicians (2.84 points out of a possible 5) than entrepreneurs and businessmen (2.74 points). However, from 2010 to 2015, there is a trend toward increased confidence in business activity (0.26 points over the whole period). The results of sociological research by the Public Opinion Foundation [7] indicate the positive role of private enterprise in Russia for the last 30 years: 42% of respondents believe that business did more good than harm, while only 13% believed the reverse.

Irregular payments and bribes

The WEF indicator “Irregular payments and bribes” is estimated on the basis of an expert survey of managers of enterprises and describes how often business in the country has to make undocumented extra payments or bribes connected with (a) imports and exports; (b) public utilities; (c) annual tax payments; (d) awarding of public contracts and licenses; (e) obtaining favorable judicial decisions. The average score across the five components for Russia was 3.8 on a 7-point scale, placing Russia in 76th place (out of 137 countries) after Kazakhstan, Panama and Indonesia in the WEF Global Competitiveness Index 2017-2018 ranking [2]. In 2016, Russia fully complied with 10 of the 21 Council of Europe recommendations on the fight against corruption (GRECO) [8], and the remaining 11 were partially implemented. In particular, Russia has successfully solved the problem of the criminalization of bribery of arbitrators and international parliamentarians.

Efficiency of customs clearance process

The efficiency of customs clearance process is understood as the speed, simplicity and predictability of formalities by customs officials. This important parameter of the business environment is assessed according to the specified criteria on the basis of an expert survey regularly conducted by the World Bank to build a Logistics Performance Index. The efficiency of customs clearance process in Russia is low, at the 131rd position in the Logistics Performance Index 2016 [9]. Additional difficulties are related to the “war of sanctions” that swept the country in 2014.

Urban population

The level of urbanization is an important prerequisite for the development of the digital economy. The human capital indicators are higher, the infrastructure and other factors of digitalization are better in cities. According to the World Bank, the share of urban population in Russia in 2016 was 74.1%, so the country ranked 70th among 215. Its neighbors in the ranking are Bulgaria, Switzerland and Turkey. This indicator in Russia is stable – it has grown less than 1 percentage point since 1990 (73.4%) [10].

1.6.4 Assessment of the current status and findings

Indicators for the whole section are presented in the diagram below. The specific values are contained in the table in Annex 1.

Russia has made impressive gains in the World Bank’s Ease of Doing Business Index, rising eleven places between 2016 and 2017 and five places between 2017 and 2018, and the government has set ambitious targets for further improvement. Public
opinion polling demonstrates relatively positive attitudes of the population towards entrepreneurs contribution to the development of the country.

Russia needs to improve its performance on measures of intellectual property protection, irregular payments and bribes, efficiency of customs clearance process, and the independence of the judiciary. It also needs to address some structural challenges. Incentives for innovation and the expansion of the online platform and content and media space may be constrained by the Internet blacklist and content controls. Sanctions imposed in 2014 reduced the availability of the latest technology and of the financial resources while increasing the relative customs burden. Russia would benefit from encouraging domestic competition and reducing the total tax burden to bring it into line with major trading partners.

In general, the level of development of the business environment in Russia can be considered as moderate.
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1.7 Trust and security in the digital economy

Availability, integrity, confidentiality and authenticity of online transactions, encouraging the development of a secure information infrastructure for the promotion of reliable, stable and uninterrupted online applications are key factors in the development of the digital economy.

1.7.1 Public policy and regulation

National policy on cybersecurity
State policy on cybersecurity is defined in the Information Security Doctrine, approved by Presidential Decree in 2016 [1]. The Information Security Policy is updated continuously and is carried out in full.

- Raising the awareness of citizens and organizations to ensure information security in the use of digital technologies

There are no individual programs to raise awareness about cybersecurity in the Russian Federation. Relevant activities are carried out mainly through the promotion of protected digital products and services, such as Internet banking, and providing state and municipal services in electronic form.

1.7.2 Organizational measures to ensure information security

Emergency response teams for cybersecurity
In the Russian Federation various computer emergency response teams (CERT) have been established and are functioning. For example, the Bank of Russia established the Center for Monitoring and Responding to Computer Attacks in the Credit and Financial Sphere (FinCERT), which collects information from financial institutions on cyber-attacks, analyzes the information received and provides feedback to credit and financial
organizations [2]. In accordance with the law [3], the Russian Federation should have a national focal point for computer incidents.

In Russia, there are no such groups to respond to cyber-attacks on the population. The population may be exposed to computer attacks, including through social networks and instant messengers that are not within the jurisdiction of the Russian Federation.

**Public-private partnerships and coordination of cybersecurity issues**

The security of critical information infrastructure of the Russian Federation is carried out in accordance with the law [3] and the requirements to ensure the protection of information in automated control systems for production and technological processes in critical facilities, potentially hazardous facilities, as well as objects posing an increased danger to human life and health and for the natural environment [4].

Almost all activities to protect critical infrastructure are carried out using public-private partnership mechanisms. The activity of the authorities in this area is reduced to the control and supervision of compliance with relevant legal acts.

1.7.3 **Assessment of the current status and findings**

Indicators for the whole section is presented in the diagram below. The specific values are contained in the table in Annex 1.

Russia is actively engaged in information security. In this case, not enough attention is paid to the involvement of the population, which is detached from the problems that create threats to information security due to lack of basic awareness. The consequence of this problem is the people's distrust of online business, e-commerce and other similar manifestations of the digital economy.

In general, the level of trust and security in the digital economy in the Russian Federation is to be judged as **developed**.
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2. Digital foundations of the digital economy

2.1 Digital Infrastructure

A well-developed digital infrastructure is a prerequisite for digital economy development. Technologies underneath the digital transformation includes not just telecommunications, the most important components of the digital infrastructure of the modern economy are data centers, digital platforms, cloud computing services and services related to the new digital technologies such as data analytics, blockchain and artificial intelligence. For the development of the digital economy, the requirements for traditional telecommunications infrastructure are also changing. First and foremost is the widespread availability of broadband access and, above all, mobile broadband access, since the use of smartphones is today one of the main technological trends that determine the direction of digital transformation. Digital transformation in all areas of the economy also demonstrates the need for increased requirements for ensuring cybersecurity.

2.1.1 Broadband access to the Internet

**Fixed-broadband Internet subscriptions**

In 2017, with the score of 18.6 [1] on fixed broadband subscribers per 100 population, Russia lost almost one point from 2016 with 19.47 subscribers and 60th place out of 197 countries and territories that provided data to ITU (in 2015 – 67th place). Russia’s indicators are higher than the average (11.9 subscribers), but lower than those in developed countries (average – 30.1 subscribers), where the ten leading countries indicators exceed 40 fixed broadband subscribers per 100 inhabitants. The scores of Russia’s indicators are closest to the scores of Azerbaijan, Montenegro and Grenada [2]. The improvements in the ranking are linked in particular to implementation of 2014 resolution stipulating a novel universal service (provision of settlements from 250 to 500 inhabitants with broadband access at a speed of not less than 10 Mbit / s, mainly fiber optic) and affordability of fixed broadband. As part of the universal service plan, 34 thousand kilometers of optical fiber was laid out in 2016 connecting almost four thousand settlements [3, p.22].
Active wireless-broadband subscriptions
In 2017, with the score of 71.1 [4] active mobile broadband subscribers per 100 inhabitants Russia lost more than one-point relative to 2016 with 72.4 active subscribers per 100 inhabitants [5], which is greater than the world average (49.4 subscribers), but lower than in developed countries (90.3 subscribers) [6]. In recent years, a number of restrictions on the development of mobile communication were lifted, allowing shared use of the communications infrastructure, active equipment and radio frequencies, technological neutrality, and stimulus measures to expand the penetration of mobile broadband were adopted (linking the allocation of frequencies with commitments to expand the coverage area) that should lead to further improvements in the index.

International Internet bandwidth per Internet user
The capacity of Russia's international communication channels in 2015 amounted to 26 845 bit / s for 1 user. The index score for Russia is close to that of a number of African and Latin American countries, and among the European countries to Albania and Serbia. Of countries comparable in terms of population the figures were similar in Mexico and Vietnam (24 374 bit / s). In developed countries, the bandwidth per user is 3-4 times as much: in the United States 99,017, Germany – 117,540, and Japan – 62,618 bit / s for 1 user. [7]

Percentage of the population covered by at least a 3G mobile network
According to ITU in 2016 proportion of the population covered by 3G mobile communication services in Russia was 73% [8]. In 2017 a program is nearing completion, under which settlements with more than 10 thousand residents are provided with UMTS / LTE.

Percentage of the population covered by at least a 4G mobile network
In Russia there is no tracking of 4G coverage of the population, but in concordance with ITU data in 2016 the proportion of the population covered by 4G mobile services in Russia was 50%. The number of LTE base stations at the beginning of 2018 stood at about 160 thousand [3]. This statistic represents about one third of all stations, which are placed mainly in the cities and towns. The Russian Ministry of Communications is considering development of a LTE network as one of its priorities. In 2016 regulations were passed that allow the use of LTE in the frequency range of 450 MHz (a range which previously was used only for second generation communications), which along with other measures is designed to stimulate the development of this technology [3]. According to the forecast by Ericsson, by the end of 2017, 69% of Russia’s population will live in areas with LTE (4G) coverage. [9]

Average speed of Internet connection
According to Akamai [11] the average Internet connection speed for Russian subscribers at the beginning of 2017 was high – 11.8 Mbit / s, a speed comparable to most EU countries. Similar speeds are accessible in Estonia, Luxembourg and Australia, while slightly faster rates can be found in Portugal and Poland. In the countries of Northern Europe, the connection speed is almost twice as fast, and in the United States speeds are one and a half times faster (18.7 Mbit / s).

Targets the development of broadband access to the Internet up to 2020 included in the national strategies and programs
The goal of the State program “Information Society” [12] is to reach 95 mobile broadband subscribers per 100 population by 2020. If successful, access to broadband in 2018 should be available for 97% of the population.

2.1.2 Mobile networks

**Mobile cellular telephone subscriptions per 100 inhabitants**

According to Rosstat data in 2017 Russia has 197,8 [10] mobile subscribers per 100 people, an increase of more than 30 points from 2016 according to the International Telecommunication Union's index [13]. Russia ranked 12th out of 200 countries and territories, with 163.26 subscribers per 100 inhabitants (if only countries are counted, then Russia is at the 10th place). Russia has traditionally been one of the leaders of this indicator, and its ranking is increasing: in 2015 it occupied the 17th place. High rates of mobile penetration are conditioned by competition of federal operators (MTS, Beeline, MegaFon and Tele2), and the above-mentioned measures that promote cooperation of operators in the construction and use of communications infrastructure. Sharing of active equipment and radio frequencies also reduces the costs of deployment and maintenance of communications networks, lowering the cost of services.

**Mobile network coverage – percentage of population**

Statistical observation of mobile penetration is not conducted. The existing expert estimates indicate that more than 90% of the population lives in areas with mobile service. According to the forecast by Ericsson, by the end of 2017 91% of Russia’s population will be mobile users. [9] In Russia, the problem of covering all localities with mobile services is complicated by the country's sheer size and geography covering a large number of remote and sparsely populated areas. Russia uses a number of tools to solve this problem, in particular, in remote regions authorities are financing the creation of the communication infrastructure as a method of public private partnerships.

2.1.3 Affordability of broadband access

**Fixed broadband service basket as a percentage of GNI per capita**

Russia ranks 12th in the world (from 182 countries) and has one of the cheapest prices on a basket of fixed broadband services (0.6% of GNI per capita of the population). As part of the universal service in towns more than 250 residents of the connection to the access point at a speed of 10 Mbit / s, the monthly fee is about 70 US cents. [7]

**Mobile-broadband prices, prepaid handset-based**

Russia ranks 20th globally and is one of the leaders in affordability of prepaid mobile broadband (PMB) (0.3% of GNI per capita), which is the favorable factor of the PBM development [7]. Its scores are similar to those of Netherlands, Hong Kong, Qatar and Belgium.

**Mobile-broadband prices, postpaid computer-based**

Russia holds the 24th place in mobile post-paid broadband (0.5% of GNI per capita) globally. Similar scores are seen in Estonia, Kazakhstan, Romania and the Republic of Korea. Leaders (Denmark, Austria, Luxembourg) have price to per capita GNI ratios that are two to three times lower [7].
2.1.4 Data centers and cloud computing services

*Maturity and competitiveness of the cloud computing market*

Domestic suppliers of cloud services are well represented on the Russian market. [14] Russian companies operate under almost all models, but private cloud service providers have been developing quickly in recent years. By 2016, Rostelecom became the largest provider of data center services (3900 rack spaces). The top 10 commercial suppliers of data center services in the Russian Federation have more than 1,000 racks each. In 2016 this market has accelerated the growth of its services from 30% to 43% [15].

The various segments (type) of cloud computing providers demonstrate differing levels of development. The largest share of the Russian market of cloud computing is taken up by Software as a Service (SaaS) and infrastructure as a Service (IaaS), and to a lesser extent – Platform as a Service (PaaS) [14]. Russian companies are represented in all segments.

According to IDC [16] the size of the Russian market for cloud services, including public and private hybrid clouds, amounted in 2015 to 370 million US dollars. The market growth rate in rubles in the reporting period remained high – 66.9% against the previous year and reached 22.7 billion rubles in 2016. The growth in foreign currency is forecast at 8.9%.

Territorial data center network is yet insufficiently developed, initially most of the centers were stationed closer to consumers and concentrated in Moscow and St. Petersburg.

In the ranking of the top 500 supercomputers in 2017, Russia had four supercomputers, compared to the United States’ 143 and China’s 204. The most powerful domestic supercomputer “Lomonosov-2” (2.102 petaflops) has fallen to the 64th place in international speed rankings from the 41st position in 2016. The most powerful supercomputer in the ranking currently is a Chinese computer (93 petaflops) [19].

2.1.5 Data analytics

*Maturity and competitiveness in the data analytics market*

The Russian data analytics market is in its infancy but growing rapidly. The main suppliers of analytical platforms are presently foreign companies, but there are also well-known domestic firms (Yandex Data Factory, IBS, etc.).

2.1.6 Cybersecurity

*Maturity and competitiveness in cybersecurity services market*

In 2017, the market size of the cybersecurity services market in Russia reached 55 billion rubles (USD $0.9 billion), with about 40 billion rubles (USD $0.65 billion) in government contracts, the rest in the private sector. About 66% of the market is antivirus software and software for Internet security [17]. On average, the Russian market of information security services is growing by 7-10% per year.

In Russia, the market of cybersecurity services is developed and exists in a competitive environment. Users can choose a cybersecurity service provider from more than 20 companies, with vendors represented by domestic firms (Agnitum, Doctor Web, Kaspersky Lab, Online Solutions) and foreign (Avast Software – Czech Republic,
Avira – Germany, BitDefender – Romania, Emsisoft – Austria, Eset – Slovakia, F-Secure – Finland, McAfee – USA, Microsoft – USA, Panda Security – Spain, PC Tools – Ireland, Qihoo 360 – China, Sophos – United Kingdom, Symantec – USA, Trend Micro – Japan, TrustPort – Czech Republic, VirusBlokAda – Belarus, Check Point – Israel, Comodo – USA, G Data – Germany). The most popular cybersecurity tools are antivirus software, firewalls, anti-rootkits and parental controls. According to CNews magazine [18], the most popular antivirus is Kaspersky Internet Security, chosen by 58% of users, followed by NOD32 from ESET with 14% of users, Dr.Web with 10% of users and Avast with 9%, Products from other developers such as Panda, Norton, Comodo (2% for each) are less common on Russian market, other programs in total accounted for 3% of Russian market.

2.1.7 Assessment of the current state and conclusions
Figures for the section are presented in the diagram below, detailed scores are included in a table in Annex 1.

In Russia, a sufficiently advanced digital infrastructure exists. Its strengths are the competitiveness of the telecommunications market (except for fixed-line telephony), high rates of penetration of mobile communications, broadband affordability, and the state of cybersecurity. The country has introduced in recent years regulations reducing barriers and stimulating the development of broadband infrastructure.

Relatively weak points are the development of fixed-line, 4G mobile networks, the territorial distribution of data centers and the development of domestic companies in the data analytics market.

The overall assessment of the digital infrastructure can be estimated as developed.
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2.2 **Shared digital platforms**

Due to a fairly large user market in Russia, global companies providing online platforms are in place. At the same time, the traditionally high quality of human capital, infrastructure access and the availability of a large number of high-level experts in web technologies have influenced the emergence of competitive domestic online platforms.

### 2.2.1 Global digital platforms

*Localization of global digital platforms*

Speaking of global digital platforms localization, we need to distinguish marketplaces and e-commerce platforms. This primarily is AliExpress, which has been active on the Russian market for more than six years. According to TNS Global estimates, AliExpress consistently ranks among the top 10 most visited websites in Russia. AliExpress’ mobile application is the most downloaded e-commerce application in Russia and among the top free apps.

The Amazon platform in Russia is not very popular because of issues with delivery, which is more expensive compared to AliExpress and is not always reliable.

eBay has a Russian office, and Russian shops are present on the eBay platform. The platform is localized and the delivery process is reliable.

Localized and fully available for Russian consumers (as users of mobile applications and developers) are Google Play, App Store, and others. According to estimates by research company App Annie [1, 2], the revenue of mobile app stores in Russia in 2016 totaled almost USD $300 million, and will exceed USD $400 million in 2021.

The localization of global Web search engines (Google, Bing etc.) is complete in Russia. According to the service “StatCounter” [6] in December 2017, the most popular search engine in Russia is domestic search engine Yandex with 53.15% share of users, followed by by Google with 43.07% users. The remaining market players occupy lower positions: mail.ru (2.52%); Bing (0.55%); Yahoo (0.33%); and Baidu (0.17%). Over the past year, the situation has changed slightly. In May 2017, the most popular search engine in Russia was Google (47.81% of users). Almost the same percentage was taken by Yandex, with 46.92%. These two search engines almost completely covered the Russian market. The audiences of remaining top search engines, mainly Bing (0.32%) and Yahoo (0.26%), were negligible.
and Baidu is almost never used. Information about the popularity of search engines derives from the largest Russian Internet statistics services such as Yandex Metrika, SpyLog/Openstat, LiveInternet, Hotlog, Reiting@Mail.ru (they count visits to websites originating from search engines). It is quite accurate and is actively used by online ad companies.

Major global social media networks and content platforms, such as Facebook, WhatsApp, YouTube, WeChat, Instagram, Twitter are localized. By number of users the leader is the domestic social media network Vkontakte[3]. Instagram is on the second place, further come Facebook and Twitter. According to Comscore, the largest and most popular video portal in Russia is YouTube. As per the data of mobile operators the most popular mobile messenger in Russia is WhatsApp.

However, there are issues with social media networks and messengers becoming blocked in Russia. Currently LinkedIn and Telegram are unavailable.

In Russia, among the global online advertising platforms there are only a few available: Google AdWords is localized and actively used, and DoubleClick is supported as a Google product. Facebook Ads is also localized and used. Bing Ads is not very relevant in the country because of limited number of Bing users (See above.)

2.2.2 National digital platforms

Russia is one of the few countries that created its own search engines which can compete as equals to Google Search. Domestically, local online advertising platforms also successfully compete with global platforms.

Amongst a number of domestic marketplaces and e-commerce platforms, Yandex. Market stands out as a service that helps to make purchases on the Internet. Its monthly audience exceeds 20 million people, with coverage of over 20 thousand stores.

In the beginning of 2018 Yandex and Sberbank closed the deal to establish a joint venture on the basis of “Yandex.Market”. The new company will focus on three areas of activity. The first will be the creation of a marketplace, an online platform where consumers will have access to the large selection of goods, and sellers will receive high-quality operating, financial and logistics services. Processing of orders, customer service, organization of logistics and delivery of goods will be handled by the platform itself. The second direction will be the development of the cross-border online trade segment. Finally, the company will also continue to develop the service “Yandex.Market”, which will continue to work as a platform for selecting goods and comparing prices.

The Russian Post has launched a trading platform, Pochtamarket, uniting the website market.pochta.ru and paper catalogue shopping in 42 thousand postal offices. Potentially this service can be considered as an analogue of AliExpress.

Companies such as Yulmart and Ozon have announced the establishment of national marketplaces, including cross-border ones. Among the large marketplaces are ad aggregating services – Avito, Price.ru, Torg@mail.ru.

Separately it is necessary to note the online export of Russian goods abroad. According to a joint study by PayPal and Data Insight, the total volume of retail online-exports from Russia (PayPal transaction data was used for this study) in 2016 amounted to about 2 billion US dollars. [7] According to the Russian Export Center this represents about 2% of the total volume of Russian non-primary, non-energy exports [8].

In Russia there is Yandex.Store app store for Android devices, launched by the Russian Internet company Yandex. It was launched on 25 February 2013 and is an alternative to
Google Play, the official Android store of Google. With the help of the Yandex.Store service, users can download and install free and paid applications on their devices. Other app stores for mobile operating systems for use in Russia, most notably, by state authorities are Sailfish and Tizen.

As noted above, the domestic search engine Yandex competes with Google at both the national and global levels. Their share in Russia are about the same and fluctuate from time to time. Other russian search engines own a negligible share of the market: mail.ru has 3.45%, and Rambler 0.52%.

The main advertising platform of social media networks is the Russian Yandex.Direct, owing to the market position of Yandex. Also worth mentioning are the domestic advertising systems, inter alia Vkontakte.Ads and myTarget. They allow advertising on the country’s largest social media networks (Vkontakte, Odnoklassniki), as well as in media projects by the MailRu Group and on the advertising network myTarget.

There is no Russian state program for development of online communities which would be analogous to the EU program Digital Single Market [4]. However, the list of sectors and markets of the Russian economy, which use national and localized online digital platforms and services is quite extensive. This includes above all the subject areas where there is intensive interaction with the consumer (individual), and the degree of state influence and control is minimal: taxi services, tourism, sale and lease of real estate, trade, adult education, among others. The spheres of video and game content distribution are also at the forefront of using online platforms and services.

Digital platforms for transport that are in use in Russia include taxi aggregators (Uber, Gett, Yandex.Taksi) travel companion search platforms (beepcar.ru, ridesharing24.ru, blablacar.ru) and online platforms for freight (vezetvsem.ru, icandeliver.ru, ati.ru). There are also numerous transportation aggregators (e.g. transport.org.spb.ru), which can provide personalized traffic information for registered users.

According to the Russian Ministry of Telecom and Mass Communications [5] 80% of the transportation software is imported, but among online platforms and, in particular, the aggregator platforms domestic solutions lead the market.

The logistics sphere has seen the emergence of online communities of experts (e.g. logist.ru with offers from logistics companies), websites and portals of major transport companies (e.g. dellin.ru) providing with personalized services to registered users, as well as logistics aggregators (e.g. Yandex.Dostavka).

The sector of marketplaces in the Russian segment of the Internet is developed. Among the online platforms is Yandex.Market as well as B2B-Center. In the area of e-commerce local leaders are OZON, Wildberries, and Lamoda.

In insurance and financial services there are portals or aggregators which allow customers to compare and order a variety of financial or insurance services. Examples include banki.ru, banker.ru in the financial sector, and cherehapa.ru, kasko.ru, and sravni.ru. in the insurance sector. It should be noted that considering the predominance of imported software for finance (about 70% according to the Russian Ministry of Telecom and Mass Communications [5]), domestic players have a very large share within the online-component of the financial and insurance software market.

Tourism services are one of the most represented within the Russian Internet ecosystem. There is the domestic ticket booking system “Sirena”; the ticket integrators (e.g. tutu.ru), tour aggregators (e.g. Yandex.Puteshestviya), and booking systems (e.g., Ostrovook, Trivago).
In February 2012, Airbnb – a global online platform for placement, retrieval and short-term rentals of private housing – registered its representative office in Moscow as the LLC "Airbnb Russia". According to analyst firm SimilarWeb, Airbnb traffic in the .ru domain zone totaled by March 2017 3.85 million users. However, for business optimization reasons Airbnb closed its Russian subsidiary and now Russian users only work through the global platform.

Currently, the real estate sector is widely represented among domestic web solutions (e.g. ad services for sale/lease cian.ru, domofond.ru and search systems, such as https://realty.mail.ru).

The renovation and construction services sectors make use of such services as profi.ru and youdo.ru which allow finding workers for renovation/construction, and portals to find building materials and contractors such as stroyportal.ru and gvozdik.ru.

It is important to bear in mind that construction belongs to the sectors where import substitution of software is also relevant. According to the Russian Ministry of Communications estimates made in the sectoral program of import substitution, the share of imports in the software solutions used in the design (e.g., BIM, CAD, CAM) is 80%.

Domestic solutions in this area are available (e.g., NEOLANT), but are very few in number. No cloud solutions and cloud libraries (e.g., bimobject.com/ru) exist, which is extremely important for the digital economy.

Online portals for agriculture are often in form of bulletin boards (e.g., rynok-apk.ru, fermer.ru, agroserver.ru).

Leisure industry (theaters, cinemas, museums, concerts) is represented on online platforms by ad (e.g., afisha.ru) and ticket aggregators (e.g., parter.ru, ticketland.ru).

Detailed information about digital healthcare platforms is given in section 4.2.1.

Detailed information about digital education platforms is given in section 4.2.2.

Detailed information about digital culture platforms is given in section 4.2.3.

2.2.3 Assessment of the current status and findings

Indicators for the section are presented in the diagram below, the detailed scores are presented in the table in Annex 1.

For most parameters Russia occupies a stable position and all the necessary components are available in local configurations. The lack of mobile ecosystems, for
example, is connected, first of all, to the fact that they are tied to the mobile operating systems, which are obviously manufactured outside Russia.

Level of shared digital platforms in Russia can be assessed as developed.
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2.3 New / emerging digital technology
The use of new / emerging digital technologies in the country demonstrates the availability of a base experience and trained specialists, which facilitates, accelerates and reduces the cost of the transition to a digital economy.

2.3.1 Awareness and motivation for the use of new technologies
Awareness, motivation and plans for the use the new and emerging technologies
Awareness in Russia about the major new digital technologies (data analytics, artificial intelligence, Internet of Things, additive technology, robotics, blockchain) is quite high.
However, interest in them and technical expertise prevail over their demand and real application.

2.3.2 Domestic producers of new digital technologies

**Presence of companies producing new / emerging technologies in the country**

**Data analytics**
These technologies see demand in virtually all areas of activity, with banks and telecoms among leaders. For example, Russian mobile operators use the same software and analytical tools as their overseas counterparts. There is high demand for specialists in this field, so the analysis of the data subject is becoming very popular in universities, which began to offer relevant basic educational programs and additional professional education programs. For the development of the data analytics technologies in Russia, a good base exists in the form of mathematical schools at universities that can treat this area as an applied topic.

**Artificial intelligence**
In areas such as image processing, computer vision, speech recognition and synthesis, there are already a number of popular Russian products. Several projects aimed at creation of unmanned vehicles (Yandex, KAMAZ) have launched. However, there are still no programs or organizations that could compete with Google AI or Facebook Artificial Intelligence researchers.

**Internet of Things**
The application of this technology is mainly taking place in production and business to develop solutions for “smart city” solutions. Development on the basis of these solutions services is still hampered by lack of necessary standards. There are also no developed local cloud platforms like Amazon Web Services and others.

At the state level there were several declarations about the need to prepare roadmaps and standards in the field of Internet of things, but publicly available information on their further development is missing. Therefore, a state policy in this area is premature.

There are a number of educational initiatives in the field of Internet of things, but they belong to large manufacturers (eg, IBM and Samsung) and mostly serve the purpose of commercial promotion of their solutions.

**Additive manufacturing and robotics**
Awareness of these technologies in Russia, as well as the interest of enterprises in their implementation, is very high. A number of technologies (eg, 3D-printing) are currently used in manufacturing industry, medicine, and construction. There is support for development of these technologies at the national level: the Ministry of Industry and Trade of the Russian Federation established the Department of Machine Tools, Additive Technologies and Robotics. State Corporation “Rostech” organizes experts to create new mechanisms for development of additive technology in the manufacturing industry.

Robotics is one of the most rapidly developing areas. The most dynamic and successful process is evident in the field of education. Unmanned aviation is another sector of note. Open access publications suggest that a lot of attention is being paid to development of robotics in the defense sector.
In recent years, there are actively developing projects related to production of unmanned vehicles (State Corporation “Rostech”, Cognitive Technologies) and unmanned harvesting tractors (Rostselmash and Cognitive Technologies). At the same time industrial robotics is developing in the context of strong competition from industrialized countries – according to expert estimates, the number of industrial robots in Russia is less than 1% of the world total.

**Distributed Ledger Technology (Blockchain)**
This technology generates great interest among experts of different specialties, but such interest clearly is ahead of its real use. The Ministry of Telecom and Mass Communications of the Russian Federation marked 2019 as the deadline for adoption of normative legal acts necessary to ensure the use block-chain technologies in Russia. In accordance with the developed action plan for the direction of “regulatory regulation” of the digital economy program, a number of activities are envisaged to develop the necessary regulatory legal acts [1]. At the same time, it appears that in this respect Russia has no problems with technologies and specialists. The problem lies with the use of models and determination to implement them.

**Neurotechnology**
As part of the National Technology Initiative, Neuronet is being promoted, which is considered as a market for tools of human-machine communications, based on cutting-edge developments in neuroscience and increasing the productivity of human-machine systems, performance, mental and cognitive processes. Key segments include neuroassistants, neuro-education, neuromedicine, neuro entertainment and sport, neurocommunications and marketing, and neuropharma. A working group was formed for preparation and implementation of Neuronet’s road map. There is a pilot project – CoBrain, aimed at studies related to the expansion of the human brain’s resources (primarily through integration with the technosphere).

**BIM-Technology**
Deputy Prime Minister Dmitry Kozak signed off in April 2017 a roadmap for implementation of technology of information modeling (BIM) at all stages of the life cycle of buildings. The document envisions the development of national standards for BIM during the design, construction, operation and demolition of buildings, as well as the normative and technical documents and estimation standards, used in construction, in accordance with the classifier for construction resources. The plan also involves the expansion of the functionality of the federal state information system of pricing in construction, in the direction of operation and demolition of capital structures [2]. Today the country has a BIM-association, individual companies are using these technologies in their work, and training is offered for users.

In Russia and the CIS region, there are 140 authorized partners, 80 authorized training centers and 40 development partners of the international producer – Autodesk. There are domestic software vendors (e.g., NEOLANT). The state corporation “Rosatom” has several units with appropriate experience, involved in BIM design.
2.3.3 Assessment of the current status and findings

Indicators for the entire section are presented in the diagram below, detailed scores are given in the table of Annex 1.

One should note a very high interest in emerging digital technology, but the level of awareness is not so high, for instance the reason is high cost of access to research and engineering publications. Russian-language literature is almost non-existent. No strategy and methodology for breakthrough is in place and there is no specific implementation of innovations. The country has no large-scale projects involving a large number of companies. In most of the projects there is little original content, instead a reliance on following market leaders and use of foreign intellectual product. Yet, in a number of areas, such as artificial intelligence and robotics, there are already a number of popular Russian products.

The overall assessment of the level of awareness and development of new/emerging digital technologies in Russia can be evaluated as moderate.
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3. Digital sector of economy

In terms of economic classification, the digital sector of economy (the information industry) is understood as the types of economic activity related to the production of equipment, the provision of services, the wholesale trade in ICT and telecommunications goods (ICT sector), as well as activities in the field of broadcasting and television, production, showing films, publishing and the operation of news agencies (the content and media sector). The composition of these sectors by types of economic activity is determined by collective groupings developed by the OECD and approved by the Russian Ministry of Telecom and Mass Communications [1]. In 2015, the share of the digital sector of the Russian economy was 3.3% of GDP [2].

3.1 Enabling environment for the digital sector

Strategic objectives and indicators of the digital sector development

The strategic planning documents adopted in the Russian Federation up to 2017 (Forecast of the scientific and technological development of the Russian Federation for the period up to 2030 [3], the Information Technology Development Strategy for the Russian Federation for 2014-2020 and for the future until 2025 [4], Strategy of scientific and technological development of the Russian Federation [5], The main activities of the Government of the Russian Federation for the period until 2018 [6]) provide goals, indicators and measures to achieve them, both concerning the development of ICT and their use in various sectors of the economy.

Objectives are defined not only for the ICT component of the digital sector. For example, in the sphere of mass communications, priority tasks include developing new kinds of television broadcasting, promoting public access to the media environment, supporting the development of regional media, establishing a significant presence in the global information space for Russian media, and others. In the Strategy for the Development of the Information Society in Russian Federation for 2017-2030 years, the following objectives for the development of the digital sector are set in the priority area “Ensuring National Interests in the Digital Economy”:

1. create conditions for the development of large Russian organizations in the field of ICT (digital economy ecosystems);
2. ensure the creation of cross-sectoral consortia in the digital economy comprising the largest Russian Internet companies, banks, telecoms (including postal), payment system operators, participants in the financial market, state companies and corporations;

3. provide support for the access of Russian organizations to foreign markets for goods and services;

4. create conditions for localization by foreign organizations in the territory of the Russian Federation of the processes of production and use of products in the field of ICT.

Implementation of strategy of the digital sector development

In the framework of the above-mentioned strategic planning documents, there are programs (action plans, road maps, etc.) for digital sector development.

To implement the Strategy for the development of the IT-industry as subsector of the digital sector of economy, a roadmap “Development of the Information Technology Industry” [7] was developed and approved with specific measures that federal authorities should implement to ensure the rapid development of the domestic IT-industry. In particular, it defines the tasks of developing human capital; facilitating the employment of foreign highly qualified specialists in the IT-industry; improving the legislation of the Russian Federation for the operation of cloud computing; the development of international cooperation in the field of information technology; the development of mechanisms to support the export of Russian products of the IT-industry; the expansion of research activities in IT; support for business development, including the improvement of mechanisms for financing companies in the early stages of development (grants, seed funding); the creation of technology parks and others. The strategy defines measurable indicators that track the ratio of the growth rate of the IT-industry to the growth rate of the gross domestic product, the volume of export of products of the IT-industry, the volume of production in the IT-industry and the amount of venture investment in IT companies.

Among other programs, one can point to the state program “Information Society (2011 – 2020 years) [8] in terms of the development of digital television, and the state program “Development of the electronic and radio-electronic industry in 2013-2025 years” [9].

Public procurement policies, which provides an opportunity for small / medium enterprises to easily compete for the provision of ICT products and services to the state

Government procurement policy provides an opportunity for small/medium-sized enterprises (SMEs) to compete for the provision of ICT products and services to the government. For example, according to the federal law on procurement of goods, works and services for state and municipal needs, customers should purchase from SMEs at least 15% of goods and services from the total annual volume of purchases. Government decree number 1352 for companies with state participation determines if the company’s revenue is more than 2 billion rubles, in which case from 2016 such customers should buy SMEs products and services to 18% of total purchases. Thus 10% of contract must be concluded strictly among ICPs.
Provisions or rules establishing preference for local ICT providers or limiting the ability of public institutions to procure ICT products and services from foreign enterprises

In the Russian Federation, there are rules and regulations establishing a specific preference for local ICT suppliers or restrict the ability of government agencies to purchase ICT products and services from foreign enterprises. Thus, the Russian government set the priority of goods for Russian origin, works and services performed or rendered by Russian persons [10]. Another statutory provision restricts software purchases for state and municipal needs to Russian software [11].

Tax benefits for the digital sector

Tax breaks for the digital sector are set in Russia, primarily for IT subsectors. From 2010 to 2023 the IT companies enjoy preferential pricing of insurance premiums at 14% (for other industries – 30%). Also, accredited IT companies have the right to include the costs of acquiring electronic computing equipment in the material costs (for profits tax purposes) in the amount of the full cost of such property as it enters into operation (without depreciation), subject to additional conditions on the share of “profile” income and number of employees [12, 13].

The Russian Ministry of Telecom and Mass Communications proposed in 2016 to distribute a reduced VAT rate of 10% for certain print media and book products related to education, science and culture, to all types of media, including digital media [14]. But the draft law with corresponding amendments has not yet been included to the taxation law.

3.2 ICT sector

ICT sector share in the gross value added

According to data for 2016, the share of the ICT sector is 2.9% of Russia’s GDP [15]. At the same time, since 2005 this indicator has fallen from the value of 3.6% and in 2011-2015 was 3.0-3.1% [2]. As follows from the data of the above-mentioned study, the contribution of ICT in Russia’s GDP is almost four times fewer than South Korea (11%) and two times than Japan, Sweden, and the United States (6-7%). Indicators of 2016, comparable with the indicators of Russia, were in Poland (3.22%), Lithuanna (2.96%), Estonia (4.91%), Hungary (5.79%), Great Britain (5.95%)[16].

According to the structure of gross value added in the ICT sector (as of 2017, not including the wholesale trade), the following can be noted [15]: 47% – activity in the field of telecommunications, 50% – information technologies and provision of other informational services in the ICT sector (61% for France and Norway, 60% for Netherlands, 57% for Great Britain), 9.5% – production of ICT equipment (this indicator is decreasing), 23.9% – wholesale trade (remains at the same level). Separately for the IT-industry, the Gross Value Added Rate is 0.9%, compared to 2010-2014, it slightly increased. And for European countries, a higher share in GDP is the component of the IT-industry [17].

Proportion of total business sector workforce involved in the ICT sector

Another key indicator is the share of the labor force employed in the ICT sector, of the total workforce. According to Rosstat data for 2016, it is 1.9% [15]. For Europe, the average is 3.5% [18].
According to statistical data, 32.7% of those employed in the ICT sector of Russia are involved in the production of ICT equipment, 31% in the provision of ICT services, 30.9% in telecommunications, and 5.4% in wholesale trade and work in telecommunications field [2].

**ICT goods and services imports as a percentage of total imports**

An important indicator of the development and structure of the ICT sector is the share of ICT goods and services imports from the country's total imports. The World Bank indicates a rather high figure: 9.13%. According to Russian data, the share of ICT imports in the total volume is slightly lower: 7.8%; the leading positions in imports are communication equipment (37.1%) and computers and peripheral equipment (31.6%) [2].

**ICT goods and services exports as a percentage of total exports**

The level of maturity of the ICT sector in the country is also indicated by the share of exports of ICT goods and services from total exports. According to the World Bank, the share of ICT exports in total exports in 2015 is 0.80% [19]. Russoft gives significantly higher figures: 1.2% of all Russian exports [20], which are already comparable with other export shares (for example, the share of food products is 3.8%, non-ferrous metals and products made of them – 3.2%, armaments – 3.1%). The general volume of exports of goods and services, that refer to ICT, is growing and amounted $6.85 billion in 2017.

**Ratio of exports and imports of ICT goods and services**

We also note that according to [15], in general, the ratio of exports of ICT goods amounted to 9.7% of imports in 2016 (in 2014 – 17.7%). In 2015, the worst ratio is in communication equipment (exports amount to 3.8% of imports); the best is in computers and peripheral equipment (exports account for 26.2% of imports) [2].

In 2016, the ratio of exports and imports of services related to ICT is much better: 73% [15]. At the same time, exports of computer services accounted for 89% of imports in 2015, and this figure is growing significantly (in 2014 – 74%). In 2015, the export of telecommunications services accounts for 59% of imports [2].

**Share in the total volume of world exports of ICT goods and services**

The important export indicator is the share of Russia in the total volume of world exports of ICT goods and services. In 2016, exports of Russian ICT goods amounted to USD $1.559 million, or 0.1% of global exports (the leader is China with 32.3%), while ICT services exports reached USD $3.936 million, or 0.8% of global exports [15].

**Business enterprise expenditure on R&D in the ICT sector**

The share of the business enterprise expenditure on R&D in the ICT sector in the Gross Domestic Expenditure on R&D in Russia has been growing in recent years and amounted to 3.6% in 2016 (in 2010 it was three times less – 1.2%) [15].

**Innovative activity of enterprises in the ICT sector**

In Russia, the proportion of enterprises of the ICT sector engaged in technological innovation is small, and in 2016 it was 9.5%, while in 2015 it was 11.1% [15]. This is slightly higher than the indicator value for the entire economy (7.3%). Adverse trends are a constant reduction of innovative activity of enterprises in the ICT sector: in 2010, technological innovation was carried out by 13.3% of organizations and in 2005 – 18.9% [15].
3.3 Content and media sector

Share of the content and media sector in gross value added

The contribution of the content and media sector is evidenced not just in the increase in the value of public goods made by the contribution of the producers and distributors of content, but also by the extent to which the increasing role of the information component in social wealth is manifested in the country.

From this perspective, we need to point, that Russia is lagging behind: in 2015 the gross value added by the content and media sector as a percentage of GDP in the was almost 5 times higher than in Russia (1.4% and 0.3% respectively [15, c. 286]. Moreover, this indicator was consistently low from 2011-2014, and decreased compared to 2010, when it was 0.5% [24, p. 96]. Note that the contribution of the content and media sector to the GDP of Great Britain is 1.7%, Hungary, Greece, Germany, Denmark – 1.1-1.5%, Italy, Slovenia, Belgium – 0.8-0.9% of GDP.Russia is far behind most developed countries. For example, in the UK and South Korea, this figure was 1.7% in 2015, while in Ireland it was 4.2%, which is much higher than in Russia. It should be noted that the value of this indicator could be affected by differences in methods of evaluation of the sector. In accordance with the international standard industry classification of economic activities, sound recording and distribution of musical recordings are also included in this sector [25, p. 20], which can be carried out by companies registered in countries with significant tax benefits and other favorable conditions for these types of activities.

It is difficult for Russia to compete with other countries successfully attracting content producers to their jurisdiction, but there is another way: stimulating the development of its own content sector and the media, which is still at a low level both in this and in other indicators.

Proportion of total business sector workforce involved in the content and media sector

The proportion of the workforce employed in the content and media sector in 2015 in Russia was 0.5%, which is one of the lowest among developed countries: for example, in the United States the percentage is almost twice as high (0.9%) [15, c. 286]. The importance of this indicator should not be overestimated, since in this sector technical equipment is more important than the number of employees.

However, it should be noted as a negative trend that the percentage and number of employees have declined from 2010 to 2014: from 0.6% to 0.5%, and from 261.2 thousand to 213.8 thousand people respectively.

It is important to stress that the reduction in employment in the sector has been uneven. From 2010-2014, the greatest decline was among people employed in publishing, from 148.5 thousand to 96.4 thousand people, or by one third [24, c. 98].

The number of people employed in the sphere of production, distribution and showing of films declined much less, from 37.2 thousand to 35.5 thousand, while the number of people employed in the field of broadcasting and information agencies increased: from 64.7 thousand to 69.2 thousand and 10.8 thousand to 12.7 thousand, respectively. [24, c. 98].

To assess the prospects for the development of the content and media sector, it is important to understand how investments in the sector as a whole and the activities
that make it up, primarily in high-tech areas, are changing. In this indicator in Russia, there are wide gaps between the components of the sector.

In publishing, investments grew from 2010 to 2014 from 636 to 778 million rubles, but fell compared to 2013, when the total investment amounted to 920 million rubles. The corresponding figures for the activities related to film production and distribution were 897 million rubles in 2010, 911 million rubles in 2013, but only 824 million rubles in 2014. Thus growth was observed over the intermediate period with a fall towards the end of the period [24, p.102].

In investment in the activities of news agencies, the trend is more positive, but the absolute amount is significantly lower: in 2010 – 88 million rubles, in 2013, 101 million rubles, in 2014, 201 million rubles [24, p.102].

The most significant and high-growth investments have been made in the field of broadcasting: 2010 – 3804 million rubles, in 2013 – 15 385 million rubles, in 2014 – 19 150 million rubles [24, p.102].

It should be noted that the data presented in investments in the content and media sector do not take into account small businesses and the self-employed, which can significantly affect the assessment of the outlook for the sector. A special assessment of growth in the new technological niches, related primarily to the development of the Internet and social networks, where traditional media are channeled to enhance interaction with users, is also needed.

*Share of imports of products and services of the content and media sector from total imports*

The import share of information services, including content and media sector products, is insignificant, and in 2015 it was about 0.2% [15, p. 92; 27, p. 624]. From 2010 to 2014 there was an increase in the volume of imports of information services from 246 to 426 million dollars, but in 2015 the total fell to 361 million dollars [15, p. 92].

*Share of exports of products and services of the content and media sector from total exports*

The export share of information services, including content and media sector products, is even smaller than the share of imports and amounted in 2015 to 0.03% [15, p.92; 27, s.624]. From 2010 to 2014 there was an increase in exports of information services from $86 to $121 million, but this fell in 2015 to $99 million [15, p.92].

It is important to take into account the ratio of imports and exports. For the content and media sector it is indicative that the ratio of export and import information services amounted to 28% in 2014, and in 2015 – 27% [15, p.89].

Although there have been some recent trends towards increasing exports, they are relatively few, such as the increase in sales of Russian animated productions [29].

### 3.4 Assessment of the current status and findings

Indicators for the whole section is presented in the diagram below. Specific values are contained in the table in Annex 1.

In general, government support for the digital economy both in terms of defining objectives, programs, parameters, and in terms of preferences can be evaluated as good. Values of the development of the digital economy, including the ICT sector and...
the content and media sector, are far from world level. Especially disturbing is the low share of R & D expenditure.

The export potential of the Russian ICT sector (US $7 billion in 2016) is not comparable to the export of ICT products and services, for example, from India (US $110 billion in 2015).

In general, the level of development of the digital sector of economy in Russia can be assessed as **moderate**.
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4. The digital transformation of the public sector

4.1 Digital Government

4.1.1 Policy and regulation for public administration

**Strategic goals and indicators of the digital government development**


**Action plan for the digital government development**

This is implemented within the framework of a separate sub-program of the state program “Information Society (2011 – 2020 years)” [2] and departmental activities. These activities are coordinated at the federal level by the Russian Ministry of Telecom and Mass Communications in accordance with the Government’s decision. [4]

A detailed action plan for the development and use of digital technologies in public administration and local self-government is formulated in the Systemic Project of e-Government Development until 2020, which was developed in late 2015 and has not yet been approved.

**Architectural approach used in designing and managing the digital government development**

There is no systematic use of an enterprise architecture approach to designing and managing the digital government development in the Russian Federation. This task is set in the Systemic Project of e-Government Development until 2020, which has not yet been approved.
Regulations on equivalence of or priority to digital transactions, notifications and documents in relation to non-digital forms

In most cases digital (electronic) transactions, notifications and documents have equivalence with non-digital forms, but do not have priority over them.

4.1.2 Human capital for digital government

Digital competences included in the qualification requirements for civil servants

In accordance with the Federal Law “On the Civil Service of the Russian Federation” No. 79-FZ, the qualification requirements for professional knowledge and skills necessary for civil servants to perform their official duties are determined by a normative act. Following the recommendations of the Government Commission on Government Commission on the Introduction of Information Technologies in the Activity of State Authorities and Municipalities adopted in 2012 [5], many authorities at the federal and regional levels include digital competencies in qualifying requirements for civil servants.

Civil servants training and retraining in use of digital technologies

Training is conducted independently by the state authorities and municipalities, and there is no centralized system. Particularly problematic, according to experts, is the level of digital (re)training of municipal employees.

Share of civil servants in central government organizations who regularly use computers and the Internet

Level of employee computer use in the Russian government relatively high, although employees of municipalities are somewhat behind federal/regional civil servants. According to Rosstat data for 2016, 64.4% of the employees of federal executive authorities and 38.7% of the staff of the regional executive authorities used computers weekly, whereas among municipalities, the figure is 75.2% [6].

In the use of the Internet, the situation is similar: according to Rosstat in 2016, 48.0% of all employees of federal executive bodies and 29.8% of all regional executive authorities used the Internet, while in local government, this value was 70.6% [6].

4.1.3 Digital infrastructure for government

Share of central government organizations with broadband access

Almost all federal state authorities are provided broadband access to the Internet, but the bandwidth is not always adequate for modern requirements. In 2016, according to Rosstat, a total of 22.2% of organizations (including all branches and subdivisions) have a bandwidth exceeding 30 Mb/s [6].

Share of regional governments and municipalities with broadband access

Broadband internet access for regional authorities and municipalities is similar to that of federal authorities: almost all are connected, but only 22.28% of the regional authorities and 18.3% of local governments have a bandwidth of 30 Mb/s and above [6].
National government cloud and data center infrastructure

In 2012, the national telecom operator PJSC “Rostelecom” created the National Cloud Platform for public authorities and private enterprises, providing services in the areas of health, education, security, housing and utilities, property and land relations. By 2016, Rostelecom became the largest provider of data center services (3,900 rack locations) [7].

At the same time, the creation of the government cloud infrastructure is at the level of concept formation and pilot projects in individual agencies [8].

Interoperability Framework with mandatory standards for government information systems

Different types of interaction between federal authorities are provided by the system of interdepartmental electronic document circulation (for federal and pilot regional executive bodies). The Russian Unified e-Service Bus System (SMEV) offers digital interaction of federal authorities in the provision of state and municipal services. In 2017, the number of transactions in SMEV was 20.2 billion. Currently, 14.6 thousand participants are connected to SMEV. In all subjects of the Russian Federation, regional segments of the federal SMEV have been created and are functioning [9].

However, in the Russian Federation there is no comprehensive profile of standards, protocols, data formats and metadata that guarantee the interoperability of government information systems [10].

National databases and their mandatory use in public administration

The Russian Government has identified [11] a list of national databases (basic state information resources) and maintains their register on the portal of the Unified System of Reference Information [12], which, as of 2018, has 11 resources. At the same time, the Russian Federation lacks a number of critically important national databases, such as a single database of citizens.

Since 2012, the Russian Government has determined the requirements and procedure for the formation, updating and use of national databases [11], prescribing their use in an interagency information exchange for the provision of state and municipal services or for performing state and municipal functions.

Further development and use of national databases will be carried out through the creation of a unified information environment for information systematization and coding, which will be put into operation starting from 2019 [13].

Provision of open application programming interfaces to government data and digital services

For machine-readable government data sets on open data portals, there are open application programming interfaces (API). In addition, APIs for data from the Public Procurement Portal, the Bank of Russia, and some other government data have been opened.

Open software interfaces for e-government applications are used by some commercial organizations (usually banks involved in processing payments for the provision of public and municipal services) [14].

New/emerging technologies used for the digital government development

State and municipal authorities in the Russian Federation have no restrictions in access to advanced, emerging digital technologies.
At the federal and regional levels, separate pilot projects are being implemented, for example, on the use of predictive analytics to support decision making in the public administration [15]. However, there is no incentive system for the use of emerging digital technologies in the public administration system.

4.1.4 Digital government services

**e-Government Online Service Index**

In the 2016 E-Government Development Index (EGDI) [16], conducted by the UN Department of Economic and Social Affairs, the Russian Federation dropped eight positions compared to 2014 and ranks 35th. In the Online Service Index (a sub-index of the EGDI), the country occupies 23rd place and is among the 37 countries that divided the first 23 places (with ties for some places between one or more countries).

**Priority sectors for improving the quality of state and municipal services delivery**

Priorities for improving the quality of state and municipal services until 2017 are defined by the Concept of development of mechanisms for the provision of state and municipal services in electronic form [17] and the action plan for its implementation [18].

For 2017-2018 years the Russian Government has also identified priority areas for improving the quality of services provided through a system of multi-service centers [19].

**Unified entry point (portal) for provision of state and municipal services**

A single portal of state and municipal services is operational in Russian Federation (www.gosuslugi.ru). The number of users of online government and municipal services has doubled in just one year to reach 40 million in 2016 and 70 million by 2018 [9]. At the same time, some services are provided through regional portals of state services, and websites of federal agencies, regional authorities, and municipalities. Unified requirements for the design and functionality of web presence at various levels of state authorities and municipalities have not been formulated and are not complied with (such requirements [20] for individual federal and regional authorities were adopted for the first time in June 2017).

**Complex services for life and business events**

At the moment, services for life and business events in Russia are not provided. There are only groups of individual state and/or municipal services in categories related to certain life or business events.

**Automatic provision of services without human intervention in real time**

Some information services are provided on-line without human intervention, such as information on tax debts or fines. For transactional state and municipal services, this is not possible.

**Proactive approach to the provision of services**

This feature is currently not available in the Russian Federation, partly because of regulatory barriers. In accordance with the Federal Law “On the organization of state and municipal services” [21], state and municipal services can only be provided at the applicant’s request.
Mobile applications for state and municipal services

The mobile application “Government Services”, available through the site m.gosuslugi.ru for all mobile devices running on iOS, Android and Windows Phone operating systems, offers state and municipal services.

In 2017, the active monthly audience of the Government Services Apps was 5.4 million people [9].

Continuity of state and municipal services provision across different channels

Data on the provision of state or municipal services is recorded in the user’s personal account on the Unified Portal of Public Services, with which the mobile application is integrated, ensuring continuity of interaction with the government on any of these channels. However, through other channels (multifunctional centers, contact center), this information is not available.

4.1.5 Open government

UN E-Participation Index

In the overall ranking of citizens’ electronic participation [16] conducted by the UN Department of Economic and Social Affairs, Russia shared 14th place with four other countries in 2016. However, Russia received a low ranking (28.6%) in the use of ICT in the third, the most mature stage of e-participation, participation in decision making.

National open data portal

Russia has a national open data portal (www.data.gov.ru). Machine-readable, open data-sets are also available on regional open data portals and the websites of state authorities and local self-government. In the 2016 World Wide Web Foundation’s international Open Data Barometer, the Russian Federation took 25th place [22].

4.1.6 Digital government platforms

Use of government digital tools and services by civil society and business to support their own activities

At present, the tools and services of the e-government of the Russian Federation are not used by citizens and business to support their own activities and interaction with each other.

4.1.7 Impact of government digital services

Share of citizens satisfied with the government digital services

According to a Rosstat survey in 2017, the share of citizens fully satisfied with the quality of state and municipal digital services was 70.5%, with 28.4% partially satisfied [6].

Share of businesses satisfied with the government digital services

According to a Rosstat survey in 2016, only 33.7% of businesses were fully satisfied with the quality of state and municipal services; with 43.4% partially satisfied [6].
4.1.8 Assessment of the current status and findings
Indicators for the whole section are presented in the diagram below. Specific values are contained in the table in Annex 1.

In the development of digital government, in recent years the Russian Federation has achieved some successes, most notably an increase in the number of state and municipal services provided using the e-government infrastructure, and an increase in the number of registered users of the Unified Public Services Portal.

At the same time, a significant transformation of the current e-government architecture will be required to move to the next stage of the maturity of digital transformation and the use of ICT in the public sector [23], requiring the re-engineering of administrative processes and the emphasis on the use of national databases, sharing of digital services by state authorities and municipalities, and provision of digital government platform services to citizens and businesses for interaction with each other.

In general, the level of development of digital government in the Russian Federation can be assessed as *moderate*.
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4.2 The digital transformation of the social sector

4.2.1 Digital healthcare

In the digital economy, each member of society’s period of active creative participation in the economy acquires special significance. Since the mid-60s, there has been a sufficient increase in mortality in Russia (RSFSR) compared to European countries. The same trend is also characteristic for European socialist countries, while in Western European countries in the period 1965-1980, the opposite picture was observed, for example, in cardiovascular diseases and accidents [1]. Therefore, digital healthcare’s focus on accessibility, quality of medical care provided, growth in productivity of medical
personnel, and reductions in unit costs per patient (with an overall increase in health care expenditure) has become the main direction of development of many countries. The mechanism of such development is the transition to digital healthcare, which will really allow the achievement of the above goals.

4.2.1.1 Public policy and regulations for digital healthcare

Strategic goals and indicators for the digital healthcare development

The healthcare development strategy of the Russian Federation has been repeatedly defined in various policy documents and the current program is the state program “Development of Healthcare for 2013-2020” [2,22]. The key principles of the strategy formulated in the Federal Law “On the foundations of protecting the health of citizens in the Russian Federation” [3] are:

- observance of citizens’ rights in the field of health protection and provision of state guarantees related to these rights;
- prioritization of the patient’s interests in the provision of medical care;
- prioritization of protecting children’s health;
- social security of citizens in case of loss of health;
- responsibility of public authorities and local self-government bodies and officials for ensuring the rights of citizens in the field of health protection;
- accessibility and quality of care;
- inadmissibility of refusal to provide medical assistance;
- prioritization of prevention in the field of health protection;
- compliance with medical confidentiality.

At the same time, the national Unified State Healthcare Information System (EGISZ) is defined as a tool that promotes access to and quality of medical care. It was legally entrenched in the newly adopted Federal Law “On Amendments to Certain Legislative Acts of the Russian Federation on the Application of Information Technologies in the Sphere of Healthcare” [4], 6 years after the adoption of the fundamental federal law “On the foundations of protecting the health of citizens in the Russian Federation”. As a follow up of the Federal Law, the Russian Ministry of Health together with industry experts prepared number of regulatory documents that form the basis for the practical application of innovations in the field of telemedicine [19] and the further development of the Unified State Healthcare Information System [23], which fundamentally changes the architecture of EGISZ on the federal level.

To assess the state of the industry and its individual elements, various ratings are often used, including those that assess and directly indicate the level of availability and quality of medical care as strategic development directions. In the 2016 world health systems ranking compiled by Bloomberg analysts based on data from the World Health Organization, the United Nations and the World Bank, Russia was in last place among the 55 countries surveyed [5].
Understanding of digital health at the strategic level, and goals and indicators of its development in the Russian Federation, is just emerging. At the same time, the first elements of ICT development planning as a tool for managing the healthcare sector were laid out in the Concept for the Creation of a Unified State Healthcare Information System, developed in 2010-2011 [6].

**Action plan for the digital healthcare development**

Within the framework of the state program “Development of Healthcare for 2013-2020” [2] a number of subprograms and priority projects are implemented, including separate measures for the development of digital health. However, these activities are concentrated exclusively in subprogram D, “Management of the development of the industry”, whereas they also should be in other subprograms of the State Program “Development of Healthcare” where the use of digital media and services health can give real results in increasing efficiency, including subprogram 3, “Development and implementation of innovative methods of diagnosis, prevention and treatment, as well as the foundations of personalized medicine”; subprogram 9 “Examination and control and supervisory functions in the field of health protection”; subprogram 2, “Improving the provision of specialized, including high-tech, medical care, ambulance, including emergency specialist medical care, medical evacuation” and others.

In 2017, the new version of the program “Development of Healthcare” was adopted, which includes seven priority and three departmental projects as well as nine directions. Three new priority projects have been approved, which are aimed at promoting a healthy lifestyle, creating a new model of medical organization providing primary healthcare on the principle of lean production, and enhancing the professional development of healthcare workers [2]. The Government of the Russian Federation has preliminarily approved a new direction of the Digital Economy program – the Digital Healthcare subprogram.

The problem is that the development programs are undertaken periodically, but new programs are adopted to correct the existing program before the results of the previous one have been carefully analyzed. As a result, work on existing bugs is only nominally or partially carried out.

**Harmonization with international standards and reference data for the digital healthcare development**

Such standards are not presently available in the Russian public health services, apart from the use of the International Classification of Diseases of the Tenth Revision (ICD-10), but without clinical modifications (ICD-10-CM), which reduces the possibility of statistical treatment of the results. At present, only individual directories have been implemented by the organizations of the Ministry of Health of Russia. The leading organization in this area is the Federal Research Institute for Health Organization and Informatics, but the classifications created by it have narrow specialization and, as a result, limited application and small distribution. Some instances of successful classifications have been produced within the Russian Federation, such as a reference book for laboratory research created by the St. Petersburg Medical Information and Analytical Center, but only confirms the severity of the problem since it requires harmonization with the international reference “Nomenclature of Laboratory and Clinical Research (LOINC)” [7].
Mandatory requirements for interoperability of healthcare information systems

Interaction in health care is carried out within the framework of procedures established by by-laws of the federal bodies of executive power for health care, on the basis of medical documents on paper [20]. The implementation of the Electronic Health Records / Integrated Electronic Health Records, the federal system of normative and reference information, and the rules for the interaction of medical organizations [21] with each other and with authorities in the field of health on the basis of protocols of interaction will ensure the effective interaction of medical organisations. The clinical protocols and clinical recommendations currently being developed will play an important role, along with the already developed procedures and standards for the provision of medical care, to constitute an integral framework for formalizing and standardizing the activities of medical personnel and the health system as a whole.


Simultaneously with the normative regulation at the federal level we can observe the appearance of grounds for reengineering the management processes of the medical organization and the possibility of digitizing these processes with the ultimate goal of the transition to digital healthcare. Methodological materials of the Unified State Healthcare Information System (EGISZ) were elaborated by the Russian Ministry of Health in 2011-2012, partially specified in the systemic development project of the EGISZ in 2013 [8], but today they need a radical revision, taking into account modern concepts of the scale of digital transformation of the health system.

To some extent, such a revision is outlined in the Regulation on the EGISZ, which was approved by Decree of the Government of the Russian Federation No. 555 of May 5, 2018 [23]. The document establishes the legal basis for the operation of the EGISZ, including the tasks of the system, the basic functions, the procedure for access to information, the procedure and terms for the presentation and exchange of information, the operators and participants, and others. This provision reinforced the change in the architecture of the EGISZ with regard to the exclusion of regional segments of medical information systems and information systems of medical organizations from the EGISZ.

4.2.1.2 Human capital for digital healthcare

Inclusion of digital competences in the qualification requirements for healthcare workers

The requirements for basic ICT competencies of healthcare workers are included in federal educational standards (FES) in 6 specialties of fundamental and clinical medicine, and a FES specializing in "Medical cybernetics (30.05.03)" [9] was established.

In general, the situation with the training of specialists in related professions remains very problematic. Experts say that this is due to the general decline in the quality of medical education (low prestige of the teaching profession, which is expressed in the level of salaries, restrictions on the teaching staff for clinical activities and a number of other problems). Another factor influencing the situation is the lack of qualified teachers and quality training programs in subjects related to digital competencies due to the...
lack of targets for digitalization of health care to ensure the quality and availability of medical care and increased productivity.

**Training and retraining of health professionals in digital technologies**

There are individual projects and programs at different levels of the education system, but they generally relate to training for policy makers, as well as the specialized training of professionals working with robotic surgical systems.

An exception is the large-scale retraining of primary care specialists in Moscow in the implementation of EMIAS [10].

**Percentage of employees of healthcare organizations who regularly use computers and the Internet**

According to Rosstat, in 2017 the number of medical personnel equipped with computers on average reaches 75-85%. Most of these computers were delivered in 2011-2012, so this equipment should be updated in 2018 due to obsolescence.

Computers are distributed unevenly at different levels of healthcare organizations, with the level of equipment in primary care in the Russian Federation substantially lower than required, and the CRH and their branches poorly equipped. The workplaces of administrative staff are better equipped with computers than medical staff, and access to information systems from doctors' workplaces is available only in 30% of healthcare organizations.

According to Rosstat, in 2015 the number of healthcare organizations to use the Internet reached 97.5% [11], but the connection bandwidth for 35-40% of these is only 0.5-1 Mbit/s. The number of employees actually connected to the broadband, is fairly small.

4.2.1.3  **Digital healthcare infrastructure**

**Proportion of healthcare organizations with broadband access**

More than 50% of healthcare organizations have broadband Internet access, and by the end of 2019 there are plans to provide broadband access for all healthcare organizations (more than 27 thousand organizations and their affiliates). [12] In 2017-2019, a program is being implemented to provide broadband access to the Internet to all the organizations and their branches: in 2017, 14 thousand connections will be provided and by the end of 2019 their number will exceed 27 thousand.

**Proportion of medical equipment (devices) with an interface for data transfer**

All new equipment manufactured after 2010 has a digital interface, while 30% of hardware made between 2005-2010 have digital interfaces. Modern hospitals present a wide range of expert-level equipment: ultrasound (US), X-ray machines, computerized tomography, magnetic resonance imaging (MRI), positron emission tomography (PET), single photon emission computed tomography (SPECT-CT), and equipment for laboratory research including molecular genetic diagnosis of cancer. All this equipment includes digital interfaces, which allow them to exchange information with the healthcare information systems.
Mandatory use of national databases within healthcare

Basic (nosological and territorial-population) registers have been used in the Russian Federation for more than 25 years. Between 2008-2010 a new generation of federal registers were created that were updated in 2016. In 2017-2018, they were legally enshrined as part of EGISZ to mandate compulsory conduct and will affect the quality of management decisions of health sector authorities [4, 23].

Federal registers are divided into administrative registers (registers of medical and pharmaceutical personnel, medical organizations, orphan diseases requiring centralized drug procurement (“7 nosologies”), high-tech medical care, children in difficult situations, etc.) and nosological registers (registers of patients with tuberculosis, cancer, HIV infection, hospitalized patients with neurological diseases, etc.) – all these registers of different levels of reference, according to experts, there are up to 60).

Basic federal registers provide research and study of the impact of new technologies and the use of drugs on the effectiveness of medical care for patients with certain diseases, to allocate and control groups of randomized trials.

Presence of domestic producers of digital medical technologies and equipment

Domestic companies produce certain digital equipment, in very small batches and for the most part assembled from imported components. These companies include manufacturers of certain types of prostheses, prototypes of medical robots, and some patient monitoring devices. Domestic developments are experimental and local in nature. The Russian market for medical devices is import-oriented, with most of the market comprised of products from foreign manufacturers.

In the medical equipment market in 2016, the volume of imports exceeded domestic production by 2601.5 times, and the trade balance was negative and amounted to 58,629,822 units of equipment.

The main producers of medical equipment are: JSC “CAMPO”, JSC “Elatomsky Instrument Plant”, LLC “Lensmaster”, JSC “SIPX ELECTRON”, JSC “Tambovmash”, LLC “MZMO”, JSC “Corporation ROSKHIMZASCHITA”, “Company ELTA”, LLC “SEVKAVRENTGEN-D”, JSC “RENTGENPROM” and several other companies. In Russia today, there are about three thousand companies, mainly small and medium-sized, producing medical devices. In 2013, the output was 27.9 billion rubles. The largest volume of products was produced in the Central Federal District (36%), followed by the Volga (17%), North-West Federal District (14%) and Ural (12%).

The directions of their production are extensive: from consumables to bactericidal, laboratory, resuscitation and diagnostic equipment. Russian manufacturers are leading only in the sector of general hospital products: here their share in government purchases is 79% [13]. The result in dentistry is 35%, in radiology about 15%, surgery 5%, and in radiation therapy 1%. The largest share of the market and the dynamics of growth are in diagnostic equipment and products with a high degree of visualization: since 2004, the segments of equipment for mammography and nuclear medicine have grown sevenfold, angiography five times. At the same time, multiparametric diagnostic equipment is not produced in Russia.
4.2.1.4 Using digital technology for healthcare

National integrated electronic health records

In December 2013, a set of metadata elements of the Electronic Health Records (EHR) was approved [14], and in 2014 the first version of the integrated EHR (IEHR) was implemented in the EGISZ, which exists federally, but in accordance with the trend of storing depersonized data at the federal level, the IEHR will really be used apparently only at the regional level. Moreover, starting from January 30, 2013, a new service, the Electronic Medical Documents Registry (EMDR), exists as a subsystem of EGISZ. It is targeted for storing primary electronic documents signed by a strengthened qualified electronic signature of the practitioner, and as for the federal level, only information about these documents (links in the regional segment) will be transferred to the EGISZ. A full set of standardized electronic medical documents for filling the EMDR has not yet been developed; the planned date for the creation of such a set in a full-fledged form is 2019.

Telemedicine consultations between healthcare providers, and between doctors and patients

The federal system of telemedicine consultations was established in 2016 through the secure data transfer network of the All-Russian Center for Disaster Medicine “Zashchita” and merged 21 FGBUs of various profiles, ensuring the organization of consultations from the regional level (regional state clinics), which in turn carry out advisory activities for regional medical organizations in the doctor-doctor mode. Doctor-patient consultation became possible after the adoption of a federal law that will take effect from 1.1.2018 [4]. The practical implementation of such consultation requires the development and approval of a number of bylaws by the Russian Ministry of Health, including determining the order of the processing of personal and medical data provided by the patient himself or his agent, as well as the procedure for their identification. A set of by-laws sufficient for doctor-patient interaction is planned to be developed by the beginning of 2019.

Availability of information systems for healthcare system management

Administrative management systems (accounting, personnel records, inventory management, pharmacy stocks and accounting of medical services) are used in all medical organizations, but the maturity of such systems is different, and the transition to cloud-based regional solutions in order to save resources and improve business processes is very slow despite the presence in the EGISZ of federal components: administrative and economic activities, the register of medical and pharmaceutical personnel, passports of medical organizations [8]. As an independent service, the Administrative and Economic Activity Support System was excluded from the federal subsystems in accordance with the Regulation on EGISZ [23]. Now the information that previously constituted the content of the system is included in the federal register of medical organizations.

Use of new/emerging digital technologies in the healthcare

Cloud computing is used in regional medical information systems, which are implemented in approximately 35% of the RF subjects in the form of a unified system, without localization at the MO level. The most effective of these solutions are applied in Tyumen, Chukotka, Moscow (EMIAS in the outpatient department). Mobile applications
(apart from several pilots), artificial intelligence system, and the internet of things have not been developed. Medical robotics is used locally on the basis of robots like da Vinci.

Analytical data processing in EGISZ is now very limited. Promising areas of research and practical application of innovative technologies are the development and implementation of decision support systems at various levels, primarily for the clinical systems of medical organizations, the creation of domestic prototypes and serial production of robotic equipment and its use for minimally invasive operations, the development and implementation of diagnostic complexes and new technological solutions for diagnosing diseases.

Currently, there are popular solutions, providing doctor appointment services, for example, docdoc.ru, which, according to RBC research [24], covers 53% of the market for doctor appointments via the internet. Specialized social media networks for doctors are in place (the largest – Doctor at work), as well as free services for health monitoring (e.g., ONDOC), and online pharmacies (Piluli.ru, Apteka.ru et al.). There are solutions for medical advice (for example, YandexHealth). Online portals in the field of healthcare can get an additional impetus for development as a result of adoption of the Federal Law 242-FZ dated 29/07/2017 “On Amendments to Certain Legislative Acts of the Russian Federation on the use of information in health care technology.”

**Telemedicine services exports as a percentage of total exports of medical services**

The Russian export of medical services in 2016 amounted to approximately 21 thousand patients [15], which is about 2.5-3 times less than imports, but this export does not take into account CIS citizens who receive many more medical services than Russians leaving for treatment abroad (these services are not included in official statistics). “Birth tourism” in the Russian Federation has become popular in recent years for the citizens of the CIS. In Moscow alone, every year the costs to state medical organizations of helping “unidentified” patients, i.e. foreigners who do not have a health insurance policy, reach about $100 million.

The amount of telemedicine services in the volume of medical exports is negligible and still at the level of individual marketing actions.

### 4.2.1.5 Impact of digital technologies on healthcare

**Impact on access to healthcare services through the use of digital technology**

Digital technology has a significant impact on the availability of medical services through the implementation of technologies and healthcare organizational processes:

- preliminary (remote) access to doctors and to medical procedures (organization of electronic queue);
- scheduling patients’ flow to an outpatient clinic, to consulting and diagnostic centers, to hospitals;
- remote consultations (doctor-doctor and doctor-patient).

**Impact on quality of healthcare through the use of digital technology**

The use of medical information systems and IEMC allows for the on-line monitoring of the quality of the implementation of medical standards of care, clinical recommendations
and clinical protocols. The use of special algorithms for processing information about the services provided to the patient allows the most developed systems of territorial funds of compulsory medical insurance to analyze the quality of services provided, provide the necessary level of their provision, and control the costs of medical care. Such a project was implemented in 2017 in the largest territorial fund, Moscow.

Decision Support Systems (DSS) can improve the quality of medical services directly at the doctor's workplace. As examples, one can point to the introduction of several systems at the same time to solve the problem of drug interactions. A federal service with such functionality was developed in 2012 [16], a commercial service of a radar company with similar functions in 2014 [17], and in 2015 an international professional system for personalized screening of medicinal prescriptions Wolters Kluwer was introduced and available [18]. Mass implementation of DSS in the healthcare system is planned for 2020.

4.2.1.6 Assessment of the current status and findings

Indicators for the whole section is presented in the diagram below. Specific values are contained in the table in Annex 1.

In the development of digital healthcare, the Russian Federation is at the initial stages. Although healthcare data has to some extent been orchestrated in the country in the last 40-45 years, practical results on a mass rather than a focal scale have been realized only since 2008. The initial level of ICT use can be considered achieved, from the point of view of the creation of basic ICT infrastructure in most medical organizations and the creation of conditions for the transition from primary informatization to an integrated solution of the Concept of Development of the EGIZS in 2011, the goals and the creation of the starting conditions for the transition to digital healthcare. The conditions for creating the infrastructure of the digital healthcare stage and the transition to electronic medical document circulation based on the Electronic Health Records and creating for each citizen of the Russian Federation an integrated Electronic Health Records and the provision of a whole range of digital healthcare services [3] are created.
At the same time, to move on to the next, digital stage of maturity of development and the use of ICT in the national healthcare system with the maximum effects for achieving accessibility and quality of medical care, a significant transformation of the current EGISZ architecture will be required, which will significantly improve the accessibility and quality of care through use of digital health services in all orders and standards of medical care in the necessary and sufficient amount, which should ensure the effective use of the available resources of the health care system in the conditions of the existing resource deficit and in view of the growing demand for these resources through natural demographic processes related to the growth of the life expectancy of the population and a decrease in the proportion of the working-age population.

In general, the level of development of digital healthcare in the Russian Federation can be estimated as emerging.
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4.2.2 Digital education
The intensive development of digital technologies and their penetration into all spheres of life poses challenges for the education system to create a flexible digital learning environment. Today, the usual understanding of the learning process and all its components
is subjected to digital transformation, including educational materials, competencies of teachers, and educational methods and content. Digital technology creates conditions for the development of the education system through remote work and training opportunities for inclusive education, removing territorial and material barriers to access to quality education services. Extracting the advantages of using digital technologies in education should be supported by a developed digital infrastructure, normative legal and scientific and methodological base.

4.2.2.1 Public policy and regulation for digital education

Strategic objectives and indicators of the digital education development

Educational issues are a priority in the formation of strategic public policy objectives [1]. The existing legal and regulatory framework is insufficient for the development of digital education, although all experts are unanimous on the need to develop and adopt a state policy in the field of digital education. [2] There is no separate development strategy for digital education in the Russian Federation.

Action plan for the digital education development

Since the mid-1990s, Russia has been implementing state programs aimed at creating separate elements of the ICT infrastructure for the education and use of ICT for education. Currently, the state program “Development of Education for 2013-2020” is underway [3]. Several projects have been implemented aimed at use of ICT by the educational institutions at all levels, at creating digital educational content and developing relevant web resources.

Council for Strategic Development and Priority Projects was established under the President of the Russian Federation [4] to ensure the interaction of public authorities of all levels, local self-government bodies, public associations, scientific and other organizations when considering issues related to the strategic development of the Russian Federation and the implementation of priority projects. The Council defines a list of the main areas of strategic development, within which such priority projects and programs are developed and implemented. The following priority projects are included in this list in the field of education: “Modern educational environment”; “Modern digital educational environment in the Russian Federation”; “Training of highly qualified specialists and workers with regard to modern standards and advanced technologies”, “Universities as innovation centers”, “Additional education for each child”. The “Digital School” project is at the final stage of its development.

In accordance with Federal Law No. 273-FZ of December 29, 2012 (as amended on 07.03.2018) “On Education in the Russian Federation” (Article 98 “Information Systems in the Education System” [19] several state information systems are being created, formed and maintained for the purpose of information management in the education system and state regulation of educational activities in the Russian Federation. These systems are maintained in accordance with common organizational, methodological, software and technical principles, which ensures the compatibility and interaction of with other state information systems and information and telecommunications networks.

A rating of regional information systems in sphere of general education was made up within the framework of the project “Development and maintenance of a single information system for collecting quality and accessibility indicators of general education in
E-learning platforms are implemented using various learning management systems (LMS, Learning Management System). The products of SabaSoftware, Docent, WBT Systems, Click2Learn and IBM are traditionally considered to be most popular foreign LMS systems. The domestic market offers the "Прометей", "REDCLASS", "ГиперМетод" и "NauLearning".

One of the leading domestic IT companies in the field of educational technologies is “Dnevnik.ru” [5]. This company has developed several solutions for creating a single electronic educational environment for teachers, students and their parents, administrations of educational organizations, as well as representatives of executive authorities. It developed a multipurpose automated information system “Contingent-Region” for the collection and management of data on students in the framework of preschool, primary, secondary and higher education in the Russian Federation.

**Harmonization with international standards, normative and reference information necessary for the development of digital education**

Since 2004, the Technical Committee for Standardization TK-461 “Information and Communication Technologies in Education” has been operating in the Russian Federation [6]. A set of national standards has been created, harmonized with the set of international standards “Standardization of Information Technologies in Education, Education and Training (IT LET)”. Among them are the main provisions and terminology, processes and technologies of e-learning, information systems, educational technology, adaptability and accessibility of e-learning, electronic educational resources, and quality management. The level of activity in the activities of this committee is currently unacceptably low.

**Mandatory requirements for interoperability of information systems in education**

The requirements for the use of ICT in education are contained in a series of national standards that characterize: federal educational Internet portals, electronic educational resources, electronic educational and methodological complexes, and metadata of electronic educational resources [7]. For the compatibility of e-course modules and their subsequent use in various e-learning environments in the Russian Federation, the requirements of a set of specifications and standards for distance learning systems (SCORM) are widely applied [8].

In addition, in recent years, the creation of federal and regional information systems for education (such as AIS Contingent, AIS Experts) has been accompanied by the development of unified functional and technical requirements that are mandatory for use to ensure interoperability of the newly created regional segments of public systems [9].

**4.2.2.2 Human capital for digital education**

**Inclusion of digital competencies in the qualification requirements for educators**

Competence requirements for the use of information and communication technologies are contained in professional standards for teachers. Professional standards in the field of education were among the first approved by the Ministry of Labor and Social Protection of the Russian Federation [9]. At the same time, experts note the gulf between
requirements provided for by professional standards, and the competencies necessary for the development of digital education. Digital technologies in education are developing much faster than professional and educational standards.

**Teacher training and retraining in the use of digital technologies**

A system of training and retraining of teachers in the field of ICT has been created in all regions of the Russian Federation. The development of digital education requires the training of new specialists who will be able to develop and manage the educational program, the learning process, and interaction with students and teachers using digital technologies. Training of personnel in the necessary digital education is currently being carried out on the insufficient scale.

The developers of the “Atlas of New Professions 2.0” [10] singled out education as one of the areas that require significant transformation, which leads to the emergence of new professions.

In the action plan for the direction “Human Resources and Education” of the Russian Digital Economy Program [11], a number of measures are envisaged to expand the competences and qualifications of teachers and educators in the use of digital technologies.

**Proportion of teachers with ICT skills in schools**

In general, teacher ICT skills for working with documents and libraries of digital (electronic) educational resources is at a high level. According to experts, however, most teachers have ICT skills at a level insufficient for using digital technologies in the educational process. A comparative analysis of Russian curricula for teachers in accordance with the UNESCO framework recommendations on ICT competence of teachers showed that only individual courses meet these requirements, but even these courses are not of a mass nature [12].

4.2.2.3  **Digital education infrastructure**

**Proportion of secondary educational institutions with broadband**

The digital divide between educational institutions in the Russian Federation in terms of Internet access and use of ICT is almost overcome. Educational institutions have been equipped with computer classes and access to the Internet as part of the “Education” priority national project. Most educational institutions have free wireless Internet access, but in some cases, there may be restrictions on users or available services. Since 2009, the access of schools to the Internet has been entrusted to the regional government bodies.

**Proportion of higher education institutions with free broadband wireless internet access**

In the educational section of the Digital Economy program [11], it is stipulated that the share of educational organizations that have free broadband wireless Internet access on campuses will reach 100% by 2020.

**Number of students per computer used for educational purposes**

According to data as of the end of 2015 [13], the number of personal computers used for training purposes per 100 students in educational organizations of Russia was 24.3 in higher education, 17.6 in secondary vocational education and 13.2 – in schools.
Mandatory use of national databases in education

In education, there are several federal registers [14] including: FIS of the unified state examination (USE) and admission; a federal register of certificates of USE results; a consolidated register of licenses for the conduct of educational activities; a register of accredited educational organizations; a federal register of education and (or) qualification documents, training documents, a database for verifying educational certification (Apostille), and a database of quality evaluations of education.

Digital library of educational resources for different levels of education

Since 2002, the system of federal educational portals has been developing in the Russian Federation [15], which includes digital libraries for different areas of knowledge and levels of education for secondary, professional and higher education.

Digital learning platform

A special place in digital education is occupied by platforms that support the educational process and educational activities. The first online digital platform in the Russian Federation with national status is “Intuit” [16].

In 2015, with the support of the Ministry of Education and Science of the Russian Federation, the “Open Education” online educational platform was created by the association “National Platform for Open Education”, established by leading universities (MSU, SPbPU, SPbSU, NITU MISIS, HSE, MFTI, Ural Federal University and ITMO) [17], offering online courses on basic subjects taught in Russian universities. For general secondary and secondary vocational education there are no such educational platforms.

Along with this, several popular non-state digital educational platforms operate in the Russian Federation: Lektorium (www.lektorium.tv), Universarium (universarium.org), Uniweb (uniweb.ru), etc. Overview “Educational Portals and Open Educational Resources in Russia” was published by the UNESCO Institute for Information Technologies in Education in 2012 [18].

The leading Russian universities also are represented on the global educational platforms Coursera and EDX.

Percentage of educational institutions with a website

The Federal Law “On Education in the Russian Federation” [19] requires that any educational organization has a website, i.a. for publishing public open data. By 2015, 100% of educational institutions at all levels of education already had websites [20].

4.2.2.4 Use of digital technologies in education

Proliferation of digital teaching methods

Digital technology in education can significantly improve development and delivery of educational content, but the multiplier effect of the penetration of digital technologies will be achieved through the dissemination of new teaching methods (gamification, inverted classroom, project learning). The application of new pedagogical methods in most Russian educational institutions takes place in separate disciplines thanks to enthusiastic teachers. The wide dissemination of new pedagogical methods begins with curricula of educational programs, which are so far being created in the classroom or lecture-seminar system.
Use of digital technologies in the exams and certification

The use of digital technologies for conducting certification activities is regulated by the normative documents of universities. Computer testing programs, as well as programs for checking the originality of the individual work of the listeners (anti-plagiarism system), have become widespread. Expert assessments point to a lack of dissemination of digital technologies in examinations.

Proportion of educational institutions providing distance learning services

Despite the increased needs of society for remote educational services, the share of the budget of educational institutions available for online education is very low. In the market for online education, a significant share is occupied by private companies and educational start-ups: for example, 82% of students undertaking higher education programs (bachelor’s and master’s programs) via e-learning attend private universities [21].

The online education segment [21] has the following shares in the Russian market: 2.7% additional school education, 1.8% higher education, 0.4% secondary vocational education, and 6.7% additional vocational education.

Proportion of students in higher education programs mastering at least 50% of the content in a massive open online course (MOOC) format

The implementation of higher education programs is regulated by a set of normative documents. In some universities, the results of training in mass open online courses (MOOC) can be counted (in credit units) towards the fulfillment of the curriculum by the student in some disciplines. However, the number of MOOCs offered by Russian universities is less than 250 [17]. Legislative and educational-methodological limitations do not allow students to master any significant part of the higher education program in MOOC format.

Proportion of educational organizations in which paperwork is done electronically

Information technologies are widely used for administrative tasks of educational institutions. 69% of universities use electronic document circulation [14]. Higher education institutions, as a rule, use a set of information systems, including electronic document management systems, personnel records, etc. On the basis of the information infrastructure created by universities, various online services such as an electronic statement and an electronic record book are developed and provided to students and teachers.

Digital services at the level of secondary education (electronic diary, journal) are widely used by schools, and their application and development are regulated at the level of the subject of the Russian Federation. The fears of experts are that many online services are provided by private companies that collect and store large amounts of personal data of students and teachers.

Use of new/emerging digital technologies for education

New digital technologies are gradually coming into education. Data analysis is widely used for monitoring the performance of listeners. Distribution of additive technologies and robotics is supported by the Association of Educational 3D (http://3dobrazovanie.ru/) and the All-Russian educational-methodical center of robotics (http://fgos-igra.rf). Blockchain and artificial intelligence technologies are considered by the Russian
educational community as the most promising areas in which only the first steps have been taken.

The use of emerging digital technologies in education is actively supported by the Agency of Strategic Initiatives, including through the creation in 2017 of the National University Technology Initiative, where the priority will be artificial intelligence [22].

Highly developed platforms for tutoring, for example, repetitors.info. There is a federal educational portal http://www.edu.ru/ and private projects in this area, for instance http://edu-inform.ru, http://arzamas.academy/ and others. There are aggregators of training courses, such as http://www.eclass.cc. In recent years, a lot of resources appeared popularizing science and including e-learning courses, as for example postnauka.ru. The authors (teachers) can post their rates on such portals as http://www.intuit.ru (National Open University).

**Share of exports of distance digital educational services in total distance educational services**

The global online education market shows high growth rates [17] over the past few years. 70% of students of Russian universities through international MOOC platforms are foreigners. For example, the total number of online students of the Higher School of Economics on the Coursera educational platform reached 1 million [23].

4.2.2.5 *Impact of digital technologies on education*

**Impact of the use of digital technologies in the availability of educational services**

The use of digital technology removes territorial, temporal and physical barriers, increasing access to education at all levels. The use of digital technologies in education is of special importance for people with disabilities. There are opportunities to improve the quality of home education and inclusive education.

**Impact of the use of digital technologies on the quality of educational services**

Using digital technology has a positive impact on the quality of educational services, giving access to digital educational materials used in the teaching process (interactive tutorials, simulations, simulators, etc.) and expanding the arsenal of teaching methods (inverted class, gamification, project work, etc.). The use of data analysis in monitoring student progress enables the recording of all kinds of student work (study material, a task, etc.). The collection of digital educational factors leads to increased motivation of students and teachers in the learning process, as well as improving the quality of the educational services.

**Impact of digital technologies on students’ opportunity to choose personalized routes of development of key competencies**

At present, students can fully shape the individual trajectory of their additional education, including using MOOCs. However, within the framework of educational programs of higher or secondary vocational education, restrictions arise from the requirements of federal standards and approved curricula for the relevant programs.
4.2.2.6  **Assessment of the current status and findings**

Indicators for the whole section are presented in the diagram below. Specific values are contained in the table in Annex 1.

Digital transformation of the education sector in Russia is happening gradually with the formation of an appropriate regulatory and legal and scientific-methodological framework. At the moment, the necessary infrastructure of digital education has been created, characterized by a deep penetration of ICT into educational institutions of all levels. In the initial stage of implementation, there are a number of priority projects aimed at training pedagogical and administrative personnel for digital education, creating new educational materials and educational programs.

In general, the level of digital healthcare development in the Russian Federation can be assessed as **moderate**.
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4.2.3 Digital culture

The development of digital technology has led to ease of replication of cultural works, with no detriment to their media (paper, film, gramophone records). As a consequence, the population is under more intense pressure from a variety of attitudes from popular movies, music, literature and visual arts. Under such conditions, the state's efforts to reduce the barriers to access to the national culture are understandable. Along with progress in informatization of cultural institutions and the digitization of cultural heritage, attention is focused on the dissemination of culture, in which copyright law plays an important role. It is the search for new business models and ways of interaction of the digital economy with rights holders that promises qualitative progress in the development of digital culture in the Russian Federation.

4.2.3.1 Public policy and regulation for digital culture

Strategic objectives and indicators of the digital culture development

Strategies for state cultural policy until 2030 [1], the development of the information society (for 2017-2030) [2], and the strategy for the development of culture in individual subjects of the Russian Federation were adopted. The strategies envisage an increase in the representation of the national culture on the Internet, the improvement of the quality of materials, the digitization of works, and explicitly mention current threats.

The dissemination of works, however, is confronted with copyright issues on the Internet [3], without the solution of which it is difficult to talk about a comprehensive policy in the field of digital culture [4]. But these issues are not mentioned in the documents.

Action plan for the digital culture development

At the state level, the program documents [5] and [6] have been adopted, which allow implementing a number of programs in the field of culture and, in particular, digital culture. The objectives of these programs relate to the culture as a whole, and the "digital" part is a means of achieving common goals by increasing the informatization of cultural institutions, upgrading data transmission networks, providing services electronically, digitizing cultural heritage and preparing electronic catalogs.

The analysis of state activity in the field of digital culture shows insufficient elaboration of the issues of distribution of works (cinema, music, literature, museum exhibits and archival holdings) in digital form.

Harmonization with international standards, normative and reference information necessary for the digital culture development

Filling of information systems in the field of culture with digital content and informatization of cultural institutions is carried out in accordance with international standards:
in the field of archival, library, museum business, relevant documents are in effect. However, there are no standards for the transfer and reproduction of some emerging forms of representation of works of culture, or the dissemination and popularization of already digitized arrays.

Mandatory requirements for interoperability of information systems

The state and the private sector have created a significant number of information systems in the cultural sphere, but it is not yet possible to talk about standards of interoperability. The Ministry of Culture of the Russian Federation put into operation in 2016 the Unified Integration Platform (Order No. 643 of March 21, 2016), which collects data from departmental systems and prepares them for publication, but automatic data exchange and their use by already developed systems has not yet been observed. At the same time, the information system “Unified Information Space in the Sphere of Culture” [7] was put into commercial operation (Order No. 637 of March 21, 2013), which provides interaction with external sites. Even there, however, the primary information is entered manually.

4.2.3.2 Human capital for digital culture

Inclusion of digital competencies in the qualification requirements for employees of cultural institutions

Digital competencies are included in the qualification requirements of employees who are directly faced with information technology (librarians, archivists, operators, etc.). In practice, there are difficulties in confirming the level of ownership of software packages (office applications, corporate portals, customer relationship management systems) for the administrative staff of cultural institutions.

Training and retraining in use of digital technology

To meet current requirements, leading universities in the field of culture are adapting the curriculum of existing specialties and offering new ones. Employees of cultural institutions run training courses, including on the use of ICT in culture. However, the level of use of digital technologies in education programs is inadequate.

4.2.3.3 Digital culture infrastructure

Proportion of cultural institutions with access to the Internet

As of 2016, 70% of libraries, 84% of museums, and 99% of theaters have access to the Internet (according to the calculation of [8]). The availability of a cultural heritage is more strongly influenced by the availability of online information about institutions, electronic catalogs and digital copies than the access of institutions to the Internet.

Proportion of cultural institutions with broadband access

Public information on this subject is quite scarce and does not detail the types of cultural institutions. In 2014, Rosstat reported that 68% of “recreation and entertainment, culture and sports” organizations had broadband access, with 79% of organizations connected to the Internet [9, p. 323-325]. In 2017, HSE reported on broadband access (its own calculations according to the Federal State Statistics Service) in the following categories:

Mandatory use of national databases in cultural institutions
In virtually every segment of culture (museums, libraries, archives, music, film) there are common information systems (data registers). The procedure for using these registers are defined. This also applies to private institutions (eg, film studios), which define the procedure for depositing.

Digital platforms in culture
Digital platforms covering the sphere of culture are highly fragmented. There is a publishing platform, ticketing platform for events, and entertainment content distribution platform.

Share of cultural institutions having a website
As of 2016, 15% of libraries, 76% of museums, and 98% of theaters (calculation according to [8]) have websites. Web sites of cultural institutions are an important source of information about their activities for the public.

4.2.3.4 Use of digital technologies in culture

Proportion of cultural holdings with an electronic catalog
23% of library collections and 45% of museum funds (calculation according to the data from [8]) have electronic catalogs. Among archives, electronic catalogs already cover 43 million items (out of more than 500 million) [11].

Proportion of electronic catalogs accessible via the Internet
Electronic catalogs available through the Internet cover 19% of library holdings and 6% of museum catalogs (calculation according to [8]).

Proportion of digitized collections available via the Internet
In 2016, according to the Ministry of Culture [8] of 13 million digitized museum objects (of a total of 89 million) about 2 million are available over the Internet, or a little more than 2% of the total. Of 7.3 million electronic documents prepared by the libraries of all departments of Russia, 4.8 million are available via the Internet (66% of digitized holdings). Every year, about 150,000 units of archival storage are digitized, but only a small part of this is available through the Internet. By way of comparison, the European project offers access to approximately one third of the works from the electronic catalog, while Russian museums offer access only to 5% of the electronic catalog [12, 13].

Number of museums with virtual exhibitions
The number of virtual exhibitions is estimated according to the corresponding section of the portal culture.rf. In 2015, virtual museums numbered 115 (of 2758 total museums), and in 2016, 247 (with a total number of 2593). A fair estimate of the proportion of museums with virtual exhibitions is 9-10%. However, in the context of access to masterpieces of art, this indicator corresponds to worldwide practice.
Use of new/emerging technologies for the digital culture development

The largest cultural institutions comply with international peers on the use of new technology. Emerging technologies are very limited: the demand for them in the sphere of culture is limited to the number of tasks that can not be solved in any other way.

Additive technology is used in the preparation of museum exhibits (for example, models of buildings, as at Moscow Museum [14]).

Analysis of large data sets is used by sites for the distribution of works via the Internet (for example, online recommendations, analyzing users) [15].

The use of artificial intelligence technologies in culture is not widespread: instead, there are experiments to create programs that can generate music and poems (for example, the development of Yandex [16, 17]).

The Internet of Things helps organize routes for museum visitors. For example, the Multimedia Art Museum tracks the location of visitors with sensors that provide information about exhibits via a mobile application [18]. Robotics in the form of robotic cameras is used by museums as part of video surveillance systems, data storage systems and restoration work [19].

Experiments with distributed registry (blockchain) technology are just beginning: in culture they are associated with trying to establish accounting and royalties for authors (for example, the golos.io site [20]).

The greatest opportunities for using the emerging digital technologies are in the private sector, where technologies are used both in the creation and dissemination of works of culture.

4.2.3.5 Impact of digital technologies on culture

Impact of the use of digital technologies on the availability of cultural services

Digital technologies will certainly facilitate access to cultural materials through the removal of geographical barriers, a variety of channels and forms of content delivery, digital copies that allow access to rare editions without damage to the original, and convenience in planning visits or attendance at performances. However, a substantial proportion of the cultural heritage is still not represented in digital form.

Impact of the use of digital technologies on quality of cultural services

The quality of services provided with the use of digital technologies are broadly in line with international standards. Information portals allow you to measure the consumption of content, which contributes to targeted delivery, and the population gains convenient tools for planning cultural leisure. However, not all cultural institutions can make full use of digital technology due to limited funding. Significant success in improving the quality of services was achieved in those areas where there is an agreement on the sharing of income between the private and public sectors (cinema, music, literature). Such an arrangement facilitates the development of services for accessing and navigating through works, building a chain of service delivery.

4.2.3.6 Assessment of the current status and findings

Section indices in general are presented in the diagram below. Specific values are contained in the table in Annex 1.
In Russia, much has been done to develop digital culture: a number of important documents have been adopted, in practice programs for informatization of cultural institutions are implemented, and databases and formats of interaction are defined.

Significant problems are observed in the distribution of works: not all digitized works are available for viewing in the network, and the digital platforms in the field of culture are poorly developed. One of the factors hindering the active dissemination is the ongoing conflict between rights holders and representatives of the IT industry.

In general, the level of development of digital culture in the Russian Federation can be assessed as moderate.
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5. The digital transformation of the private sector

5.1 National policy and regulations of digital transformation of the private sector

The Russian Government plays an important role of a regulator, which removes barriers to the digital economy development and creates an incentive for digital business transformation.

5.1.1 Strategic goals and programs for digital transformation of the private sector

**Strategic goals and indicators for digital transformation of private sector**

The strategic goals of the development of digital business are defined in the Strategy for the Development of the Information Society of the Russian Federation, approved by the President of the Russian Federation in May 2017 [1]. Out of five priorities of the Strategy, two are directly connected with the digital transformation of business:

- creation of a new technological basis for development of economy and social sphere;
- ensuring national interests in the field of digital economy.

Included among the national interests are: creation of new markets based on use of ICT based on the development of Russia's digital economy ecosystem; strengthening of economic sectors in which the business development based on digital technologies will provide a competitive advantage to the Russian organizations; increase due to the use of new technologies of non-commodity volume of Russian exports [1].

**Implementation of strategy for digital transformation of private sector**

In the Russian Digital Economy Program [2], developed in 2017 at the request of the President of the Russian Federation there is a focus on creation of enabling environment for the digital economy development – secure digital infrastructure, regulation, human resources, research and development. In the initial version of the program there is no section associated with the digital transformation of the private sector. It is assumed
that the issues of digital business transformation and its sub-sectors will be added and tailored to the program. The process of elaboration the sectoral digital transformation plans began in February 2018 and to date, several additional program areas related to the digital transformation of business have already been supported by the Council for the Digital Transformation of the Economy. It’s includes digital transport and logistics, digital healthcare, digital government and smart city [3]. Such areas as digital agriculture, industry, energy, construction, finance will follow.

5.1.2 Regulation of digital transformation of the private sector

Laws relating to ICT

In a survey of managers of enterprises conducted annually by the World Economic Forum, in 2016 Russia received an average rating of 3.8 points out of 7 possible on the maturity of legislation relating to the use of ICT (including in the fields of e-commerce, digital signatures, consumer protection) and occupies the 75th place on this indicator in the latest ranking [4]. The highest scores were given to Luxembourg and Estonia (5.9 points), while Georgia and Ukraine rank at the same level as Russia.

In Russia there is a practice of regular meetings between top government officials and representatives of the business community for public discussion of regulatory environment as part of the effort for executing the open government concept [5]. However, the effectiveness of existing mechanisms is not very high, primarily due to insufficiently developed legal and regulatory framework involving all stakeholders (in particular business) in decision-making, lack of a law on lobbying, and the weakness of civil society institutions.

5.2 Human capital for business

For digital transformation of the private sector, which is the key for the digital economy development, human capital, is in its turn a major factor to effect change. The quality of human capital determines the level of business readiness for digital transformation and the speed of necessary reforms. For business, quality of human capital is, first of all, about the competence of employees. The main criteria for evaluating the achievement of the task of using and improving human capital are the existence, relevance and active use of digital competencies and skills, as well as their consolidation in the professional standards.

5.2.1 Digital leadership and entrepreneurship

In Russia, the formation of the concepts and purposes of digital transformation largely took place not in the business sector, but within the scientific milieu. This is due to the Russian traditions of research in economics, development of such scientific fields as the theory of technological structures, kondratieff waves, the third industrial revolution, – fields, which had prepared the general view and conceptual approaches to the problems of digital transformation. Moreover, among the scientists who developed the first two directions, there have been active participants in the management activity at the federal level, who came to their posts in early 1990s, while the third direction’s representatives
were actively involved in the practical management of large state corporations (Rosatom and others) and in preparation of regional development programs.

It should also be noted that in the second half of the 1990s, the Russian experts took an active part in international teams, outlining the principles for development of the information society at international and national levels. This provided the basis since the second half of the 2000s, for shaping public policy in the sphere of digital development, which largely determined the rather high level of availability of the information infrastructure during the transition to the digital economy, the certain amount of programmes in this domain were created and implemented (Electronic Russian 2002-2010. Informational Society 2011-2020), which .

At present, the important leadership role is played by companies that are actively exploring or are directly involved in the international practice of digital transformation. Among the leaders are the development institutions, as well as a number of think tanks and leading Russian companies, the management of which has been involved for various reasons in the processes of international cooperation in the field of emerging digital technologies.

**Entrepreneurship innovation**

According to The Global Innovation Index [6], which is calculated as the proportion of first-time entrepreneurs who are entering the market with new products and services and have no or few competitors, Russia holds the second last place among 64 countries participating in the survey (5.4%), behind the leading countries by an order of magnitude in this indicator.

**Motivation of business leaders to execute digital transformation**

As a whole, the understanding the potential of new business models is less of a motivating factor compared to fear of losing market share while lagging behind the competition in reforms. This leads to the formation of a position of keeping track of what others are doing. Foreign experience is not perceived as a direct sample to do the same, because the risks are exacerbated in Russia by many constraints that lie in regulatory and regulatory enforcement fields.

**The share of enterprises in which there are decision makers responsible for digital transformation**

The share of enterprises, where those, who are responsible for digital transformation, are present in top-management, is rising, due to the fear to miss the moment to start reforms. The share of companies where there is a formal or informal assignment of the respective areas of responsibility can be peer reviewed at around 50%.

**The status and powers of the enterprise decision-makers responsible for digital transformation,**

Such individuals tend to occupy a relatively high (level of deputy head) position, since the positive and / or negative expectations of the impact of changes are seen as very important and requiring a strategic understanding.

There is a growing (in the absence of understanding of how to achieve the digital transformation of the core business), phenomenon in which investments are made in entrepreneurial projects technologically more prepared for implementation of new
business models, that are not related to the core business or its branches, but have the potential to create spin-off companies.

**Quality of management schools**

Indirect indicator of the managers qualification in the state (including those, who are responsible for digital transformation) is the high level of their training in business schools. According to the results of annual questioning of enterprise managers conducted by WEF, Russian has the 65th place of Global competitiveness index marked as 4,2 points from 7 in business schools quality [4].

5.2.2 Digital competences of business personnel

**Digital competences requirements for employers**

In general, a competency model is used in their work by about 43% of Russian companies [7]. This is significantly less than the share of companies using the model of competencies among Western companies that are the leaders in the Fortune list, which is 74%. Almost 70% of Russian companies with relevant practices use completely new competence models that are not more than two years old, which suggests that they have the requirements for digital competencies [7].

Digital competencies models in management are primarily formed in the business development based on digital platforms, both produced by Russian companies, and promoted to the Russian market by foreign companies.

Although they were formed on the basis of previous ICT development concepts, the models of digital competency in execution activities continue to serve as a basis for development of digital competencies models.

**The share of ICT professionals in the private sector**

The share of ICT professionals in the total number of employees of the enterprises in the business sector is low and was estimated at only 2.18% in 2016 [10] while in EU the average share of ICT skills among all of the employed in 2016 was 3.7% [11].

The private sector enterprises are actively engaged in finding and attracting ICT specialists: 33.8% of small enterprises, reported in 2014 (last year, when Rosstat was asking this question) of having searched for such specialists, and 42.8% hired such specialists [10]. Among medium-sized enterprises (50 to 249 employees), 34.6% felt the need for ICT-specialists. Among large enterprises (more than 250 employees) it was 42.6%.

It should be noted that while ICT experts are mostly regarded as carriers of competencies that do not overlap with the competencies associated with deep understanding of the business models, specific business processes, and importantly the features of their digital transformation.

**Share of employees who regularly use a computer and the Internet**

An important characteristic of digital competence is the share of workers using digital technology.

On comparable data relating to large enterprises employing 250 people or more, Russia is significantly behind EU in terms of the share of employees using a computer on a regular basis it is 33.6% in Russia vs. 59% average in the EU [10, 11]. A similar
situation is observed with the staff, using the Internet on a regular basis (at least once per week) – 23.1% of large enterprises in Russia and 52% in the EU [10, 11].

Increasingly used instead of computers are mobile devices, which tend to have access to Internet. According to, in 2016 37.2% of the organizations of the business sector provided their employees with the technical means for mobile Internet access (in 2011 – 18.4%) [12, p.40, table 2.4.]. Competencies for use of such digital devices are developed mainly through user skills not directly related to business activities, but often forming the skills that are important in the work of employees of companies.

**Share of enterprises provided training to their personnel to develop/upgrade their ICT skills**

A major shortcoming of the reproduction of digital competency is an underdeveloped system of professional development of the private sector workers in order to enable better use of digital technologies. In 2016, only 2.8% of small enterprises practiced digital skills training of their employees in one form or another [10]. For medium sized and large enterprises the value of this indicator is 5.6% and 14.9 while in EU such training was carried out by 39% of secondary and 68% of large enterprises [11]).

On the one hand, the search for ICT professionals, and on the other hand, unwillingness to improve the ICT skills already working in the company's employees shows among other observations the lack of long-term digital transformation strategies of companies.

**Share of enterprises had hard-to-fill vacancies for jobs requiring ICT specialist skills**

There is no accurate estimate of what proportion of businesses today are experiencing difficulties in recruiting professionals with digital competences, so the following information allows some conclusions about the severity of the problem. 1.092 million people were employed in the ICT sector in 2015 [12, p. 68 table 4.1.], and the domestic ICT sector needs 350-400 thousand more specialists [13]. Such an assessment of deficit should also reflect structural factors as the sectors and sub-sector, as well as specific businesses often require ICT professionals meeting their specifics. It is also necessary to take into account that the demand for specialists is not balanced across regions and low workforce mobility traditional to Russia further complicates the achievement of the required match.

5.3 Other non-digital factors affecting digital transformation of the private sector

5.3.1 R&D and innovations for digital transformation of the private sector

**Accessibility of financial resources for private sector to innovation activities related to digital transformation**

Lack of financial resources is the second most significant factor, which the surveyed enterprise pointed out as an obstacle to innovation (after the high cost of innovation), an issue for 18.3% of organizations [10].
Enterprises, engaged in acquisition of software

The share of enterprises that have realized in 2016 such kind of innovative activity as procurement of software, amounted to 2,3% for entities connected with mining and manufacturing, power generation and distribution, and 3,3% for enterprises carrying out activities in the field of communications, as well as those related to the usage of computer engineering and information technologies [8]. Accordingly, the share of the private sector enterprises engaged in innovation associated with the digital transformation, can be estimated to be very low.

5.3.2 Business environment for digital transformation of the private sector

Favorability of tax regime for the development and use of digital technologies by business

The current tax regime is not favorable for development and use of innovative digital technologies by Russian companies. In the country tax incentives tools for the digital economy are underused, in particular, in order to stimulate research and development, which is associated with the problems of tax administration. A number of measures to create a favorable tax regime for the digital economy development is provided in the Russian Digital Economy Program [2].

5.3.3 Trust and security for doing business digitally

Presence of industry actors responding to information security emergencies

RU-CERT – is the Russian Computer Emergency Response Team, whose main task is to reduce the level of information security threats to users of the Russian segment of the Internet [14]. To this end, RU-CERT provides assistance to Russian and foreign legal entities and individuals in identification, prevention and counteracting of illegal activities related to network resources within the Russian Federation. RU-CERT provides collection, storage and processing of statistical data related to the spread of malware and network attacks in the territory of the Russian Federation. There is also the governmental center for computer incident response in the information systems of state authorities of the Russian Federation GOV-CERT.RU.

Share of enterprises from the private sector had a formally defined ICT security policy

According to Eurostat from 10% (Hungary) to 51% (Sweden) of enterprises in European Union have officially approved information security policies [15]. In Russia, this depends on the field of the company – in the financial sector, in telecommunications, in the IT sector there is 100% compliance under this indicator. For the majority of enterprises from other industries – the situation is likely different. It should be noted that there are no exact data on this indicator in Russia – this issue is not included in the existing forms of statistical observation.

Share of enterprises from the private sector using information protection instruments

96% of Russian companies have registered incidents related to information security [16]. Some forms of information security instruments (anti-virus programs, spam filters, electronic signature tools, etc.) during the year 2016 were used by 87.3% of companies
in Russia, this level in recent years remained stable, and encryption instruments were used by 42.9% of companies [9].

5.4 **Digital foundations for digital transformation of private sector**

The importance of digital infrastructure for the development of digital business is very high. Access to infrastructure is what provides for use (and distribution) of technologies. In terms of infrastructure, we distinguish between two basic points. Firstly, it is broadband (mobile broadband). This is a telecommunications component, which should provide direct access to services. Secondly, it is cloud computing and cloud models (IT-component), which are the basis for joint digital platforms and global models (e.g., the Internet of Things). Proprietary digital platforms will be considered separately. The level of current use of new/emerging technologies, in this sense, is not so critical. Technology may change; something literally become unfashionable (or vice versa), but access to infrastructure is critical, since it determines the use of technology.

5.4.1 **Broadband access to the Internet**

*Share of enterprises with broadband access*

An important indicator of the level of maturity for digital infrastructure for business is the share of businesses using broadband access to the Internet (> 30 Mbit/s). According to the Rosstat data 40.0% of large enterprises (> 250 employees) in 2016 have broadband access [10]. For small and medium enterprises this figure is 25.2% and 29.6% respectively. The EU average for large enterprises in 2016 this figure was 62%, with the leader (Denmark) – 90% [11].

At the same time, it should be noted that broadband access to the Internet has traditionally received great attention in Russia. In 2016 in Russia the number of base stations, which support mobile broadband access to the Internet has exceeded the number of base stations used only for voice. In accordance with the indicators of the state program “The Information Society (2011-2020 years)” 98% of enterprises should have broadband access to the Internet by 2020 [17].

5.4.2 **Data centers and cloud computing services**

*Businesses purchasing cloud computing services*

According to Rosstat [10] 28.4% of large enterprises (> 250 employees) use cloud computing services. For small and medium enterprises (up to 249 employees) this share is 22.8% and 25.5% respectively. In the EU, for large enterprises this share reaches – 45%, with the maximum (Finland) at 87% [11].

The maximum market share of the cloud computing services is related to the model “Software as a Service” (SaaS) [18], pertaining to quite specific services for accounting and cloud telephony. This is followed by “Infrastructure as a Service” (IaaS). In Russia, as a rule, this represents hosting services, while the share of services by the model of “Platform as a Service” (PaaS), necessary for the Internet of Things is only 3.9%.
5.4.3 Data analytics

**Share of enterprises using data analytics**
According to IDC forecast, in 2017, the sales volume of the systems of big data processing and business intelligence systems will grow on average at 11.9% per year, and by 2022 it will reach $260 billion[46]. In 2016 9% of enterprises in EU analyzed big data that was obtained from various data sources. The leader was Netherlands with a 19% of all enterprises [15].

Russian market of data analytics is at the initial stage of development. The main consumers of such technologies are banks, telecom operators and large retail companies. The main problems are the lack of qualified personnel and sufficient experience of implementations in Russia [47].

According to Cnews [48], the aggregate revenue of the top 20 providers in the field of data analytics in 2015 was about 9.6 billion rubles.

5.4.4 Shared digital platforms for business

**Enterprises which sold via a website or apps – via an e-commerce marketplace**
This indicator shows the percentage of enterprises, which sales their goods or services via enterprise's website/application or an e-commerce marketplace (such as Booking, eBay, Amazon, Amazon Business, Alibaba, Rakuten, Yandex.Market and others). In EU [11] for small enterprises average value is 40% and maximum is 57% (Italy). For medium sized enterprises average value is 35%. Maximum has Cyprus (60%). In Russian Federation the relevant statistics are not collected, but for the evaluation of using digital platforms degree for sales can be used Rosstat's indicator « The share of enterprises engaged in electronic sales» [10]. For small enterprises (up to 49 employees) the figure is 32.4%, for medium sized enterprises (up to 249 employees) – 36.6%, for large (250 employees and more) – 39.8%.

5.4.5 New / emerging digital technologies in business

To new/emerging digital technologies can be included data analytics, artificial intelligence, Internet of Things, distributed ledger technologies (blockchain), robotics, unmanned vehicles, additive manufacturing technologies, neurotechnologies and quantum computing technologies.

**Awareness of enterprises about new / emerging technologies and their impact on the industry**
Level of enterprises awareness about new / emerging technologies and their impact on the industry by the expert's opinion is middle and much lower than in EU and USA. The most popular technologies are data analytics, Internet of Things and distributed registry technologies. Less known are neurotechnologies and quantum technologies. Last time mentioned lever has been grown because of great variety of thematic events and government initiatives in digital economy. National companies start to understand the importance of implementation new/emerging digital technologies and risks of staying away from global trends.
Extent of new / emerging technologies use by enterprises

The degree of new / emerging technologies using new and emerging technologies also falls behind from advanced world countries. The reasons are shortage of qualified companies and personnel, inadequate maturity of new technologies, the unwillingness of company’s management to restructure their business processes and lack of financial resources.

National enterprises-leaders in the implementation of new / emerging digital technologies

Traditional leaders in the implementation of new / emerging digital technologies are financial sector enterprises (Sberbank, VTB, QiWI, etc), large IT companies (Yandex, Mail.ru, etc), including telecoms operators (MTS, Megafon, Veon, Rostelecom), retail companies (Magnit, X5 Retail Group) and extractive industry enterprises (Lukoil, Evraz, Nornikel, etc).

5.5 Use of digital technologies by business

5.5.1 Use of traditional ICT by business

Share of enterprises using traditional ICT

According to Rosstat data for 2016 [10] the situation with the use of traditional ICT by business enterprises, is as follows (for small, medium and large enterprises).

Share of enterprises using ERP-systems for doing business

Share of medium and large enterprises using Enterprise Resource Planning (ERP) systems: 19.6% and 37.5%. The value among the EU [15] countries for small, medium and large enterprises were in 2017 28% (small enterprises), 57% (medium) and 76% (large). Herewith the maximum rate for medium enterprises reach 77,5% (Belgium) [22].

From the point of view of some experts, the use of traditional technologies in Russia, at least with respect to ERP-systems, is even more widespread, than it is adduced by Rosstat. For example, the software “1C-Enterprise” manufactured by the Russian company “1C” belongs to the class of ERP-systems and is widely distributed in Russia. According to Expert [22], almost a third of the Russian market of ERP-systems in money terms and more than 80% in use in the workplace belongs to the company “1C”.

Share of enterprises using CRM-systems for doing business

Share of small, medium and large enterprises using Customer Relationship Management (CRM) systems in Russia according to Rosstat: 16.4% medium and 22.8% large enterprises. The maximum value among the OECD countries [21] for small, medium and large enterprises is 43.35% (Germany), 62.18% (Netherlands) and 77.89% (Finland).

Share of enterprises using SCM-systems for doing business

Share of small, medium and large enterprises using Supply Chain Management (SCM) systems, according to Rosstat: 7.4%, 11.9%. The maximum value among the OECD countries [21] for small, medium and large enterprises is 41.62% (medium enterprises, Germany) and 65.89% (large enterprises, Belgium).
**Share of enterprises using EDI-systems for doing business**
Share of enterprises engaged in the Electronic Data Interchange (EDI) between their own and external information systems via standard formats: 77% [10].

**Share of enterprises with a website**
According to Rosstat [10], the share of small, medium sized and large enterprises having a website amounts to 43%, 57% and 70% accordingly. For large enterprises, the figure is 69.9%. This is a value. In the fairly low EU [11] on average 94% of large enterprises have websites (all enterprises – 75%).

**Use of government services by business**
Using of government services by business is characterized by the following indicators [12 p.63 table 3.8] (as share of the total number of business enterprises). Compared with EU statistics for 2015 [15]
- share of enterprises that sent completed forms for receiving government services via the Internet – 69,4% (75,7% in EU);
- share of enterprises that received information about the activities of public authorities via the Internet – 58,8% (71%);
- share of enterprises receiving public services fully online – 38,3%
- share of enterprises involved in public procurement – 26,9% (13.1% in EU).

5.5.2 Digital Commerce
The importance of e-commerce development of the digital economy us very high. In general, the Russian e-commerce is developing rather successfully. It is a growing market, with local software development, research companies and actively working industry associations. Russia is among the top 10 countries for the e-commerce market size (the volume of the e-commerce market is 20.30 billion US dollars) [24]. The largest market segments are “Consumer Electronics” (125.5 billion rubles), “Hypermarkets” (85 billion rubles), “Fashion” (74.2 billion rubles) [25]. Major Russian players in digital commerce: Ulmart.ru (hypermarket), Wildberries.ru (clothes, shoes and accessories), Citilink.ru (hypermarket) [26].

**B2C eCommerce Index**
The UNCTAD Index for B2C e-commerce [27] is calculated from the combination of following factors: use of the Internet, security servers, plastic cards penetration, reliability of the postal service. The highest rated country is Luxembourg, included in the top 10 are the economies of six other European countries, three countries in the Asia-Pacific region and one of the North American countries. Russia ranked 50th with an index of 58.0 out of maximum index value of 91.7. Nearby scores are assigned to Georgia – 56th place, Ukraine – 58th, Armenia – 59th.

**Share of e-commerce in GDP**
The share of B2C e-commerce in Russia’s GDP in 2016 according to the European e-Commerce Foundation [28] amounted to about 1.1%.
The ratio of online sales by geography

An important characteristic is the percentage of Internet sales by geography (internally / other countries). In 2015, an estimated NADT [29], the volume of online shopping in the Russian Internet stores amounted to 554 billion rubles, and foreign – 227 billion rubles. The growth of cross border segment compared to 2014 exceeded 160%. Also, there was changes in the ratio of domestic and cross-border online trade in the total market (in ruble terms) as the share of the latter increased to 29% from 13% in 2014. According to AKIT [25], cross-border trade has increased by 49% over the first half of 2017, and the inside is only 8%.

The share of retail online trade with China is about 50% in value terms and 90% in the total volume of parcels (in pieces). Europe’s share (in value terms) is 25%, the US share is 13%.

Share of revenue generated by online advertising

The proportion of revenue generated by online advertising (% of the total advertising market) and growth rate can be assessed according to data from the Association of Communications Agencies of Russia [30]. In 2017, the Russian advertising market grew by 14% to 417 billion roubles. Expenditure on online advertising in 2017 increased by 22% to 166.3 billion roubles.

Share of enterprises receiving orders over the Internet

As regards the proportion of enterprises engaged in electronic sales (the share of enterprises in % receiving orders via computer networks), then according to the Rosstat [10] for large enterprises it was 39.8% in 2016. This value is comparable with the EU [15] average for similar large enterprises of 42%. The leader (Belgium) value of this indicator was 57%.

Proportion of businesses placing orders over the Internet

According to Rosstat [10] share of large enterprises engaged in e-procurement (placing orders via computer networks) amounted to 57.7% in 2016. For small and medium sized enterprises the figure was 43.3% and 49.6%. The EU average for large enterprises – 60%, for leader of the list, Austria, it makes 82% [15].

Value of e-commerce sales (percentage of turnover)

In Russia, according to Rosstat in 2016 [10]:

- 7.3% of all enterprises had value of e-commerce sales less then 10% of turnover;
- 2.9% of all enterprises had value of e-commerce sales from 10% to 29% of turnover;
- 1.5% of all enterprises had value of e-commerce sales from 29% to 49% of turnover;
- 1% of all enterprises had value of e-commerce sales from 50% to 69% of turnover;
- 1.3% of all enterprises had value of e-commerce sales from 70% to 100% of turnover.

In EU average percent of e-commerce sales from enterprises total turnover was 7% in 2016 (for all enterprises). The leader was Ireland with 16% [11].
5.5.3 The emerging phenomena of the digital economy

Starting positions in the development of new emerging technologies are very important in terms of digital economy assessment. The emerging trends of the digital economy will be discussed in the following directions: new forms of financing, new forms of payments, sharing economy, platform economy. A distinguishing feature of this section is that it in many aspects it is based on expert estimates.

**Using digital platforms for crowdfunding**

As the first indicator of the development of new funding norms, data on digital crowdfunding platforms were used. Expert assessments suggest that Russian entrepreneurs are using the platforms in the United States and China. However, crowdfunding platforms do exist in Russia. For example, according to analysts in 2016, more than a billion rubles were collected in Russia by initiators of interesting cultural, social and business projects [32].

Well-known domestic platforms are:

- **Planeta.ru** – in 2017 the amount of total funds collected has reached 840 million rubles (compared to 4.5 million rubles in 2012), launching more than 3000 projects [33]. The platform served famous Russian individuals and music groups – BI-2, Lapis Troubetzkoy, A. Troitsky, etc. The platform is the recipient of the Runet Prize in 2014.

- **Boomstarter** – in 2017 the amount of total funds collected has reached 358 mln. rub. About 100 projects registered every day by 13 categories, the most popular – music and videos [34].

This means, the Russian crowdfunding platforms exist with small turnovers, and one of the top concerns of founders is the marketing of such platforms, as well as creating an atmosphere of trust.

**Using digital platforms for crowd-investing**

In Russia there are some platforms for crowd-investing. Among them:

- **Napartner** – platform, which claims the highest figure among its Russian counterparts, attracted investments – $6.25 million [35]. There is a separate section with a list of successful transactions; among the latter – $250,000 for the Krivorukoff mobile games development studio and $200,000 for the mobile educational platform StudyApps.

- **StartTrack** – the leading Russian crowd-investing platform with the turnover in 2017 more than 800 million rub. [36]

**Digital peer lending instruments**

In Russia, the peer-to-peer (P2P) lending market’s development is hampered by regulation and lack of information. Problems of the Russian market of p2p-lending are primarily related to absence of a developed scoring system of the entire population in uniform and comparable format. One of the current examples – City Money [38].
Prevalence of equitable money exchange and the use of crypto currency

Also, an important indicator of the new rules of financing is relates to assessing the extent to which p2p currency exchange and cryptocurrency are used. Expert evaluation: Currency exchange is very opaque, and the use and exchange of cryptocurrency is not yet regulated in Russian Federation (in other countries there is also no fully operating regulation). It should be noted that in recent years, many young companies in Russia are actively discussing the Initial Coin Offering (ICO) process, there are successful examples of such ICO holding [39].

Share of the fintech industry in the total market volume

Talking about the new forms of payments in the first place, it is necessary to estimate how big the share of fintech industry is in the total market. Expert evaluation: the share is small, but the potential is great. In Russia, the volume of investments fintech start-ups in 2015 totaled $ 9.8 million ($ 22 billion worldwide) [39].

Using of digital payment systems

At the same time, in Russia there are global digital payment systems, such as PayPal and PayOnline (part of international holding Net Element), as well as domestic – Qiwi and Yandex.Money.

It should be noted that the new Strategy of Development of the Information Society in the Russian Federation implies severe restrictions on foreign players in the Russian digital economy. All data should be stored on a Russian server, all payments should be carried out through the Russian payment systems, cross-border payments should be transparent, the rights of national logistics operators should be protected, etc. [1].

Using of digital sharing platforms

The main indicator of the digital sharing economy is the extent to which companies are developing due to this “sharing economy” provided by ICT (for example, services such as car sharing, bike and housing sharing). In Russia, there were the first examples which still have achieve a stable tendency for spread and further development. For example, only private investors develop car sharing services in Russia. Total investments of the two largest market participants exceed 1.2 bln. Rub. [40] At the beginning of 2017 the Moscow Department of Transportation has published statistics according to which the combined fleet of carsharing service providers (Delimobil, Car5, YouDrive, AnyTime, BelkaCar), is at 1.5 thousand units, but at the middle 2017 it’s exceed 2.3 thousand units. More than 280 thousand subscribers were registered in the system of carsharing systems in the city.

The dynamics are demonstrated by the data available for June 2017. The number of registered users of the Moscow carsharing ecosystem exceeded 500 thousand people – data of the press service of the Moscow mayor [41].

On the other hand, it may be noted that the Airbnb apartment booking service works in Russia, but recently closed its Russian division (although it continues to work) [42].

Among other examples, non-profit services for sharing of goods can be noted. For example, Darudar or Rentmania.
5.5.4 Digital transformation of different sectors of the economy

According to a survey by Rosstat [10], the percentage of organizations that have websites ranges from 17% in agriculture, to 70-80% in the financial sector. The number of ICT professionals (in percentage terms, with the exception of ICT companies), is highest in the financial sector, telecommunications, and services, which moved their business to Internet (real estate, for example). The lowest number of ICT professionals is in agriculture. The same distribution can also be seen on other indicators reflecting digital transformation in the use of cloud services, specialized programs, etc.

Assessment of the level of digital transformation of different sectors of the economy

It is evident that the ICT sector will be among the leaders of digital transformation. Also among the leaders are wholesale trade and financial sector. The processes of digital transformation in the telecommunication sector of Russian economy, as well as hardware, software and business usage models, are proceeding in the same way, as it is in Europe (in some cases with time delay). The same assumptions can be applied to financial sector and retail.

According to McKinsey estimates [44] of the level of digitalization, some of the sectors are closer to world levels (eg, ICT, education, finance), but in many key sectors (mining, manufacturing industries, and transport), Russia still lags behind the leading European countries.

5.6 Assessment of the current status and findings

The indicators for the entire section are presented in the diagram below, the specific details on scoring are contained in the table in Annex 1.

The strategic objectives of digital transformation of businesses have been identified, but the program on achieving those objectives has not been developed. Government regulation and, in particular, the tax regime is not conducive to development of digital business.
Digital leadership and entrepreneurship have not merged yet in Russia. Understanding the content of the digital transformation is now the prerogative of the scientific experts, and partially of politicians and public figures. The approaches formed are gradually transformed into government programs, covering primarily the ecosystem aspects of the conditions for business to work on changing their business models in the process of digital transformation. Examples of enterprise leadership are limited to a handful of companies. The problem lies with the poorly organized process for disseminating knowledge and experience of digital transformations among a wide range of entrepreneurs.

An integrated approach is missing with regards to development of human capital among the workers, who could consciously and thus more effectively participate in digital transformation of their employer companies. The Russian business is not yet ready for defining the requirements and for efficient use of resources with appropriate competencies for execution. The reason is that in the vast majority of companies, the digital competencies for management are not in place.

The share of R&D and innovation in the Russian business in general is very low compared with the European countries. Funding for development of the enterprises is not sufficient, and the tax regime in this regard is not favorable.

Somewhat better is the position of Russia in the field of information security in specific sectors of the economy, but this does not translate, for example, to the trust of end-users to digital services.

Interest in the new digital technologies in the Russian business is great, in organizations where there is a base (for example, the remaining scientific schools, training programs), the transformation process is faster. Lack of own scientific reserve, training programs and integration with the global scientific community slows down development.

In general, the e-commerce market in Russia can be described as actively-developing from the positions of amounts, in which it is used by populace and organisation. The problems in this market include the low purchasing power of the population, under-developed logistics channels throughout the country, absence of taxes on cross-border players and unequal conditions [for them] in comparison with domestic companies, the low level of confidence in online shopping and the quality of the products offered.

Virtually all areas of new/emerging technologies have Russian pioneer companies, and one can expect the intensification of the development of new business models in connection with the adoption of the program “Digital Economy in the Russian Federation.” Among the leaders of digitization are the sectors of the Russian economy, working either by the same model as their foreign counterparts (eg, the telecommunications industry), or experiencing a real competition with them (eg, ICT sector). These include the already mentioned ICT sector, finance, and to a lesser extent retail. Among the lagging sectors and subject areas include construction, agriculture, health, social sphere.

In general, the level of digital transformation of the private sector in Russia Federation can be assessed as moderate.
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6. Digital citizens/consumers

Consumers of advanced technology play a significant role in shaping the digital economy, as they are often the first to give impetus to the development of new products and services. Their intentions and the demands for the possible applications of digital technology in everyday life are an extremely important source of technological innovations, which are in close cooperation with social media elements. For the widespread introduction of digital technologies that contribute to improving the quality of life, households and individual users must have unhindered access to them, and there must be the conditions for their mass and effective use. The willingness of consumers to participate in the digital ecosystem, and the constant interest in active participation in it, are the most important conditions for its dynamic and successful development.

6.1 Access to digital technology

Percentage of households with access to the Internet (ITU data) of 2016 put Russia (74.8%) immediately before Cyprus (74.4%), below Israel (75.7%) and significantly behind the leading countries: Norway (97.1%), Bahrain (98.0%) and the Republic of Korea (99.2%) [1, p. 138-141] in the rating of countries by this indicator. At the same time, the value of this indicator is growing quite rapidly: according to Rosstat, it grew almost 1.6 times in the last six years: from 48.4% in 2010 to 74.8% in 2016 and to 76.3% in 2017 [3, p. 244].

The most common means of access to the Internet are desktop computers (40.6% of households), laptops or netbooks (40.6%), tablets (26.8%), other mobile devices such as mobile phones, smartphones, PDAs, etc. (56%), smart TV (7.8%) [4, table 1.2], video game consoles (2.8%), At the same time, the share of households using “other mobile devices” (mostly smartphones) is growing rapidly: 32.8% in 2014 against aforementioned 56% in 2017.

The main impediments to the use of the Internet in households are “no need, unwillingness to use, no interest” (16.7% of all households), lack of skills (6.4%), high cost of connection (4.3%), wherein the difference between urban and rural areas is insignificant [4, table 1.5].
**Percentage of households with broadband access to the Internet**

Rosstat has been measuring this indicator since 2013, and during this time its value increased from 56.5% to 72.6% in 2017 [2, item 2.6.12]. In the EU in 2017, 85% of households had broadband Internet access, and in leading European countries the value of this indicator is close to 100% (Netherlands – 98%, Luxembourg – 97%) [5].

Inequality between urban and rural areas in the proportion of households with broadband Internet, is fairly high: 76.8% vs. 59.6% [4, table 1.1].

**Percentage of households with a computer**

According to Rosstat [2, item 2.6.2] between 2010-2017, there was a steady increase in the proportion of households with access to a computer at home, of the total number of households, from 54.5% to 74.4%, or almost 20 percentage points. According to the ITU in 2016 [1, p. 138-141], Russia (74.3%), was more or less on the same level with Romania (74.0%) and lower than Republic of Korea (75.3%), but significantly inferior to the leaders: 98.5% in Iceland; 97.6% in Norway; 95.9% in Luxembourg.

As on other access parameters, here in Russia is also characterized by a marked disparity between urban and rural areas: 78.3% and 62.6% [4, table 1.1].

### 6.2 Use of digital technologies

**Percentage of individuals using the Internet**

Among the total population aged 15-74 years, the share of the population that has ever used the Internet is 76.4%, among which 74.1% are so-called active users, i.e. those who use the Internet at least once a week. According to Rosstat, it grew 1.2 times in the last five years (from 61.4% in 2013) [2, items 2.6.7-2.6.8]. According to ITU [1, p. 142-145] Russia with its 76.4% in this indicator is approximately at the level of Lebanon (76.1%), Czech Republic (76.7%) and Kazakhstan(76.8%) and significantly behind the world leaders of Bahrain (98.0%) and Iceland (98.2%). Rosstat shows a uniform annual increase in the value of this indicator by 3 percentage points starting from 2013.

The dynamics of the growth in the share of Internet users among household members is also of interest: from 38.0% in 2010 to 76.0% in 2017, where the peak of growth (6-8 percentage points per year) occurred in 2011-2014 [2, items 2.6.7, 2.6.9]. Among the main factors that motivate people to use the Internet are the use of social networking services, downloading content, and purchasing goods and services.

The gap between urban and rural areas in the share of Internet users is quite large: 79.0% versus 66.0%, and among active users it is 77.4% vs. 64.0%, while no gap exists between men and women independent of living in urban and rural areas [4, table 3.1b].

The share of the population which has never used the Internet in the total Russian population in 2017 was 16.3% (against 19% in 2016). Since 2010 the value of this indicator has decreased by 34.7 percentage points, and the speed of decrease peaked in 2011-2012 when the situation improved 8-9 percentage points per year [3, p. 247; own calculations based on Rosstat data of 2018].

**Activities carried out over the Internet**

The indicators of goals of internet usage are calculated by Rosstat since 2017, as a share of three-month audience (population aged 15-74 years who used the internet in
the last three months), that performed various activities via Internet. The similar figure for EU and OECD is calculated from age group 16-74. In all cases we use data for 2017.

According to data received by Rosstat in 2017 [4, table 3.11], the most popular (78.1% of users) way of using the Internet in Russia is to participate in social networks (for example, VKontakte, Odnoklassniki, Facebook). In this, Russia is ahead of the EU, where the average value in 2017 is 65%, and slightly inferior to the European leading countries in this indicator (Malta 87% and Iceland 91%) [5].

On the use of the Internet for phone calls or video conversations over the Internet (Skype and other applications), Russia with its 48.8% of users [4, table 3.11] is a little above the EU average (46%), but significantly lower than the leader on this indicator, Bulgaria (85%) [5].

In terms of sale / purchase of goods and services via the Internet (including via online auctions) by the population, Russia with its 18.9% [4, table 3.11b] is a little lower than the average level of online purchasing of goods and services in EU countries (22%) and two time lower that the champions – the Netherlands (38%), Croatia (37%) and Malta (36%)[5; 6]. To search for and sell goods and services, Russians used sites such as “Tiu.ru”, “Avito.ru”, “From Hand to Hand”, “Yula”, “Masters’ Fair” and numerous special pages on social networks.

The value of the Russian indicator for user-generated content (books, articles, magazines, photos, music, videos, programs, etc.) to sites, social networks, or cloud storage for public access is 32.3% [4, table 3.11b]. The OECD average is 40%, while the leading countries are much more successful: 70% in Iceland, 67% in Cyprus [5].

Values of the indicator of seeking information about health or health services in EU varies from 46% (Italy) to the 79% in Croatia. In Russia the value of this indicator is’s 33.9% [4, table 3.11b].

Lower is the value of the indicator of the search for information on education, training courses, trainings, etc., which was 11.7% in Russia in 2017 (the EU average in 2015 was 41%).

Also we should mark the significant difference in values of the indicator, which designates the usage of distance learning (online courses) – 3.6% for Russia (in the EU in 2017 it constituteds 8% [5]). Meanwhile this form of education (online courses) was chosen by 20% of internet users in Iceland (which is the leader by this indicator) and 18% – in Sweden.

30.9% of Russian Internet users were making financial transactions via the Internet during 2017 [4, table 3.11b]. Although the value of this indicator is growing rapidly (in 2016 it was 22.5%), this is still considerably lower than average for EU countries (in 2017 the share of individuals doing the Internet banking was 61%) and quite far from the leaders of Norway and Iceland (95%) [5].

The value of the indicator associated with the online search for vacancies, in Russia, according to Rosstat, is only 10.4% [4, table 3.11b], which is twice lower than the average for EU countries (20%), where Sweden is leading with a value of 36% [5, 6]. At the same time, according to expert estimates, in the Russian private sector today almost 70% of vacancies are closed thanks to Internet services for recruiting and personnel search (HeadHunter etc.). To find vacancies and jobseekers, as well as jobs for people
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with disabilities and vacancies for public and temporary work, the Rostrud website “Work in Russia” has been created and is being used.

Political activity by Russian citizens using the Internet, through participation in online polls or consultations on social and political issues (e.g., urban planning), signing petitions and appeals, publication of opinions on social and political issues via websites, participation in forums, etc., can be estimated as low [4, table 3.11b] at the level of 3% (EU average of 10% in 2017, 33% for Luxembourg, 26% for Iceland [5]).

Participation in professional networks, such as LinkedIn, Professionaly.Ru, Xing, E-xcutive.ru etc, makes 2.5% whereas EU average is 15% and the best are the Netherlands with their 36% and Denmark with almost 31% [5]).

**Use of government services by citizens**

In terms of “the proportion of the population using the Internet to receive state and municipal services in electronic form in the total population aged 15-72 years” [2, item 2.6.10] the value increased in the period from 2013 from 10.7% to 42.3%, with the peak of growth in the 2016-2017, when the annual increase was 13.5 percentage points. The highest values of this indicator were registered in 2017 in Yamalo-Nenets Autonomous Area (83.2%), Republic of Tatarstan (73.4%) and Moscow Region (74.3%).

The proportion of the population who used the Internet to obtain state and municipal services in the total population that received state and municipal services has also risen substantially – since 2013 when this monitoring was started the value has more than doubled from 30.8% to 64.3%, with the peak of growth in the period 2015-2017, when the annual increase was 12-13 percentage points, indicating an increase in interest and trust of the Russian people in electronic/digital government. Champions on this indicator in 2017 were Moscow Region (86.2%), Yamalo-Nenets Autonomous Area (86.1%), and Republic of Tyva (78.8%) [2, item 2.6.11].

The most active service area at the end of 2016 was the receipt of healthcare related services (Make, review or cancel an appointment with a practitioner) with 32% of those who received state and municipal services in the last 12 months, taxes and fees (know your Individual Taxpayer Number, an appointment to the tax office, checking tax debts, etc.) of 27.7%, services of the Ministry of Internal Affairs / State Traffic Inspection (check fines, the issuance/replacement of a driver’s license, vehicle registration) – 25.5%, services related to housing and utilities (extract from the house/household books, a certificate from the BTI, provision of meter readings, obtaining payment for housing subsidies) of 21.3% [4, таблица 5.9].

The value of such an important international indicator as “sending completed forms and other necessary documents in electronic form” when receiving state and municipal services in Russia was 12.1% of the population aged 15-72 in 2016 [calculated from 4, tables 5.1 and 5.11], which is lower than average European level (28% in 2016, 30% in 2017), and noticeably behind the best values in the EU (70% in Estonia, 71% in Denmark and 72% in Sweden) [5]. The gap between urban and rural areas in the level of population use of the Internet for public and municipal services in electronic form remained significant, but a gradual reduction of this gap was observed: in 2013 the gap in the share of those who used electronic governmental service from people, who appealed to the government was 25%, in 2017 it was 15% [3, p. 236, 4].
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The age groups that most intensively used the Internet in 2017 for state and municipal services were 30-34 years (56.7% of the population in this age group), 35-39 years (56.1%) and 25-29 (54.1%) [4, table 5.4].

The main reason given for the refusal of the Russian population to use the Internet for public and municipal services is a preference for a personal visit and personal contacts – this reason was pointed by 61% of the total population aged 15-72 years which did not use the Internet for state and municipal services [table 5.19].

**Remote work activity**

The term “distant working” was fixed in the Labor Code in 2013 [13]. The proportion of employed persons who have access to the internet and remote working by agreement with an employer in Russia is very low: according to expert estimates, it amounts to 1-3% of the EU average value of 5% people working from home daily or almost every day in 2018 and 10% of those who work from home at least one a week [5]. According to J’son & Partners Consulting the share of “virtual” workplaces in Russia can grow up to 20% by 2021 [9].

The most common forms of distance employment are in programming, web design, consulting, analytical work, and others. The specialists (especially in the first two cases) often work with foreign customers.

Obstacles to the dissemination of remote work in Russia are: corporate culture features (directive management style, lack of confidence in the employee) and the mentality (socialization through presence at work and communication in a team), as well as low awareness of the positive economic effect of the remote work and its tools.

**Use of payment cards**

The vast majority of Russians (79.44%) have payment bank cards and their penetration is growing [10, item 2.61]. This is largely due to the implementation of salary and pension projects that, in particular, promoted active development of this means of payment not only to urban but also to rural residents.

According to the Central Bank of Russia, as of October 1, 2017, 88.3% of the total volume of the issue of cards consisted of debit (settlement) cards, 11.7% accounted for credit products [11].

Most household members carry and regularly use only one card. Two or more cards are more likely to be held by citizens with higher education, as well as middle-aged respondents from 25 to 44 years.

**Use of digital technologies by citizens and security issues**

The share of persons, that do not buy things on-line, because they don’t trust this type of purchasing, according to Rosstat data, gathered during 2017, makes 17,8% [4], whereas for EU this figure is 16% [5]. The unwillingness to disclose the information about payment card was marked as a reason to decline online purchasing by 4,7% (in EU – 7% for close indicator), 4,9% of respondents, who have not ever buy anything via Internet, act in a such way because they don’t want to uncover their personal data in the Web. If we mention distrust as a reason to refuse purchasing on-line, we should also bear in mind the general incredulity to Internet, which is connected to the safety considerations.

In 2017, according to Rosstat, the proportion of the population aged 15-74 years who did not use the Internet for security reasons was 3.2%, including because of the
intention to restrict children’s access to undesirable information – 0.5% and because of the intention to protect the computer against viruses and virus-bearing programs – 0.2% [4, table 3.16b]. 2.7% did not use the Internet because of the unwillingness to uncover their personal data in the Internet. The difference between the city and the village is insignificant, but women, regardless of their place of residence, are a little more cautious, especially in terms of children’s access to the Internet.

Data as of 2017 show that 28.8% Internet users (12-month audience, during last year have faced threats connected with information security, including 18.5% – with unsolicited advertising messages (spam), 13% – with infection by viruses, 1.8% – with unauthorized access to the computer. The values of indicators characterizing other threats (visiting unwanted websites by children, stealing money and personal data, the use of a mobile phone and e-mail by unknown persons) were very low, less than 1%. Statistics show a perceptible decrease in the number of clashes between the population and threats to information security in the last three years [3, p. 254].

Shopping online

Rosstat data show that the proportion of the general population aged 15-72 years who used the internet in the past 12 months to order goods and services from 2013 to 2017 gradually increased from 15.3% to 29.1% [2, item 2.6.13]. In this case, the EU average is 57% for 2017. European leaders here are the United Kingdom and Sweden (82% and 81%). Of this index, Russia is between Serbia (31%) and Croatia (29%) [5].

The Internet was most actively used for this purpose by those aged 25-29 years (47.7%); the least active age group was 70-79 years (1.7%) and older than 80 years (0.9%). The inequality between the city and the village in this indicator is very significant: 30.3% and 16.8% respectively [4, table 4.4].

About two-thirds of respondents of Yandex.Market and GfK Rus (survey of 2823 Russian online shoppers aged 16-55, residents of towns with 100 thousand inhabitants and more [12]) bought goods abroad in the last 12 months – this indicator remained almost unchanged compared to year 2016. The audience of foreign online stores continues to reorient to China. This is especially noticeable in cities with a population of 500,000 to 800,000 people. Here the share of those who make purchases on Chinese sites has grown over the year from 58% to 66% (from total number of online buyers). In general, the smaller the city, the more popular there are Chinese shops and the less its inhabitants make purchases in other countries. This is proven also by answers of customers: they choose foreign internet-shops, primarily, because of low prices (76%, the most common answer), wider range (33%) and the opportunity to find products, that are not available in Russia (32%). The main reasons why one refuses to buy goods in foreign online shops are long periods of delivery (39%) and fear of becoming a victim of fraud (27%).

The list of top products has not changed in recent years: in Russian and foreign online stores, most respondents order clothes and shoes, small household appliances, cosmetic, smartphones and products for children.

According to Rosstat, payment is made in most cases by a credit card (75% of the total population aged 15-74 years who purchased goods and services via the Internet), followed by cash (33.9%), and payment through terminal/ATM (14.2%) [4, table 4.8b]. Comparing to 2016, we may observe a remarkable rise of popularity of 1st method (it
had risen by 7%) and a little decline of 2nd (3%). Payment through e-money (WebMoney, Yandex.Money etc.) and payment through mobile phone remain less popular (8% and 10,2% correspondingly) [4, table 4.8b].

Projected increased competition between domestic players of e-commerce market and international companies, mainly Chinese, that are actively expanding presence on the Russian market.

The use of household “smart home” technology
According the results of survey, conducted by J’son & Partners Consulting, “smart home” systems by the end of 2017 were used by 0.6% households. The predicted amount for 2022 is 6,7% [14]. The most popular “smart home” system, according to J’son & Partners Consulting, are:

- smart thermostats;
- connected security systems;
- smart lights;
- connected speaker systems;

The volume of global market of machinery, systems and “smart home” services in 2017 reached $84 billion, which is 11,3% more than the corresponding figure was in 2016. In 2018 “smart home” systems market had increased in volume by 14,3% which made $96 billion. According to calculations made by DISCOVERY Research Group, the volume of “smart home” services market in 2017 amounted to 8 billion RUR, in 2018 – 9 billion RUR (the increase was 12,5%). Within the structure of “smart home” services market one can distinguish three basic segments: devices themselves, services (software etc.), installation and connection provided. The main share of “smart home” systems market is formed by devices[15].

The complex solutions on the smart home” systems market are offered a vide range of companies, including cellular operators (Beeline, Megafon). The demand on such systems is yet limited by high price – the price of a set for one-room apartment can start from 410 thousands roubles[16].

According to J’son & Partners Consulting, government initiatives (development of digital economy, including the “smart city” project) and the initiatives of hardware and solution suppliers, which are actively searching ways for market entry and highly appreciate its perspectives, in recent times are becoming drivers of the russian market development, inter alia drivers of the changing the vision of “smart home” from what is called symbol of prestige or electronic toy to a product of mass consumption. There is a chance for market players to overstep the stages of development passed by global market using the experience of the leading countries and the support of the government [14].

6.3 Assessment of the current status and findings
Indicators for the whole section is presented in the diagram below. Specific values are contained in the table in Annex 1.

In Russia, due to the intensive development of information infrastructure and various ICT applications in socially important sectors (trade, health, education, public administration, culture and others) there is a dynamic entry of the population and households
into the digital economy. This occurs in the first place and at the fastest rate in large cities, while remote and rural areas are lagging far behind in almost all indicators of access to digital technologies and their use. However, due to historical continuity with the Soviet Union in Russia there is practically no gender difference in the development of new technologies and services, and in rural areas, women outnumber men in most areas of Internet use [4, table 3.11].

In household access indicators, Russia still lags behind the leading countries, but there is a positive trend in terms of broadband access to the Internet, especially on mobile devices. The values of Russia's indicators related to the use of the Internet for communication and participating in social media interactions exceed the average European ones. The usage of other services and possibilities is yet less developed. So far the desired indicator values of the Russian population in using Internet for implementation of financial transactions (two times less) and the search for work via the Internet are modest. Online political activity of Russian citizens is low, but in large cities, voting online, petitions and other forms of political activity have already become widespread. Statistics and expert assessments indicate the growing interest and confidence of the Russian population in digital government, the use of payment cards, and online purchases.

It takes a lot of work to develop digital and logistics infrastructure in remote areas and rural areas, to raise public awareness about the availability and benefits of digital technologies and services, and to develop the skills of the population in their use.

In general, the situation with the access of Russian households to digital technologies and their use by the population can be assessed as moderate.
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7. Social and economic impact

With the development of the digital economy around the world, high expectations are associated. In the World Development Report “Digital Dividends” of the World Bank [1] three groups of expected economic and social effects of digital transformation (economic growth, jobs, and accessibility and quality of services) were allotted.

Economic effects are associated with the multifaceted impact of digital technologies that can reduce costs and increase labor productivity (by optimizing production and logistics processes, increasing equipment productivity, and reducing resource consumption and production losses), expanding markets and the scale of trade, increasing competition, increasing market efficiency of labor, as well as the effectiveness of R&D and the development of new products.

The social effect of digital transformation — improving the quality of life through the use of digital technologies — is associated with an increase in the availability and quality of educational and health services, new employment opportunities, increased participation, convenient digital services and government services, comfortable life with “smart” cities and houses, and increased public security.

However, as it was pointed out in the World Bank report, economic and social effects do not occur automatically. Digital potential for socio-economic development can only be realized if there is a favorable business climate, stimulating the growth of government regulation, effective innovation systems and the development of digital infrastructure. Without these conditions, opportunities can turn into risks, such as the concentration and strengthening of monopolies, increased inequality, and increased control.

The section below gives an assessment (mostly expert) of how the use of digital technologies currently affects the socio-economic development of Russia.

7.1 General Effects

*Impact of digital technology on socio-economic development*

To assess the impact of digital technologies on the social and economic impact of ICT, a composite sub-index of impact from the WEF Network Readiness Index [2] was used, according to which Russia ranks 41st in the world, behind China and Kazakhstan (39th and 40th).
The lowest rankings for Russia are on the impact of ICT on new business models, goods and services (97th place), on accessibility of basic services (88th), on new organizational forms (75th), and on government effectiveness (61st).

**Indicators of social and economic effects from the use of ICT in national digital strategies and programs**

Indicators of social and economic effects of ICT are practically absent from Russian strategic planning documents, with the exception of an index of consumer satisfaction with the quality of public and municipal electronic services. The lack of measurable indicators of goals related to the economic and social impact of ICT, as well as a built-in hierarchical system of indicators that allows assessing the contribution of individual initiatives and projects to the achievement of goals, reduces the effectiveness of digital transformation management and increases the risks of non-receipt of expected dividends.

### 7.2 Economic impact

**Impact of digital technologies on new business models, services and products**

In assessing the impact of ICT on new business models by business managers in the WEF Network Readiness Index [2], Russia ranks 97th, behind El Salvador, Greece and the Gambia. Finland and Great Britain are at the lead in this indicator.

In Russia, the situation with new business models is not uniform. In some areas of the platform economy, for example, national companies have been established that successfully compete with international ones: taxi ordering (Yandex.Taxi), trading platforms (Avito, Ozon, Yandex.Market), social networks (VKontakte).

The sharing economy actively developing in recent years is also growing rapidly in Russia, but is at the initial stage. Today, the most popular areas in it are car sharing and private rental services.

New forms of financial services related to digital technology (FinTech) developed in Russia, mainly due to two widely used products in the country: online payments and transfers of funds [4]. In this area, Russia has strong local platforms like Yandex.Money, QIWI Wallet, Unistream, Crown, Robokassa and others.

**Impact of digital technologies on the organizational models**

The impact of digital technology on the emergence of new organizational models (remote work, virtual teams, etc.) in Russia was ranked by the WEF experts [2] at 4 points out of 7. According to this indicator Russia ranks 75th place conceding Ukraine, Poland and Hungary.

In Russia, distant work has not yet become a mass phenomenon, according to experts and analytical agencies, and in 2016 did not exceed 1-3% of those employed, compared with one third employed in the leading countries on this indicator. This is due to the mentality of managers and employees, and the conservatism of organizational forms of business activity in Russia, but the economic effects of remote employment and successful examples are encouraging the expansion of this practice. According to the joint research of the Bitrix24 service and the J’son & Partners Consulting agency in Russia, 51% of programmers work primarily in remote employment mode, followed by employees of customer support services (38%), designers (27%), analysts 15%) and employees of the financial department (15%) [5].
Impact of the digital transformation on the economic growth and job creation

The impact of ICT on economic growth, including in Russia, has been studied in the last decade by many analysts.

In 2011, McKinsey published a study of Internet impact on GDP growth in 13 countries – Canada, France, Germany, Italy, Japan, Russia, UK, USA, Brazil, China, India, South Korea, Sweden, [6]. In these countries, an average of 7% GDP growth from 1995 to 2009 was due to the internet, and in the period from 2004 to 2009, its contribution to GDP was 11%. Against this background, Russia’s performance looked more modest: the contribution of the Internet to economic growth, McKinsey estimated, was only about 1% (the worst figure among the BRIC countries). In general, in countries with rapidly developing economies, the contribution of the Internet to GDP growth was significantly less than in countries with developed economies.

A study of the impact of the Internet on the economic growth of G20 countries in 2012 was conducted by the Boston Consulting Group (BCG). For these countries, a macroeconomic assessment was made of the contribution of the use of the Internet to GDP growth (from 1.3% to 8.3%). The contribution of the Internet to the growth of the Russian economy was only 1.9% according to the Boston Consulting Group’s estimate, being one of the lowest indicators of the G20 countries and giving way to the corresponding contribution for the BRIC countries [7].

In 2015, McKinsey estimated that the share of the digital economy in Russia’s GDP rose to 3.9 percent (8 percent to 8.2 percent in the EU, 10 percent in China and 10.9 percent in the US). BCG, calculating the volume of the digital economy in its methodology, gives lower estimates. According to the recent (October 2017) BCG report “Russia Online: Four Priorities for a Breakthrough in the Digital Economy,” the share of the digital economy in GDP in 2016 has returned to growth after a decline in 2015 and today is 2% (which is 10% higher than the value of 2015). The contribution of the digital economy to GDP grew from 1.5 trillion rubles in 2015 to 1.7 trillion rubles in 2016. Average annual dollar growth in 2010-2016 amounted to 4.8%, which is below the average annual growth rate of the digital economy in the leading countries (Scandinavia – 6-7%, the United States and Great Britain – 8-9%) [9].

Nevertheless, international analytical companies see in the long term great opportunities for economic growth in Russia through the use of digital technologies. In 2017, the report “Digital Russia: The New Reality” by McKinsey [8] states that the digitalization of the economy in 2025 may give the country economic impact estimated at 4.1-8.9 trillion rubles, which will be from 19 to 34% % of total GDP growth, as well as improving the quality of life.

A possible explanation of the smaller influence of digital technologies at earlier stages of their use in the Russian economy can be found in the studies of the Economist Intelligence Unit, which, based on the results of an empirical statistical study, substantiated the hypothesis of a “threshold effect” whereby the use of ICT starts to positively influence economic growth after reaching a certain level of penetration of ICT into the economy and/or after a certain period of time [10]. The bad business climate also makes a further contribution: on this parameter Russia occupies less than one hundredth place among the countries estimated in the ratings of the WEF.

According to Russian experts, the trend of job losses associated with the use of digital technology, which is projected in a recent report by the World Economic Forum
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[11], at present and in the short term, affected Russia to a lesser extent due to several factors [12]:

- cheap labor, which after the devaluation of the ruble has become less expensive than in China, so enterprises have less incentive to invest in technological renewal of production and get rid of manual labor;

- a reduction in the availability of capital and investment, which leads to a slowdown in the introduction of new technologies (for example, sales of industrial robots in Russia in 2016 decreased by 40% from 550 to 316 units [13]);

- peculiar properties of the corporate culture and management settings: the decision to fire an employee is made in a pinch, the palliatives are preferred such as part-time etc.; in state corporations, for example, the ongoing automation processes do not lead to a reduction in jobs.

At the same time, Russia will not avoid global trends. For example, even now the demand for highly skilled specialists in new technologies is growing, but there is a shortage of such specialists. Companies are forced to invest in the formation of such competencies (the mobile operator VimpelCom, for example, opened its own corporate data school “Beeline”[12]).

7.3 Social impact

**Impact of digital technologies on access to basic services**

In assessing the impact of ICT on access to basic services (medical, educational, financial, etc.), Russia ranked 88th out of 139 countries (3.9 points) in the WEF Networked Readiness Index [2], behind Moldova, Poland and Mali. Singapore, the Netherlands and Switzerland rank first in this respect.

In health care, the potential for improving the availability of high-quality services by means of digital technologies is large, but in Russia its implementation has until recently been constrained by regulatory restrictions (on telemedicine interaction between physician and patient), and financial and technical barriers (in the case, for example, remote patient monitoring or the use of intelligent systems support of medical activity).

In the education system, the situation is better: almost 43% of higher education institutions and more than 23% of secondary professional education institutions provide distance education services [14], which, in particular, provided educational services for students with disabilities.

In the field of digital financial services, the proposal is formed, but they are used much less than in developed countries. All the major banks of the country working with deposits of individuals (Sberbank of Russia, VTB-24, Alfa-bank, etc.), provide Internet banking services for managing accounts via the Internet, but Internet banking in Russia in 2016 was used by only 16.4% of the country’s population [15], while the EU average for this indicator was 49% in 2016, and in countries such as Finland, Sweden and the Netherlands it exceeded 80% [16]. At the same time, the share of Russia’s adult population having a payment (debit and / or credit) card is 79,44% (at the beginning of 2017 [17]).
Use of digital technologies and the efficiency of the government

In the impact of digital technologies on improving the quality of public services (shorter time to receipt, reducing the number of errors, the introduction of new online services, increasing transparency), the WEF Networked Readiness index gave Russia 4.1 points out of 7 [2]. For this indicator, Russia occupies 61th place after Uruguay.

At the same time, it should be noted that, according to Rosstat, citizens' satisfaction with the quality of state and municipal services provided in electronic form is growing and reached 70.5% in 2017 (in 2016 it was 66.1% and in 2015 – 57.5%), and together with those partially satisfied – 98.9% [18]. There is an increase in overall satisfaction with the quality of state and municipal services from their recipients (regardless of the receiving channel).

Impact of digital technologies on service quality

The use of digital technologies adds new qualities and conveniences to obtaining traditional services (remote access, additional services, shorter delivery times, a variety of choices, etc.). Users of basic services in electronic form are mostly satisfied with their quality. Thus, according to the monitoring of the availability of financial services conducted by the Central Bank, in May 2017, they positively assessed (by 4 and 5 out of a maximum of 5) their satisfaction with the services of 95% of Internet banking users from a stationary PC or laptop and 97% of mobile banking users applications (calculated by the indicators of financial accessibility [19]).

The public sector as a whole lags behind business in terms of improving the quality of services based on digital technology. Among enterprises in 2016 only 35% were fully satisfied with the quality of public services provided in electronic form [20].

7.4 Assessment of the current status and findings

Indicators for the whole section are presented in the diagram below. Specific values are contained in the table in Annex 1.
Russia has great potential to achieve digital dividends: to accelerate economic growth and improve the quality of services. But for the time being the digital transformation is only partially implemented and constrained by insufficiently wide use of new digital services by the population, inhibition of investments in digital technologies to update the activities of organizations, regulatory constraints and shortcomings in the business climate.

In general, the situation with the social and economic effects of the process of digital transformation in Russia can be assessed as moderate.
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Conclusion

In conclusion, we present an integrated set of estimates for the main directions of the analysis of the level of development of digital economy of the Russian Federation.

The analysis shows that for non-digital (analog) factors affecting the development of the digital economy, the situation in Russia is moderate, and in some such as regulation, human capital, trust and security the current status can be considered developed.

Digital foundations for the development of the digital economy in Russia have also been formed moderate, and the development of individual digital platforms, and the use of digital technologies and e-commerce well developed.

However, the digital transformation of the public sector (government, education, health, culture) and, especially, the transformation of business under the impact of digital technologies is lagging behind.

The level of use of digital technologies by citizens in the households of the Russian Federation is likewise scarce, which explains the generally low level of social and economic effects from the impact of digital technologies.
Annex 1. Areas of the analysis and indicators for digital economy in Russia

Legend for the digital economy development indicators for the country assessment

<table>
<thead>
<tr>
<th>Level</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>Excellent</td>
<td>5</td>
</tr>
<tr>
<td>Developed</td>
<td>4</td>
</tr>
<tr>
<td>Moderate</td>
<td>3</td>
</tr>
<tr>
<td>Emerging</td>
<td>2</td>
</tr>
<tr>
<td>Initial</td>
<td>1</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>No.</th>
<th>Areas of the analysis and indicators</th>
<th>Level</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.</td>
<td>Non-digital foundations for digital economy development</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.1</td>
<td>Public policy and strategic planning</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.1.1</td>
<td>Strategy for development of the digital economy</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.1.1.1</td>
<td>Current strategy for socio-economic development</td>
<td>Developed</td>
</tr>
<tr>
<td>1.1.1.2</td>
<td>Current digital economy strategy</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.1.2</td>
<td>Implementation of the digital economy strategy</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.1.2.1</td>
<td>Implementation of strategy for socio-economic development</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.1.2.2</td>
<td>Implementation of the digital economy strategy</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.1.3</td>
<td>Digital transformation measuring, monitoring and evaluation</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.1.3.1</td>
<td>Monitoring and evaluation of digital transformation</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.2</td>
<td>Leadership and institutions</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.2.1.</td>
<td>Managing the development of the digital economy</td>
<td>Moderate</td>
</tr>
<tr>
<td>-------</td>
<td>-----------------------------------------------</td>
<td>----------</td>
</tr>
<tr>
<td>1.2.1.1.</td>
<td>Availability and effectiveness of digital economy management system</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.2.2.</td>
<td>Stakeholder participation</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.2.2.1.</td>
<td>Stakeholder participation in management of the digital economy development</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.2.3.</td>
<td>Digital leadership</td>
<td>Developed</td>
</tr>
<tr>
<td>1.2.3.1.</td>
<td>Senior leaders publicly taken personal ownership and accountability for any digital transformation initiatives</td>
<td>Developed</td>
</tr>
<tr>
<td>1.2.4.</td>
<td>Regulatory and financial institutions</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.2.4.1.</td>
<td>Presence of an independent regulatory body in the telecommunications sector</td>
<td>Initial</td>
</tr>
<tr>
<td>1.2.4.2.</td>
<td>Presence of an institution responsible for regulating the use and protection of data</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.2.4.3.</td>
<td>Provision of financing for the digital economy development</td>
<td>Developed</td>
</tr>
<tr>
<td>1.2.4.4.</td>
<td>Public-private partnerships for the digital economy development</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.2.5.</td>
<td>International cooperation</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.2.5.1.</td>
<td>Cooperation with other countries for the digital economy development</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.3.</td>
<td>Laws, regulations &amp; standards</td>
<td>Developed</td>
</tr>
<tr>
<td>1.3.1.</td>
<td>Regulating digital infrastructure</td>
<td>Developed</td>
</tr>
<tr>
<td>1.3.1.1.</td>
<td>Regulations and policy to support the deployment of broadband and overcoming the digital divide</td>
<td>Developed</td>
</tr>
<tr>
<td>1.3.1.2.</td>
<td>Obligation to provide mobile broadband services in sparsely populated and remote areas, assigned to operator in the provision of radio frequency.</td>
<td>Developed</td>
</tr>
<tr>
<td>1.3.1.3.</td>
<td>Regulations ensuring non-discriminatory access and shared usage of passive and active telecommunications infrastructure</td>
<td>Developed</td>
</tr>
<tr>
<td>1.3.1.4.</td>
<td>Regulations regarding use of cloud computing and data centers resources</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.3.2.</td>
<td>Regulating the use of data</td>
<td>Developed</td>
</tr>
<tr>
<td>1.3.2.1.</td>
<td>Regulations regarding data protection</td>
<td>Developed</td>
</tr>
<tr>
<td>1.3.2.2.</td>
<td>Regulations allowing government data reuse</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.3.3.</td>
<td>Regulation of digital interactions</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.3.3.1.</td>
<td>Regulations on equal or predominant digital transactions, notifications and documents to physical one</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.3.4.</td>
<td>Regulation of digital payments</td>
<td>Excellent</td>
</tr>
<tr>
<td>1.3.4.1.</td>
<td>Regulations on digital payment systems and e-payments</td>
<td>Excellent</td>
</tr>
<tr>
<td>1.3.5.</td>
<td>Incentive mechanisms for digital goods and services</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.3.5.1.</td>
<td>Incentive mechanisms for the use of digital goods, services, rights to use them</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.3.6.</td>
<td>Cybersecurity regulations</td>
<td>Developed</td>
</tr>
<tr>
<td>1.3.6.1.</td>
<td>Cybersecurity legislation and policies</td>
<td>Excellent</td>
</tr>
<tr>
<td>1.3.6.2.</td>
<td>Legal protection for confidential data</td>
<td>Developed</td>
</tr>
<tr>
<td>1.3.6.3.</td>
<td>Legal protection for online users</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.3.7.</td>
<td>Standards</td>
<td>Moderate</td>
</tr>
<tr>
<td>------</td>
<td>-----------</td>
<td>----------</td>
</tr>
<tr>
<td>1.3.7.1.</td>
<td>Relevance and effectiveness of the national system of standards for the digital economy development</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.4.</td>
<td>Human capital for digital economy</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.4.1.</td>
<td>Digital competencies</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.4.1.1.</td>
<td>ICT specialists in employment</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.4.1.2.</td>
<td>Secondary and tertiary education enrolment rate</td>
<td>Excellent</td>
</tr>
<tr>
<td>1.4.1.3.</td>
<td>Digital competencies requirements in professional standards</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.4.2.</td>
<td>Efficient use of talent</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.4.2.1.</td>
<td>Country capacity to retain talent</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.4.2.2.</td>
<td>Country capacity to attract talent</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.4.3.</td>
<td>Training of personnel for the digital economy</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.4.3.1.</td>
<td>Compliance of educational programs of all levels with the requirements of the digital economy</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.4.3.2.</td>
<td>Training of specialists in digital technology</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.4.3.3.</td>
<td>Quality of math and science education</td>
<td>Developed</td>
</tr>
<tr>
<td>1.5.</td>
<td>R&amp;D and innovation in the digital economy</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.5.1.</td>
<td>Research and development</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.5.1.1.</td>
<td>Researchers in R&amp;D</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.5.1.2.</td>
<td>Gross expenditure on R&amp;D</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.5.1.3.</td>
<td>Gross expenditure on R&amp;D financed by business enterprise</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.5.1.4.</td>
<td>R&amp;D expenditure in ICT as a share of all domestic expenditures on research and development</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.5.1.5.</td>
<td>Cooperation between universities and businesses in R&amp;D</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.5.2.</td>
<td>Innovation Infrastructure</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.5.2.1.</td>
<td>The share of innovative enterprises</td>
<td>Initial</td>
</tr>
<tr>
<td>1.5.2.2.</td>
<td>Maturity of the national innovation infrastructure</td>
<td>Developed</td>
</tr>
<tr>
<td>1.5.2.3.</td>
<td>ICT-related patents applications filed under the Patent Cooperation Treaty</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.6.</td>
<td>Business environment</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.1.</td>
<td>Economic factors</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.1.1.</td>
<td>Doing Business overall ranking</td>
<td>Developed</td>
</tr>
<tr>
<td>1.6.1.2.</td>
<td>Intensity of local competition</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.1.3.</td>
<td>The total tax rate</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.1.4.</td>
<td>Availability of financial services</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.1.5.</td>
<td>Affordability of financial services</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.6.1.6.</td>
<td>Ease of access to loans</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.2.</td>
<td>Rule of law</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.6.2.1.</td>
<td>Intellectual property protection</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.6.2.2.</td>
<td>Software piracy rate</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.2.3.</td>
<td>Judicial independence</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.6.2.4.</td>
<td>Efficiency of legal framework in challenging regulations</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.3.</td>
<td>Institutional factors and support for entrepreneurs</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.3.1.</td>
<td>Availability of the latest technology</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.6.3.2.</td>
<td>High status to successful entrepreneurs</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.6.3.3.</td>
<td>Irregular payments and bribes</td>
<td>Emerging</td>
</tr>
<tr>
<td>1.6.3.4.</td>
<td>Efficiency of customs clearance process</td>
<td>Developed</td>
</tr>
<tr>
<td>1.6.3.5.</td>
<td>Urban population</td>
<td>Emerging</td>
</tr>
</tbody>
</table>

<p>| 1.7. | Trust and security in the digital economy | Developed |
| 1.7.1. | Public policy and regulation | Developed |
| 1.7.1.1. | National policy on cybersecurity | Excellent |
| 1.7.1.2. | Raising the awareness of citizens and organizations to ensure information security in the use of digital technologies | Moderate |</p>
<table>
<thead>
<tr>
<th>Section</th>
<th>Description</th>
<th>Assessment</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.7.2.</td>
<td>Organizational measures to ensure information security</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.7.2.1.</td>
<td>Emergency response teams for cybersecurity</td>
<td>Moderate</td>
</tr>
<tr>
<td>1.7.2.2.</td>
<td>Public-private partnerships and coordination of cybersecurity issues</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.</td>
<td>Digital foundations of the digital economy</td>
<td>Developed</td>
</tr>
<tr>
<td>2.1.</td>
<td>Digital Infrastructure</td>
<td>Developed</td>
</tr>
<tr>
<td>2.1.1.</td>
<td>Broadband access to the Internet</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.1.1.1.</td>
<td>Fixed-broadband Internet subscriptions</td>
<td>Emerging</td>
</tr>
<tr>
<td>2.1.1.2.</td>
<td>Active wireless-broadband subscriptions</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.1.1.3.</td>
<td>International Internet bandwidth per Internet user</td>
<td>Emerging</td>
</tr>
<tr>
<td>2.1.1.4.</td>
<td>Percentage of the population covered by at least a 3G mobile network</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.1.1.5.</td>
<td>Percentage of the population covered by at least a 4G mobile network</td>
<td>Emerging</td>
</tr>
<tr>
<td>2.1.1.6.</td>
<td>Average speed of Internet connection</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.1.2.</td>
<td>Mobile networks</td>
<td>Developed</td>
</tr>
<tr>
<td>2.1.2.1.</td>
<td>Mobile cellular telephone subscriptions per 100 inhabitants</td>
<td>Developed</td>
</tr>
<tr>
<td>2.1.2.2.</td>
<td>Mobile network coverage – percentage of population</td>
<td>Developed</td>
</tr>
<tr>
<td>2.1.3.</td>
<td>Affordability of broadband access</td>
<td>Excellent</td>
</tr>
<tr>
<td>Section</td>
<td>Description</td>
<td>Score</td>
</tr>
<tr>
<td>---------</td>
<td>-------------</td>
<td>-------</td>
</tr>
<tr>
<td>2.1.3.1</td>
<td>Fixed broadband service basket as a percentage of GNI per capita</td>
<td>Excellent</td>
</tr>
<tr>
<td>2.1.3.2</td>
<td>Mobile-broadband prices, prepaid handset-based</td>
<td>Excellent</td>
</tr>
<tr>
<td>2.1.3.3</td>
<td>Mobile-broadband prices, postpaid computer-based</td>
<td>Excellent</td>
</tr>
<tr>
<td>2.1.4</td>
<td>Data centers and cloud computing services</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.1.4.1</td>
<td>Maturity and competitiveness of the cloud computing market</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.1.5</td>
<td>Data analytics</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.1.5.1</td>
<td>Maturity and competitiveness in the data analytics market</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.1.6</td>
<td>Cybersecurity</td>
<td>Excellent</td>
</tr>
<tr>
<td>2.1.6.1</td>
<td>Maturity and competitiveness in cybersecurity services market</td>
<td>Excellent</td>
</tr>
<tr>
<td>2.2</td>
<td>Shared digital platforms</td>
<td>Developed</td>
</tr>
<tr>
<td>2.2.1.1</td>
<td>Global digital platforms</td>
<td>Developed</td>
</tr>
<tr>
<td>2.2.1.2</td>
<td>Localization of global digital platforms</td>
<td>Developed</td>
</tr>
<tr>
<td>2.2.1.3</td>
<td>National digital platforms</td>
<td>Developed</td>
</tr>
<tr>
<td>2.3</td>
<td>New / emerging digital technology</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.3.1</td>
<td>Awareness and motivation for the use of new technologies</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.3.1.1</td>
<td>Awareness, motivation and plans for the use the new and emerging technologies</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.3.2.</td>
<td>Domestic producers of new digital technologies</td>
<td>Moderate</td>
</tr>
<tr>
<td>2.3.2.1.</td>
<td>Presence of companies producing new / emerging technologies in the country</td>
<td>Moderate</td>
</tr>
<tr>
<td>3.</td>
<td>Digital sector of economy</td>
<td>Moderate</td>
</tr>
<tr>
<td>3.1.</td>
<td><strong>Enabling environment for the digital sector</strong></td>
<td>Developed</td>
</tr>
<tr>
<td>3.1.1.</td>
<td>Strategic objectives and indicators of the digital sector development</td>
<td>Developed</td>
</tr>
<tr>
<td>3.1.2.</td>
<td>Implementation of strategy of the digital sector development</td>
<td>Developed</td>
</tr>
<tr>
<td>3.1.3.</td>
<td>Public procurement policies, which provides an opportunity for small / medium enterprises to easily compete for the provision of ICT products and services to the state</td>
<td>Developed</td>
</tr>
<tr>
<td>3.1.4.</td>
<td>Provisions or rules establishing preference for local ICT providers or limiting the ability of public institutions to procure ICT products and services from foreign enterprises</td>
<td>Developed</td>
</tr>
<tr>
<td>3.1.5.</td>
<td>Tax benefits for the digital sector</td>
<td>Developed</td>
</tr>
<tr>
<td>3.2.</td>
<td><strong>ICT sector</strong></td>
<td>Emerging</td>
</tr>
<tr>
<td>3.2.1.</td>
<td>ICT sector share in the gross value added</td>
<td>Moderate</td>
</tr>
<tr>
<td>3.2.2.</td>
<td>Proportion of total business sector workforce involved in the ICT sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>3.2.3.</td>
<td>ICT goods and services imports as a percentage of total imports</td>
<td>Emerging</td>
</tr>
<tr>
<td>3.2.4.</td>
<td>ICT goods and services exports as a percentage of total exports</td>
<td>Emerging</td>
</tr>
<tr>
<td>3.2.5.</td>
<td>Ratio of exports and imports of ICT goods and services</td>
<td>Emerging</td>
</tr>
<tr>
<td>3.2.6.</td>
<td>Share in the total volume of world exports of ICT goods and services</td>
<td>Initial</td>
</tr>
<tr>
<td>3.2.7.</td>
<td>BERD in the ICT sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>3.2.8.</td>
<td>Innovative activity of enterprises in the ICT sector</td>
<td>Emerging</td>
</tr>
<tr>
<td>3.3.</td>
<td>Content and media sector</td>
<td>Emerging</td>
</tr>
<tr>
<td>3.3.1.</td>
<td>Share of the content and media sector in gross value added</td>
<td>Emerging</td>
</tr>
<tr>
<td>3.3.2.</td>
<td>Proportion of total business sector workforce involved in the content and media sector</td>
<td>Emerging</td>
</tr>
<tr>
<td>3.3.3.</td>
<td>Share of imports of products and services of the content and media sector from total imports</td>
<td>Emerging</td>
</tr>
<tr>
<td>3.3.4.</td>
<td>Share of exports of products and services of the content and media sector from total exports</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.</td>
<td>The digital transformation of the public sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.</td>
<td>Digital Government</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.1.</td>
<td>Public policy and regulation</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.1.1.</td>
<td>Strategic goals and indicators of the digital government development</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.1.2.</td>
<td>Action plan for the digital government development</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.1.3.</td>
<td>Architectural approach used in designing and managing the digital government development</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.1.1.4.</td>
<td>Regulations on equivalence of or priority to digital transactions, notifications and documents in relation to non-digital forms</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.1.2.</td>
<td>Human capital for government</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.2.1.</td>
<td>Digital competences included in the qualification requirements for civil servants</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.2.2.</td>
<td>Civil servants training and retraining in use of digital technologies</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.2.3.</td>
<td>Share of civil servants in central government organizations who regularly use computers and the Internet</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.3.</td>
<td>Digital infrastructure for government</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.3.1.</td>
<td>Share of central government organizations with broadband access</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.3.2.</td>
<td>Share of regional governments and municipalities with broadband access</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.3.3.</td>
<td>National government cloud and data center infrastructure</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.3.4.</td>
<td>Interoperability Framework with mandatory standards for government information systems</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.3.5.</td>
<td>National databases and their mandatory use in public administration</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.3.6.</td>
<td>Provision of open application programming interfaces to government data and digital services</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.3.7.</td>
<td>New/emerging technologies used for the digital government development</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.1.4.</td>
<td>Digital government services</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.4.1.</td>
<td>e-Government Online Service Index</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.4.2.</td>
<td>Priority sectors for improving the quality of state and municipal services delivery</td>
<td>Excellent</td>
</tr>
<tr>
<td>4.1.4.3.</td>
<td>Unified entry point (portal) for provision of state and municipal services</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.4.4.</td>
<td>Complex services for life and business events</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.1.4.5.</td>
<td>Automatic provision of services without human intervention in real time</td>
<td>Moderate</td>
</tr>
<tr>
<td>Section</td>
<td>Description</td>
<td>Status</td>
</tr>
<tr>
<td>---------</td>
<td>-----------------------------------------------------------------------------</td>
<td>--------------</td>
</tr>
<tr>
<td>4.1.4.6</td>
<td>Proactive approach to the provision of services</td>
<td>Initial</td>
</tr>
<tr>
<td>4.1.4.7</td>
<td>Mobile applications for state and municipal services</td>
<td>Excellent</td>
</tr>
<tr>
<td>4.1.4.8</td>
<td>Continuity of state and municipal services provision across different</td>
<td>Moderate</td>
</tr>
<tr>
<td></td>
<td>channels</td>
<td></td>
</tr>
<tr>
<td>4.1.5</td>
<td>Open government</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.5.1</td>
<td>UN E-Participation Index</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.5.2</td>
<td>National open data portal</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.6</td>
<td>Digital government platforms</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.1.6.1</td>
<td>Use of government digital tools and services by civil society and business</td>
<td>Emerging</td>
</tr>
<tr>
<td></td>
<td>to support their own activities</td>
<td></td>
</tr>
<tr>
<td>4.1.7</td>
<td>Impact of government digital services</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.7.1</td>
<td>Share of citizens satisfied with the government digital services</td>
<td>Developed</td>
</tr>
<tr>
<td>4.1.7.2</td>
<td>Share of businesses satisfied with the government digital services</td>
<td>Developed</td>
</tr>
<tr>
<td>4.2</td>
<td>The digital transformation of the social sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.1</td>
<td>Digital healthcare</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.1</td>
<td>Public policy and regulation of digital healthcare</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.1.1</td>
<td>Strategic goals and indicators for the digital healthcare development</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.1.2</td>
<td>Action plan for the digital healthcare development</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.3.</td>
<td>Harmonization with international standards and reference data for the digital healthcare development</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.4.</td>
<td>Mandatory requirements for interoperability of healthcare information systems</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.2.</td>
<td>Human capital for digital healthcare</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.2.1.</td>
<td>Inclusion of digital competences in the qualification requirements for healthcare workers</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.2.2.</td>
<td>Training and retraining of health professionals in digital technologies</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.2.3.</td>
<td>Percentage of employees of healthcare organizations who regularly use computers and the Internet</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.1.3.</td>
<td>Digital healthcare infrastructure</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.1.3.1.</td>
<td>Proportion of healthcare organizations with broadband access</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.1.3.2.</td>
<td>Proportion of medical equipment (devices) with an interface for data transfer</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.1.3.3.</td>
<td>Mandatory use of national databases within healthcare</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.1.3.4.</td>
<td>Presence of domestic producers of digital medical technologies and equipment</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.4.</td>
<td>Using digital technology for healthcare</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.4.1.</td>
<td>National integrated electronic health records</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.4.2.</td>
<td>Telemedicine consultations between healthcare providers, and between doctors and patients</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.4.3.</td>
<td>Availability of information systems for healthcare system management</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.1.4.4.</td>
<td>Use of digital technologies for the healthcare</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.4.5.</td>
<td>Telemedicine services exports as a percentage of total exports of medical services</td>
<td>Initial</td>
</tr>
<tr>
<td>4.2.1.5.</td>
<td>Impact of digital technologies on healthcare</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.5.1.</td>
<td>Impact on access to healthcare services through the use of digital technology</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.1.5.2.</td>
<td>Impact on quality of healthcare through the use of digital technology</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.</td>
<td>Digital education</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.2.1.</td>
<td>Public policy and regulation for digital education</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.1.1.</td>
<td>Strategic objectives and indicators of the digital education development</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.2.1.2.</td>
<td>Action plan for the digital education development</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.1.3.</td>
<td>Harmonization with international standards, normative and reference information necessary for the development of digital education</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.1.4.</td>
<td>Mandatory requirements for interoperability of information systems in education</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.2.</td>
<td>Human capital for digital education</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.2.1.</td>
<td>Inclusion of digital competencies in the qualification requirements for educators</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.2.2.</td>
<td>Teacher training and retraining in the use of digital technologies</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.3.</td>
<td>Proportion of teachers with ICT skills in schools</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.2.3.</td>
<td>Digital education infrastructure</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.2.3.1.</td>
<td>Proportion of secondary educational institutions with broadband</td>
<td>Moderate</td>
</tr>
<tr>
<td>Section</td>
<td>Title</td>
<td>Status</td>
</tr>
<tr>
<td>---------</td>
<td>-----------------------------------------------------------------------</td>
<td>----------</td>
</tr>
<tr>
<td>4.2.2.3.2</td>
<td>Proportion of higher education institutions with free broadband wireless internet access</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.2.3.3</td>
<td>Number of students per computer used for educational purposes</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.3.4</td>
<td>Mandatory use of national databases in education</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.3.5</td>
<td>Digital library of educational resources for different levels of education</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.3.6</td>
<td>Digital learning platform</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.2.3.7</td>
<td>Percentage of educational institutions with a website</td>
<td>Excellent</td>
</tr>
<tr>
<td>4.2.2.4</td>
<td>Use of digital technologies for education</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.4.1</td>
<td>Proliferation of digital teaching methods</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.4.2</td>
<td>Use of digital technologies in the exams and certification</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.4.3</td>
<td>Proportion of educational institutions providing distance learning services</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.4.4</td>
<td>Proportion of students in higher education programs mastering at least 50% of the content in a massive open online course (MOOC) format</td>
<td>Initial</td>
</tr>
<tr>
<td>4.2.2.4.5</td>
<td>Proportion of educational organizations in which paperwork is done electronically</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.2.4.6</td>
<td>Use of new/emerging digital technologies for education</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.2.4.7</td>
<td>Share of exports of distance digital educational services in total distance educational services</td>
<td>Initial</td>
</tr>
<tr>
<td>4.2.2.5</td>
<td>Impact of digital technologies on education</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.2.5.1</td>
<td>Impact of the use of digital technologies in the availability of educational services</td>
<td>Moderate</td>
</tr>
<tr>
<td>Heading</td>
<td>Status</td>
<td></td>
</tr>
<tr>
<td>------------------------------------------------------------------------</td>
<td>--------------</td>
<td></td>
</tr>
<tr>
<td>4.2.2.5.2. Impact of the use of digital technologies on the quality of educational services</td>
<td>Emerging</td>
<td></td>
</tr>
<tr>
<td>4.2.2.5.3. Impact of digital technologies on students’ opportunity to choose personalized routes of development of key competencies</td>
<td>Moderate</td>
<td></td>
</tr>
<tr>
<td>4.2.3. Digital culture</td>
<td>Moderate</td>
<td></td>
</tr>
<tr>
<td>4.2.3.1. Public policy and regulation</td>
<td>Moderate</td>
<td></td>
</tr>
<tr>
<td>4.2.3.1.1. Strategic objectives and indicators of the digital culture development</td>
<td>Emerging</td>
<td></td>
</tr>
<tr>
<td>4.2.3.1.2. Action plan for the digital culture development</td>
<td>Moderate</td>
<td></td>
</tr>
<tr>
<td>4.2.3.1.3. Harmonization with international standards, normative and reference information necessary for the digital culture development</td>
<td>Developed</td>
<td></td>
</tr>
<tr>
<td>4.2.3.1.4. Mandatory requirements for interoperability of information systems</td>
<td>Moderate</td>
<td></td>
</tr>
<tr>
<td>4.2.3.2. Human capital for digital culture</td>
<td>Developed</td>
<td></td>
</tr>
<tr>
<td>4.2.3.2.1. Inclusion of digital competencies in the qualification requirements for employees of cultural institutions</td>
<td>Developed</td>
<td></td>
</tr>
<tr>
<td>4.2.3.2.2. Training and retraining in use of digital technology</td>
<td>Developed</td>
<td></td>
</tr>
<tr>
<td>4.2.3.3. Digital culture infrastructure</td>
<td>Developed</td>
<td></td>
</tr>
<tr>
<td>4.2.3.3.1. Proportion of cultural institutions with access to the Internet</td>
<td>Developed</td>
<td></td>
</tr>
<tr>
<td>4.2.3.3.2. Proportion of cultural institutions with broadband access</td>
<td>Developed</td>
<td></td>
</tr>
<tr>
<td>4.2.3.3.3. Mandatory use of national databases in cultural institutions</td>
<td>Developed</td>
<td></td>
</tr>
<tr>
<td>4.2.3.3.4. Digital platforms in culture</td>
<td>Emerging</td>
<td></td>
</tr>
<tr>
<td>4.2.3.3.5.</td>
<td>Share of cultural institutions having a website</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.3.4.</td>
<td>Use of digital technologies in culture</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.3.4.1.</td>
<td>Proportion of cultural holdings with an electronic catalog</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.3.4.2.</td>
<td>Proportion of electronic catalogs accessible via the Internet</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.3.4.3.</td>
<td>Proportion of digitized collections available via the Internet</td>
<td>Initial</td>
</tr>
<tr>
<td>4.2.3.4.4.</td>
<td>Number of museums with virtual exhibitions</td>
<td>Emerging</td>
</tr>
<tr>
<td>4.2.3.4.5.</td>
<td>Use of new/emerging technologies for the digital culture development</td>
<td>Developed</td>
</tr>
<tr>
<td>4.2.3.5.</td>
<td>Impact of digital technologies on culture</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.3.5.1.</td>
<td>Impact of the use of digital technologies on the availability of cultural services</td>
<td>Moderate</td>
</tr>
<tr>
<td>4.2.3.5.2.</td>
<td>Impact of the use of digital technologies on quality of cultural services</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.</td>
<td>The digital transformation of the private sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.1.</td>
<td>National policy and regulation of digital transformation of the private sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.1.1.</td>
<td>Strategic goals and programs for digital transformation of the private sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.1.1.1.</td>
<td>Strategic goals and indicators for digital transformation of private sector</td>
<td>Developed</td>
</tr>
<tr>
<td>5.1.1.2.</td>
<td>Implementation of strategy for digital transformation of private sector</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.1.2.</td>
<td>Regulation of digital transformation of the private sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.1.2.1.</td>
<td>Laws relating to ICT</td>
<td>Moderate</td>
</tr>
<tr>
<td>---</td>
<td>---</td>
<td>---</td>
</tr>
<tr>
<td>5.2.</td>
<td>Human capital for business</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.2.1.</td>
<td>Digital leadership and entrepreneurship</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.2.1.1.</td>
<td>Entrepreneurship innovation</td>
<td>Emerging</td>
</tr>
<tr>
<td>Motivation of business leaders to execute digital transformation</td>
<td></td>
<td></td>
</tr>
<tr>
<td>5.2.1.2.</td>
<td>The share of enterprises in which there are decision makers responsible for digital transformation</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.2.1.3.</td>
<td>The status and powers of the enterprise decision-makers responsible for digital transformation,</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.2.1.4.</td>
<td>Quality of management schools</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.2.1.5.</td>
<td>Availability and maturity of the training system for masters of business administration for digital transformation</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.2.2.</td>
<td>Digital competences of business personnel</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.2.2.1.</td>
<td>Digital competences requirements for employers</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.2.2.2.</td>
<td>The share of ICT professionals in the private sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.2.2.3.</td>
<td>Share of enterprises provided training to their personnel to develop/upgrade their digital skills</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.3.</td>
<td>Other non-digital factors affecting digital transformation of the private sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.3.1.</td>
<td>R&amp;D and innovations for digital transformation of the private sector</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.3.1.1.</td>
<td>Accessibility of financial resources for private sector to innovation activities related to digital transformation</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.3.1.2.</td>
<td>Enterprises, engaged in acquisition of machinery, equipment and software</td>
<td>Emerging</td>
</tr>
<tr>
<td>Section</td>
<td>Description</td>
<td>Level</td>
</tr>
<tr>
<td>---------</td>
<td>------------------------------------------------------------------------------</td>
<td>-----------</td>
</tr>
<tr>
<td>5.3.2</td>
<td>Business environment for digital transformation of the private sector</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.3.2.1</td>
<td>Favorability of tax regime for the development and use of digital technologies by business</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.3.3</td>
<td>Trust and security for doing business digitally</td>
<td>Developed</td>
</tr>
<tr>
<td>5.3.3.1</td>
<td>Presence of industry actors responding to information security emergencies</td>
<td>Developed</td>
</tr>
<tr>
<td>5.3.3.2</td>
<td>Share of enterprises from the private sector had a formally defined ICT security policy</td>
<td>Developed</td>
</tr>
<tr>
<td>5.3.3.3</td>
<td>Share of enterprises from the private sector using information protection instruments</td>
<td>Developed</td>
</tr>
<tr>
<td>5.4</td>
<td>Digital foundations for digital transformation of private sector</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.4.1</td>
<td>Broadband access to the Internet</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.4.1.1</td>
<td>Share of enterprises with broadband access</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.4.2</td>
<td>Data centers and cloud computing services</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.4.2.1</td>
<td>Businesses purchasing cloud computing services</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.4.3</td>
<td>Data analytics</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.4.3.1</td>
<td>Share of enterprises using data analytics</td>
<td>Emerging</td>
</tr>
<tr>
<td>5.4.4</td>
<td>Shared digital platforms for business</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.4.4.1</td>
<td>Enterprises which sold via a website or apps – via an e-commerce marketplace</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.4.5</td>
<td>New / emerging digital technologies in business</td>
<td>Moderate</td>
</tr>
<tr>
<td>Section</td>
<td>Description</td>
<td>Level</td>
</tr>
<tr>
<td>---------</td>
<td>------------------------------------------------------------------------------</td>
<td>--------</td>
</tr>
<tr>
<td>5.4.5.1</td>
<td>Awareness of enterprises about new / emerging technologies and their impact on the industry</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.4.5.2</td>
<td>Extent of new / emerging technologies use by enterprises</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.4.5.3</td>
<td>National enterprises-leaders in the implementation of new / emerging digital technologies</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5</td>
<td>Use of digital technologies by business</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.1</td>
<td>Use of traditional ICT by business</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.1.1</td>
<td>Share of enterprises using traditional ICT</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.1.2</td>
<td>Share of enterprises using ERP-systems for doing business</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.1.3</td>
<td>Share of enterprises using CRM-systems for doing business</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.1.4</td>
<td>Share of enterprises using SCM-systems for doing business</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.1.5</td>
<td>Share of enterprises using EDI-systems for doing business</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.1.6</td>
<td>Share of enterprises with a website</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.1.7</td>
<td>Share of enterprises that perform electronic data exchange between their own and external information systems in standard formats</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.1.8</td>
<td>Use of government services by business</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.2</td>
<td>Digital Commerce</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.2.1</td>
<td>B2C eCommerce Index</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.2.2</td>
<td>Share of e-commerce in GDP</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.2.3.</td>
<td>The ratio of online sales by geography</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.2.4.</td>
<td>Share of revenue generated by online advertising</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.2.5.</td>
<td>Share of enterprises receiving orders over the Internet</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.2.6.</td>
<td>Proportion of businesses placing orders over the Internet</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.2.7.</td>
<td>Value of e-commerce sales (percentage of turnover)</td>
<td>Developed</td>
</tr>
<tr>
<td>5.5.3.</td>
<td>The emerging phenomena of the digital economy</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.3.1.</td>
<td>Using digital platforms for crowdfunding</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.3.2.</td>
<td>Using digital platforms for crowd-investing</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.3.3.</td>
<td>Digital peer lending instruments</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.3.4.</td>
<td>Prevalence of equitable money exchange and the use of crypto currency</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.3.5.</td>
<td>Share of the financial technology industry in the total market volume</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.3.6.</td>
<td>Using of digital payment systems</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.3.7.</td>
<td>Using of digital sharing platforms</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.4.</td>
<td>Digital transformation of different sectors of the economy</td>
<td>Moderate</td>
</tr>
<tr>
<td>5.5.4.1.</td>
<td>Assessment of the level of digital transformation of different sectors of the economy</td>
<td>Moderate</td>
</tr>
<tr>
<td>6.</td>
<td>Digital citizens/consumers</td>
<td>Moderate</td>
</tr>
<tr>
<td>Section</td>
<td>Description</td>
<td>Stage</td>
</tr>
<tr>
<td>---------</td>
<td>-------------------------------------------------------</td>
<td>-----------</td>
</tr>
<tr>
<td>6.1</td>
<td>Access to digital technology</td>
<td>Moderate</td>
</tr>
<tr>
<td>6.1.1</td>
<td>Percentage of households with access to the Internet</td>
<td>Moderate</td>
</tr>
<tr>
<td>6.1.2</td>
<td>Percentage of households with broadband access to the Internet</td>
<td>Developed</td>
</tr>
<tr>
<td>6.1.3</td>
<td>Percentage of households with a computer</td>
<td>Moderate</td>
</tr>
<tr>
<td>6.2</td>
<td>Use of digital technologies</td>
<td>Moderate</td>
</tr>
<tr>
<td>6.2.1</td>
<td>Percentage of individuals using the Internet</td>
<td>Developed</td>
</tr>
<tr>
<td>6.2.2</td>
<td>Activities carried out over the Internet</td>
<td>Developed</td>
</tr>
<tr>
<td>6.2.3</td>
<td>Use of government services by citizens</td>
<td>Emerging</td>
</tr>
<tr>
<td>6.2.4</td>
<td>Remote work activity</td>
<td>Emerging</td>
</tr>
<tr>
<td>6.2.5</td>
<td>Use of payment cards</td>
<td>Developed</td>
</tr>
<tr>
<td>6.2.6</td>
<td>Use of digital technologies by citizens and security issues</td>
<td>Moderate</td>
</tr>
<tr>
<td>6.2.7</td>
<td>Shopping online</td>
<td>Moderate</td>
</tr>
<tr>
<td>6.2.8</td>
<td>Use of smart home technologies by households</td>
<td>Moderate</td>
</tr>
<tr>
<td>7</td>
<td>Social and economic impact</td>
<td>Moderate</td>
</tr>
<tr>
<td>7.1</td>
<td>General Effects</td>
<td>Moderate</td>
</tr>
<tr>
<td>7.1.1</td>
<td>Impact of digital technology on socio-economic development</td>
<td>Moderate</td>
</tr>
<tr>
<td>Section</td>
<td>Description</td>
<td>Level</td>
</tr>
<tr>
<td>-----------</td>
<td>-----------------------------------------------------------------------------</td>
<td>--------</td>
</tr>
<tr>
<td>7.1.2</td>
<td>Indicators of social and economic effects from the use of ICT in national digital strategies and programs</td>
<td>Emerging</td>
</tr>
<tr>
<td>7.2</td>
<td>Economic impact</td>
<td>Moderate</td>
</tr>
<tr>
<td>7.2.1</td>
<td>Impact of digital technologies on new business models, services and products</td>
<td>Moderate</td>
</tr>
<tr>
<td>7.2.2</td>
<td>Impact of digital technologies on the organizational models</td>
<td>Moderate</td>
</tr>
<tr>
<td>7.2.3</td>
<td>Impact of the digital transformation of the economic growth and job creation</td>
<td>Emerging</td>
</tr>
<tr>
<td>7.3</td>
<td>Social impact</td>
<td>Moderate</td>
</tr>
<tr>
<td>7.3.1</td>
<td>Impact of digital technologies on access to basic services</td>
<td>Moderate</td>
</tr>
<tr>
<td>7.3.2</td>
<td>Use of digital technologies and the efficiency of the government</td>
<td>Moderate</td>
</tr>
<tr>
<td>7.3.3</td>
<td>Impact of digital technologies on service quality</td>
<td>Developed</td>
</tr>
</tbody>
</table>
Digital economy country assessment for Russia